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Inspiration



Why Safe Harbors and Immunities Matter (1)

Source: https://en.wikipedia.org/wiki/File:Dense_mass_of_anomuran_crab_Kiwa_around_deep-sea_hydrothermal_vent.jpg



Why Safe Harbors and Immunities Matter (2)



Why Safe Harbors and Immunities Matter (3)



Designing Effective Safe Harbors/Immunities

 Minimal Formalities/Prerequisites 

 Brevity 

 Global Preemption 

 No Weasel-Words 

 Specifically Described Scienter 

 Quick Resolution 

 Sanctions for Bogus Claims



Case Study #1: 47 USC 230

 Formalities/Prerequisites = none

 Brevity = 26 words in key operative provision (843 total)

 Preemption = everything but federal crimes, IP, ECPA 

 Weasel-Words = 230(c)(2) refers to “good faith”

 Scienter = irrelevant

 Resolution = typically motion to dismiss 
– Roommates.com II: “If you don’t encourage illegal content, or design your 

website to require users to input illegal content, you will be immune”
– Roommates.com III: Roommates.com never dealt with illegal content

 Sanctions = when combined with anti-SLAPP



Section 230 Results



Case Study #2: DMCA

 Formalities/Prerequisites = extensive

 Brevity = 4,104 words

 Preemption = only federal copyright 
– UMG v. Grooveshark: common law copyrights not covered

 Weasel-Words/Scienter = actual knowledge + “red flags” + 
willful blindness + inducement

 Resolution = summary judgment or more

 Sanctions = negligible



Section 512 Results (1)



Section 512 Results (2)



Section 512 Results (3)

“Veoh is legal, 
but Veoh is dead”



Limitations

 Safe harbors/immunities make winners

 ….and losers…

 and create new incumbents


