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Fig. 1. Biometric variance (images taken from FVC’04 and CASIAv3-
interval database).

encrypted data inherits the security of according passwords
applied to release correct decrypting keys. Biometric template
protection schemes which are commonly categorized as bio-
metric cryptosystems (also referred to as helper data-based
schemes) and cancelable biometrics (also referred to as feature
transformation) are designed to meet two major requirements


