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(57) ABSTRACT 
A request for a funds transfer is received by a sending finan 
cial institution (FI) located in a first country from a mobile 
network operator (MNO) for a recipient located in a second 
country. The funds transfer request includes the senders 
mobile telephone number and transaction data, and the pro 
cess includes translating the mobile telephone number into a 
sender's payment card account number, determining that the 
sender's payment card account can Support the transfer 
amount, and transmitting the transaction data and the senders 
payment card account number to a payment system. The 
sending FI receives a payment confirmation message that 
satisfies compliance with know your customer (KYC) infor 
mation and anti-money laundering (AML) information 
requirements, and transmits a remittance confirmation mes 
sage to the MNO. 
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PAYMENT CARD BASED REMITTANCE 
SYSTEM WITH DELVERY OF ANT-MONEY 

LAUNDERING INFORMATION TO 
RECEIVING FINANCIAL INSTITUTION 

CROSS-REFERENCE TO RELATED 
APPLICATION 

0001. This application is a Continuation application of 
U.S. patent application Ser. No. 1 1/836,984 filed on Aug. 10, 
2007, which claims the benefit of U.S. Provisional Patent 
application Ser. No. 60/910,550, filed Apr. 6, 2007, which 
applications are incorporated herein by reference. 

BACKGROUND 

0002 Embodiments disclosed herein relate to remittance 
systems. In particular, Some embodiments relate to methods, 
apparatus, systems, means and computer program products 
for implementing a remittance system on the basis of an 
international payment card system. 
0003. Many individuals regularly send money to family or 
friends across international borders. The total annual volume 
of international person-to-person remittances is measured in 
the hundreds of billions of U.S. dollars (including transac 
tions that involve U.S. dollars and transactions that do not 
involve U.S. dollars) and is increasing from year to year. 
0004 Formal commercial remittance channels are gener 
ally labor-intensive and expensive to use. Many people who 
send or receive remittances may lack ongoing relationships 
with banks or other financial institutions and therefore face 
additional transaction costs in connection with remittances. 
Informal channels for remittances are also labor-intensive 
and may not provide adequate protection for the funds remit 
ted. Many of the people who make or receive international 
remittances are not wealthy and can ill-afford the costs and 
risks presented by conventional remittance channels. 
0005 More generally, senders and recipients of remit 
tances frequently find conventional remittance channels to be 
time-consuming and inconvenient. It is not unusual for the 
sender to be required to bring cash to a store operated by a 
remittance services provider (RSP). Accordingly, the sender 
is constrained to accommodate himself or herself to the 
store's operating hours, must carry cash on his or her person, 
and may have to wait in line or otherwise experience poor 
service at the RSP's store. The recipient also may be required 
to pick up the remitted funds at an RSP's store, thereby 
possibly Suffering the same disadvantages and inconve 
niences that the sender was subject to. 
0006 International remittances also raise issues related to 
governmental security and anti-crime interests. In many 
countries, regulations are in place with respect to interna 
tional transfers of funds, to aid in efforts to combat funding of 
terrorist groups and organized crime. There are also interna 
tional initiatives in these areas. These types of regulations are 
generally referred to as “anti-money laundering” (AML) pro 
visions, and typically require that financial institutions and 
RSPs “know your customer' (KYC). Compliance with KYC 
and AML regulations may place significant cost and admin 
istrative burdens on formal international remittance channels. 
Of course, these costs are passed on to the users of the remit 
tance channels. 
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BRIEF DESCRIPTION OF THE DRAWINGS 

0007. Features and advantages of some embodiments of 
the present invention, and the manner in which the same are 
accomplished, will become more readily apparent upon con 
sideration of the following detailed description of the inven 
tion taken in conjunction with the accompanying drawings, 
which illustrate preferred and exemplary embodiments and 
which are not necessarily drawn to scale, wherein: 
0008 FIG. 1 is a block diagram that illustrates an interna 
tional remittance system provided according to some aspects 
of the present invention. 
0009 FIG. 2 is a block diagram that illustrates an interna 
tional remittance system provided according to other aspects 
of the present invention. 
0010 FIG. 3 is a block diagram that illustrates an interna 
tional remittance system provided according to still other 
aspects of the present invention. 
0011 FIG. 4 is a block diagram that illustrates certain 
details of data processing capabilities that may be present in 
one or more of the remittance systems of FIGS. 1-3. 
0012 FIG. 5 is a block diagram representation of a com 
puter system that may be operated by a financial institution in 
one or more of the remittance systems of FIGS. 1-3. 
0013 FIG. 6 is an illustration in tabular form of an 
example customer database that may be maintained in the 
computer system of FIG. 5. 
0014 FIG. 7 is a block diagram representation of a com 
puter system that may be operated by a payment system that 
is at the heart of one or more of the remittance systems of 
FIGS 1-3. 

0015 FIG. 8 is a flow chart that illustrates a process that 
may be performed by a financial institution in connection 
with registering a customer of one or more of the remittance 
systems of FIGS. 1-3. 
0016 FIG. 9 is a flow chart that illustrates an alternative 
process that may be performed by a financial institution in 
connection with registering a customer of one or more of the 
remittance systems of FIGS. 1-3. 
(0017 FIGS. 10A-10D together form a flow chart that 
illustrates a funds transfer process that may be performed in 
one or more of the remittance systems of FIGS. 1-3. 
(0018 FIGS. 11A-11B togetherform a flow chart that illus 
trates a funds transfer process that may be performed in the 
remittance system of FIG. 2. 
0019 FIG. 12 is a block diagram that shows features that 
may be incorporated in one or more of the remittance systems 
of FIGS 1-3. 
0020 FIG. 13 is a block diagram representation of a com 
puter system that may be among the system features shown in 
FIG. 12. 

0021 FIG. 14 is a flow chart that illustrates a process that 
may be performed using the system components shown in 
FIG. 12. 

0022 FIG. 15 is a block diagram that shows other features 
that may be incorporated in one or more of the remittance 
systems of FIGS. 1-3. 
0023 FIG. 16 is a block diagram representation of a com 
puter system that may be among the system features shown in 
FIG. 15. 

0024 FIG. 17 is a flow chart that illustrates a process that 
may be performed using the system components shown in 
FIG. 15. 
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DETAILED DESCRIPTION 

0025. In general, and for the purpose of introducing con 
cepts of embodiments of the present invention, an interna 
tional remittance system is based on a payment card account 
system such as that operated by MasterCard International 
Inc., the assignee hereof. Remittances are transferred and 
cleared from senders’ payment card accounts to recipients 
payment card accounts. Financial institutions are the issuers 
of the payment card accounts and handle compliance with 
KYC/AML regulations. The payment system that handles the 
funds transfer may also handle exchange of KYC/AML infor 
mation between the issuers of the payment card accounts. 
0026. In some embodiments, the remittance system may 
allow senders to access the system and initiate funds transfers 
by use of the senders’ mobile telephones. Further conve 
nience may be provided by allowing the senders to identify 
the recipients of the funds transfers by the recipients mobile 
telephone numbers. The remittance system may include capa 
bilities for translating the recipients’ mobile telephone num 
bers into the recipients’ payment card account numbers, for 
the purpose of routing the funds transfers through the pay 
ment system. 
0027. In some embodiments, the institutional architecture 
that underlies the remittance system may include mobile net 
work operators (MNOs) cooperating with financial institu 
tions/payment card account issuers in many countries, with 
an international payment system to interlink the financial 
institutions. The payment system may be an existing system, 
like MasterCard's for example. 
0028. In still other embodiments, the payment system may 
include convenient features that allow senders to receive 
advance estimates of the effects of currency conversions on 
proposed funds transfers or other transactions. Other conve 
nient features may aid recipients of funds transfers in finding 
nearby locations to access the transferred funds. 
0029) Remittance systems such as those described herein 
may leverage existing payment systems to provide previously 
unavailable efficiencies, cost-effectiveness and convenience, 
while also facilitating regulatory compliance by participating 
financial institutions (FIs) and RSPs. 
0030 FIG. 1 is a block diagram that illustrates an interna 
tional remittance system 100 provided according to some 
aspects of the present invention. 
0031. At the heart of the remittance system 100 is a pay 
ment system 102. As will be seen, the payment system 102 
operates to route and clear funds transfers from the payment 
card accounts of senders to the payment card accounts of 
recipients. One example of a Suitable payment system is the 
Banknet system, which is well-known to those who are 
skilled in the art, and which is operated by the assignee 
hereof. 
0032. A major strength of a payment system such as the 
Banknet system is that it interlinks numerous financial insti 
tutions around the world. In practice the remittance system 
100 may include many financial institutions that act as issuers 
of payment card accounts, but for purposes of illustration 
only two such FIs are shown in FIG. 1, namely the financial 
institution (sending FI 104) that issued the payment card 
account of the sender of a remittance, and the financial insti 
tution (receiving FI 106) that issued the payment card account 
of the recipient of the remittance. As indicated respectively at 
108 and 110, the sending FI 104 and the receiving FI 106 are 
both connected by Suitable data communication paths to the 
payment system 102. It may be assumed that the receiving FI 
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106 is located in a different country from FI 104 so that any 
remittance transmitted between the two FIs 104, 106 is an 
international remittance. 
0033. It may also be assumed that the FIs 104,106, and the 
other FIs included in the remittance system 100 but not 
depicted in the drawings, are banks or other organizations that 
are subject to regulation to assure compliance with KYC and 
AML requirements. It may also be assumed that the FIs have 
internal procedures in place to comply with KYC and AML 
requirements. Consequently, upon or prior to opening a pay 
ment card account for a customer, each FI gathers information 
about the customer, Such as the customer's full name, and 
residential address. Customary procedures may also call for 
the FI to obtain documentary proof of the customer informa 
tion. The documentary proof may be a driver's license, a 
passport, an identity card, etc. To demonstrate compliance 
with the documentation procedures, the FI may also keep an 
image of the document(s) used to establish the customer's 
identity and address. Accordingly, each FI is shown as main 
taining a KYC information database 112 in which the cus 
tomer information, document images, etc., are stored. 
0034 Continuing with the concept that FIG. 1 shows com 
ponents of the remittance system 100 with respect to a single 
remittance transaction, block 114 represents a mechanism by 
which the sender initiates a funds transfer. The mechanism 
114, from which the funds transfer originates, may come in a 
number of different forms, such as the sender's mobile tele 
phone (as described further below), an automatic teller 
machine (ATM), or a personal computer or other web-brows 
ing device (from which the sender may access a website 
maintained by or on behalf of the sending FI 104). As another 
alternative, the sender may visit a bank branch to initiate the 
funds transfer, and may speak with an employee of the send 
ing FI 104. In response to the sender's request, the sending FI 
employee may operate a personal computer or terminal to 
launch the funds transfer. 
0035 Also shown in FIG. 1 (in phantom) is a mechanism 
116 that may be utilized by the receiving FI 106 to notify that 
recipient that the funds transfer has taken place. As will be 
seen, the notification mechanism may be the recipients 
mobile telephone, to which the receiving FI may send a text 
message or automated telephone call. Other possible embodi 
ments of the notification mechanism may include the recipi 
ent's home personal computer (by e-mail) or a pager. 
0036 FIG. 2 is a block diagram that shows a variation 
upon the remittance system 100 of FIG. 1. The remittance 
system shown in FIG. 2 is generally indicated by reference 
numeral 100a. 

0037. In the remittance system 100a of FIG. 2, at least 
some of the remittance transactions may be “three-cornered”. 
That is, the sender originates the funds transfer via an acquirer 
FI 202, but the sender's payment card account from which the 
funds transfer is to be funded is maintained not by the acquirer 
FI 202 but rather is maintained by a funding FI 204, with 
which the sender has an established relationship. Accord 
ingly, to accomplish the funds transfer (and as will be 
described in more detail below), the payment system 102 
routes a request for authorization to fund the funds transfer 
from the acquiring FI 202 to the funding FI 204, and also 
ultimately routes the funds transfer itself to the receiving FI 
106. The three FIs shown in FIG. 2 may be among a large 
number FIs that are not shown in FIG. 2 but that participate 
with the payment system 102, and thus are at least potentially 
capable of fulfilling one or more of the three FI roles por 



US 2013/0282.585 A1 

trayed in FIG. 2, namely acquirer, funding FI or receiving FI. 
Also each FI operates to comply with KYC/AML regulations, 
and thus stores a database 112 of information concerning its 
customers as required under KYC/AML regulations. 
0038. For purposes of FIG. 2, it may be assumed that the 
acquiring FI 202 and the funding FI204 may be in the same 
country, and that the receiving FI 106 is in a different country, 
Such that a funds transfer originating from acquiring FI 202 
and funded through the sender's payment card account at 
funding FI204, and routed via the payment system 102 to the 
receiving FI 106, is an international remittance. Alternatively, 
for example, all three FIs depicted in FIG.2 may be in mutu 
ally different countries from each other. As another alterna 
tive, funding FI204 and receiving FI 106 may be in the same 
country, and acquiring FI 202 may be in a different country. 
Still another possibility may be that the acquiring FI 202 and 
the receiving FI 106 are in the same country and the funding 
FI 204 may be in a different country. 
0039 FIG. 3 is a block diagram that represents still 
another variation on a remittance system provided in accor 
dance with the invention, or at least an alternative represen 
tation of the remittance systems shown in FIGS. 1 and 2. The 
remittance system as presented in FIG. 3 is generally repre 
sented by reference numeral 100b. 
0040. The remittance system 100b depicted in FIG.3 may 
be assembled in part from existing infrastructure building 
blocks such as a mobile network operator (MNO)302 which 
operates in country X and in this embodiment also functions 
as a remittance services provider (RSP). Another building 
block is an FI304 (designated the sending FI for purposes of 
illustration) which is located in country X and has an estab 
lished relationship both with the MNO 302 and with an exist 
ing payment system 306 Such as the Banknet system that was 
previously referred to. Similarly, the remittance system 100b 
incorporates an MNO308 that operates a mobile network and 
as an RSP in country Y (a different country from country X). 
Also in country Y is another FI 310 that has established 
relationships with the MNO308 and with the payment system 
306. 

0041. A significant feature of the remittance system 100b 
is that it may leverage on the wide availability of mobile 
telephones, even in developing countries, such that mobile 
telephones may serve as customers’ point of access to, and 
contact from, the remittance system 100b. In the particular 
example illustrated in FIG. 3, a remittance transaction send 
er's mobile telephone 312 is shown and may be one of many 
mobile telephones (not shown) that operate within the net 
work of the MNO 302 in country X. Also shown is a recipi 
ent’s mobile telephone 314 that may be one of many mobile 
telephones (not shown) that operate within the network of the 
MNO 310 in country Y. 
0042. Although FIG. 3 shows salient aspects of the end 
to-end infrastructure for a single international remittance, in 
practice a remittance system such as the system depicted in 
FIG.3 may include MNO/RSPs and FIs in many countries, 
and may encompass more than one MNO/RSP and more than 
one FI within at least some countries. For example, in at least 
some countries a considerable number of MNOs and/or FIs 
may participate in the remittance system. 
0043. Also, as discussed in connection with FIGS. 1 and 2. 
the FIs that participate in the remittance system 100b may all 
register customers, store customer information, and exchange 
information with other FIs in a manner that satisfies local and 
international KYC/AML requirements. In some cases, the 
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MNO/RSPs may operate as agents for the FIs to gather cus 
tomer registration information. 
0044 FIG. 4 is a block diagram that illustrates certain 
details of data processing capabilities that may be present in 
one or more of the remittance systems of FIGS. 1-3. 
0045 Particularly highlighted in FIG. 4 are data process 
ing capabilities represented at block 402 and operated by or 
on behalf of the payment system 102 or 306 in FIGS. 1-3. 
Functions provided by the payment system data processing 
operations (e.g., one or more servers or other computers) 402 
may include transaction authorization routing 404, handling 
of funds transfer transactions 406, transaction clearing 408, 
transaction settlement 410 and storage 412 of data relating to 
transactions handled by data processing operation 402. To 
facilitate usage of mobile telephone numbers as destination 
and/or source addresses for funds transfers, the payment sys 
tem 306 or 102 may also provide a data processing capability 
(e.g., a server computer)414 which interacts with funds trans 
fer handling component 406 to respond to requests by trans 
lating customers’ mobile telephone numbers into customers 
destination and/or source payment card account numbers. 
0046. Also shown in FIG. 4 are computers 416 operated by 
FIS which issue payment card accounts to customers and/or 
which acquire funds transfer or purchase transactions. The 
payment system computer(s) 402 exchange communications 
with the acquirer/issuer computers 416, including communi 
cations to implement functions provided in accordance with 
aspects of the present invention. The payment system com 
puter(s) 402 are also in communication with a bank computer 
418 that handles settlement of transactions among acquiring 
and issuing FIS. 
0047 FIG. 5 is a block diagram representation of a com 
puter system 502 that may be operated by a financial institu 
tion (e.g., any one of FIs 104,106,202 or 204) in one or more 
of the remittance systems of FIGS. 1-3. 
0048. The computer system 502 may be conventional in its 
hardware aspects but may be controlled by software to cause 
it to operate in accordance with aspects of the present inven 
tion. 
0049. The computer system 502 may include a computer 
processor 500 operatively coupled to a communication 
device 501, a storage device 504, an input device 506 and an 
output device 508. 
0050. The computer processor 500 may be constituted by 
one or more conventional processors. Processor 500 operates 
to execute processor-executable steps, contained in program 
instructions described below, so as to control the computer 
system 502 to provide desired functionality. 
0051 Communication device 501 may be used to facili 
tate communication with, for example, other devices (such as 
computers operated by the payment system 102 or 306 or one 
of the MNOs 302 or 308). 
0.052 Input device 506 may comprise one or more of any 
type of peripheral device typically used to input data into a 
computer. For example, the input device 506 may include a 
keyboard and a mouse. Output device 508 may comprise, for 
example, a display and/or a printer. 
0053 Storage device 504 may comprise any appropriate 
information storage device, including combinations of mag 
netic storage devices (e.g., magnetic tape and hard disk 
drives), optical storage devices such as CDs and/or DVDs, 
and/or semiconductor memory devices such as Random 
Access Memory (RAM) devices and Read Only Memory 
(ROM) devices, as well as so-called flash memory. 
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0054 Storage device 504 stores one or more programs for 
controlling processor 200. The programs comprise program 
instructions that contain processor-executable process steps 
of computer system 502, including, in Some cases, process 
steps that constitute processes provided in accordance with 
principles of the present invention, as described in more detail 
below. 
0055. The programs may include an application 510 that 
allows the computer system 502 to receive and store infor 
mation Submitted by a prospective customer who is seeking to 
open a payment card account with the FI that operates com 
puter system 502. The data thus received may be stored in a 
customer database 512 stored on the storage device 504. 
Details of the customer database 512 will be discussed below. 
0056. In addition the programs may include an application 
514 that controls the computer system 502 to allow computer 
system 502 to interact with an MNO which is also serving at 
least Some of its customers as a remittance services provider, 
and for that purpose exchanges data with the computer system 
SO2. 
0057. Application 516 is another application that may be 
included in the programs stored in the storage device 504. 
Application 516 may include Software program instructions 
to control the computer system 502 to handle funds transfer 
transactions in a manner to be described below. 
0058. Further, the programs stored in the storage device 
504 may include an application 518. Application 518 may 
control the computer system 502 to manage the payment card 
accounts issued by the FI that operates the computer system 
502. In addition to managing the payment card accounts with 
respect to funds transfer transactions made from and/or to the 
accounts, the application 518 may also handle other payment 
card account transactions, including conventional purchase 
transactions. 
0059 Storage device 504 may also store a database 520 
that contains data concerning account balances and records of 
transactions performed with respect to the payment card 
accounts. In some embodiments, records of transactions may 
be stored in a separate database (not shown) that is apart from 
the account database 520 

0060 FIG. 6 is an illustration in tabular form of an 
example of the customer database 512 stored on the storage 
device 504 of the computer system 502. Although for illus 
trative purposes only three records are shown in the example 
customer database 512, in practice the customer database 512 
may include thousands of records, corresponding to thou 
sands of customers and thousands of payment card accounts. 
0061. In the example customer database 512 shown in 
FIG. 6, column 602 contains entries that store the names of 
customers who hold payment card accounts issued by the FI 
that operates the computer system 502. (In some embodi 
ments, the customer database 512 may also contain records of 
other customers of the FI, including customers that do not 
hold payment card accounts issued by the FI.) 
0062 Column 604 in the example customer database 512 
contains entries that store the residential addresses of the 
customers listed in column 602. In column 606 the entries 
store the payment card account numbers that identify the 
payment card accounts held by the customers. These payment 
card account numbers may be used by the customers for 
conventional purposes, such as purchase transactions at retail 
stores or on-line. In addition, in accordance with aspects of 
the invention, the payment card accounts may be used to 
indicate the destination accounts for incoming remittances. 
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0063 Column 608 lists entries that store the customers 
mobile telephone numbers. These may be numbers that 
address mobile telephones served by a MNO that has part 
nered with the FI to provide remittance services to the MVO’s 
subscribers. 
0064. The entries in column 610 may store data that rep 
resents, for each customer, the image of one or more docu 
ments that the customer Submitted upon registering as a cus 
tomer of the FI. The documents may have served to verify the 
identity and residential address of the customer. 
0065. In other embodiments, the customer database may 
store other types of data in addition to or instead of the types 
of data illustrated in FIG. 6. 
0.066 FIG. 7 is a block diagram representation of a com 
puter system 702 that may be operated by one of the payment 
systems 102,306 that is at the heart of one of the remittance 
systems of FIGS. 1-3. 
0067. In its hardware aspects, the computer system 702 
may be conventional, and similar to the hardware components 
described above in connection with the computer system 502. 
The hardware aspects of the computer system 702 will there 
fore not be further described, except to mention that the 
computer system 702 may include a processor 700 in com 
munication with a communication device 701, a storage 
device 704, an input device 706, and an output device 708. 
0068. The storage device 704 may store an application 
program 710 to control the computer system 702 to handle 
transactions that flow through the payment system. The trans 
actions may include conventional purchase transactions, and 
also funds transfer transactions as described herein. To facili 
tate use of customer's mobile telephone numbers as destina 
tion and/or sending addresses for funds transfers, the storage 
device may also store an application program 712 that con 
trols the computer system 702 to exchange communications 
with the mobile-telephone-number-to-payment-card-ac 
count-number translation server computer 414 referred to 
above in connection with FIG. 4. 
0069 Continuing to refer to FIG. 7, the storage device 704 
may also store a database 714 of data that reflects the trans 
actions, including funds transfer transactions, handled by the 
computer system 702. (In some embodiments, the transaction 
database 714 may be stored in a data warehouse that is sepa 
rate from, but in communication with, the computer system 
702.) 
0070 FIG. 8 is a flow chart that illustrates a process that 
may be performed by a financial institution in connection 
with registering a customer of one or more of the remittance 
systems of FIGS. 1-3. 
0071. The process of FIG. 8 is premised on a situation in 
which a subscriber of an MNO applies to become a customer 
of the MNO in respect of remittance services provided by the 
MNO. In this situation, the MNO subscriber/prospective 
remittance services customer becomes a customer of an FI 
that is partnering with the MNO to provide remittance ser 
vices, and the relationship between the remittance services 
customer and the FI arises as a result of the customer's inter 
actions with the MNO. Moreover, in such a situation, the 
MNO may act as an agent of the FI to enable the FI to satisfy 
the FI’s obligations under KYC regulations. Thus the MNO 
obtains from the prospective remittance customer documen 
tation to verify the customer's identity and residence address. 
The MNO captures an image of the documentation and trans 
mits the image data to the FI together with the customer's 
name, residential address, and mobile telephone number. 
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0072 At 802 in FIG. 8, the FI computer system 502 
receives from the MNO/RSP the customer information enu 
merated in the preceding sentence. At 804, the FI computer 
system 502 opens a new payment card account in the name of 
the customer and generates a payment card account number 
to identify the new account. At 806, the FI computer system 
502 stores the customer information, including the custom 
er's mobile telephone number and identification document 
image data, in association with the customer's new payment 
card account number, by creating a new entry in the customer 
database 512 (FIGS. 5 and 6). 
0073 Continuing to refer to FIG.8, at 808 the FI computer 
system 502 transmits, to the mobile-telephone-number-to 
payment-card-account-number translation server 414 (FIG. 
4), the customer's mobile telephone number in association 
with the customer's new payment card account number. 
0074 FIG. 9 is a flow chart that illustrates an alternative 
process that may be performed by a financial institution in 
connection with registering a customer of one or more of the 
remittance systems of FIGS. 1-3. 
0075. The process of FIG.9 is premised on the customer 
interacting directly with the FI to register for remittance ser 
vices. It is assumed that the customer is already a customer 
with the FI’s MNO/RSP partner, or that the FI’s mobile 
telephone based remittance services are open to operate with 
all local MNOs. 
0076. At 902 an employee of the FI collects the customer's 
name, residential address, and mobile telephone number and 
also scans the customer's identification documentation, and 
inputs the resulting data into the FI computer system 502. At 
904, the FI computer system 502 opens a new payment card 
account in the name of the customer and generates a payment 
card account number to identify the new account. At 906, the 
FI computer system 502 stores the new payment card account 
number in association with the customer information, includ 
ing the customer's mobile telephone number and identifica 
tion document image data. 
0077 Continuing to refer to FIG.9, at 908 the FI computer 
system 502 transmits, to the mobile-telephone-number-to 
payment-card-account-number translation server 414 (FIG. 
4), the customer's mobile telephone number in association 
with the customer's new payment card account number. 
0078. The “know your customer/anti-money laundering 
(KYC/AML) databases referred to herein may be constituted 
by a single database in the case of each FI or may alternatively 
be constituted by two or more separate and/or interrelated 
databases, such as one database for registration of customers, 
and another database for recording transactions. 
0079. In another scenario according to aspects of the 
invention, the customer may initially open a payment card 
account with an FI. In connection with the customer's pay 
ment card account, the FI may duly register the customer for 
KYC purposes, including data storage by the FI of the cus 
tomer's name, residential address and image(s) of the cus 
tomer's ID document(s). Thereafter, the customer may apply 
to his/her MNO (e.g., while signing up with a new MNO) to 
become a customer of the MNO’s remittance service offer 
ing, and to have his/her mobile telephone number linked to 
his/her pre-existing payment card account number. The MNO 
may then notify the FI of the desired link between the cus 
tomer's mobile telephone number and his/her payment card 
account number. The FI, in turn, may store data to indicate the 
link between the customer's mobile telephone number and 
the customer's payment card account number and may trans 
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mit a message indicative of that link (e.g., including the 
mobile telephone number and the payment card account num 
ber) to the mobile-telephone-number-to-payment-card-ac 
count-number translation server 414. 

0080. In still another scenario, an FI and an MNO may 
enter into an arrangement whereby the FI assigns a block of 
pseudo payment card account numbers (i.e., numbers in the 
same format as a payment card account number that identify 
the FI as the issuer). The MNO may assign numbers from the 
block of pseudo payment card account numbers to customers 
who sign up for remittance services offered by the MNO. The 
pseudo payment card account numbers are to be used by the 
MNO and/or in the payment system for funding and/or rout 
ing remittance transactions. The MNO thus may link the 
customer's mobile telephone number to the pseudo payment 
card account number assigned to the customer, and may 
report the link between the mobile telephone number and the 
pseudo payment card account number to the payment system 
(and/or to the mobile-telephone-number-to-payment-card 
account-number translation server 414) either directly or via 
the FI. The MNO may carry out KYC compliance as agent for 
the FI and may transmit customer registration information 
(e.g., name, residential address, image(s) of ID document(s)) 
to the FI for storage by the FI in association with the pseudo 
payment card account number assigned to the remittance 
services customer in question. 
I0081. In yet another scenario, a customer who already has 
a payment card account with the FI may access a website 
operated by or on behalf of the FI. By interacting with the 
website, the customer may define a link between the custom 
er's pre-existing mobile telephone number and the custom 
er's pre-existing payment card account number. The FI may 
then transmit information indicative of that link to the mobile 
telephone-number-to-payment-card-account-number trans 
lation server 414. 
I0082 FIGS. 10A-10D together form a flow chart that 
illustrates a funds transfer process that may be performed in 
one or more of the remittance systems of FIGS. 1-3. (Al 
though the process of FIGS. 10A-10D will be described pri 
marily with reference to the remittance system 100b of FIG. 
3, the description is also generally applicable to the remit 
tance systems depicted in FIGS. 1 and 2.) 
I0083. At 1002 in FIG. 10A, a customer of the sending FI 
304 (FIG. 3) who intends in the future to make remittances 
using the remittance system 100b deposits funds in his/her 
account with the sending FI304. (It is now being assumed that 
the account is a debit card account, but alternatively, the 
account may be a credit card account for which the customer 
has established sufficient creditworthiness to allow the 
account to provide cash advances.) 
I0084. At 1004 (i.e., at some later point in time than 1002), 
the sender operates his/her mobile telephone 312 to access a 
remittance function provided by MNO 302. The sender then 
logs in (1006) to his/her remittance services account with the 
MNO 302. For example, as part of the log in procedure, the 
sender may be prompted to input his/her personal identifica 
tion number (PIN). After log in, as indicated at 1008, the 
sender may be prompted to enter, and may accordingly enter, 
the details concerning his/her desired remittance transaction. 
In some embodiments only two items of information may be 
needed to define the transaction, namely (a) the amount of 
money to be transferred, and (b) the mobile telephone number 
of the desired recipient. Once the sender has entered this 
information, the MNO 302 initiates (1010) funding of the 
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proposed remittance by initiating a payment card purchase 
transaction with the sending F. I. 304. The MNO 302 also 
transmits (1012) the transaction data to the sending F. I. 304, 
including the desired amount to be transferred and the desti 
nation mobile telephone number. In some embodiments and/ 
or in some cases, the transaction data sent by the MNO 302 
may include the mobile telephone number of the senders 
mobile telephone. In other cases and/or in other embodi 
ments, the MNO has the sender's payment card account num 
ber and transmits the sender's payment card account number 
to the sending FI 304. 
I0085. Referring to FIG. 10B, at 1014 (shown in phantom), 
if the sending MNO 302 provided the sender's mobile tele 
phone number, rather than the sender's payment card account 
number, to the sending FI 304 as part of the transaction data, 
then the FI 304 may access the customer database 512 to 
translate the sender's mobile telephone number into the send 
er's payment card account number. Assuming that the sender 
has adequate funds in his/her account to Support the proposed 
transaction, then at 1016 the sending F. I. 304 interacts with 
the payment system 306 to initiate a payment transaction. As 
is known to those who are skilled in the art, a “payment 
transaction' is one in which funds are to be transferred from 
the initiating FI to a target payment card account, rather than 
in the other direction, as is normally the case with a purchase 
transaction. The information provided to the payment system 
306 from the sending FI 304 may include the sender's name, 
residential address, and payment card account, as well as the 
amount of the funds transfer and the recipient’s mobile tele 
phone number. The sending FI 304 may have assigned a 
unique transaction identification number to the remittance 
transaction, and this transaction identification number may 
also be provided to the payment system 306 by the sending FI 
304. 

I0086. At 1018, the payment system 306 translates the 
destination (recipients) mobile telephone number into a des 
tination (recipients) payment card account number. For 
example, the payment system computer 702 may transmit the 
destination mobile telephone number to the translation server 
414, as part of an inquiry. The translation server 414 may 
perform a database lookup to determine the recipient's pay 
ment card account number from the recipient’s mobile tele 
phone number. Then the translation server 414 may respond 
to the inquiry by transmitting the recipient’s mobile tele 
phone number to the payment system computer 702. The 
payment system computer 702 may receive the recipients 
mobile telephone number from the translation server 414. 
0087. At 1020, using the recipient payment card account 
number, the payment system 306 may route the payment 
transaction to the receiving FI310. The information transmit 
ted from the payment system 306 to the receiving FI310 may 
include the sender's name and residential address and possi 
bly also the sender's payment card account number. The 
information transmitted from the payment system 306 to the 
receiving FI 310 may also include the unique transaction 
number assigned by the sending FI 304, as well as the iden 
tification number of the sending FI. 
I0088. At 1022, the receiving FI 310 may route the funds 
transfer to the “mobile wallet' function of the receiving MNO 
308. Alternatively, the receiving FI 310 may route the funds 
transfer to the payment card account of the recipient. At 1024 
in FIG. 10C, the receiving MNO 308 may process the trans 
action and credit it to the recipient’s mobile wallet account. 
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I0089. At 1026, the receiving MNO 308 may notify the 
recipient that his/her account (mobile wallet or payment card 
account at receiving FI310) has received the funds transfer. 
This may be done, for example, by automatically sending a 
text message or computer generated audio message to the 
recipient’s mobile telephone 314. At 1028, the receiving 
MNO308 may initiate a remittance confirmation that is trans 
mitted by the receiving MNO308 to the receiving FI310. The 
remittance confirmation may include the destination payment 
card account that was credited and that was tied to the recipi 
ent’s mobile telephone number. At 1030, the receiving FI310 
may perform account processing in accordance with an exist 
ing agreement with the receiving MNO 308. 
0090. At 1032, the receiving FI may initiate a payment 
confirmation. The payment confirmation may include the 
recipient’s payment card account number, and may also 
include the recipient’s name and residential address. The 
receiving FI may transmit the payment confirmation to the 
payment system 306. 
(0091. At 1034, the payment system 306 may route the 
payment confirmation to the sending FI 304. The confirma 
tion message to the sending FI304 may include an indication 
of the recipient payment card account and of the receiving FI 
to which the funds transfer was routed. The confirmation 
message to the sending FI 304 may also include the recipi 
ent’s name and residential address. At 1036 (FIG. 10D), the 
sending FI 304 may perform account processing in accor 
dance with an existing agreement with the sending MNO 302. 
At 1038, the sending FI304 transmits a remittance confirma 
tion message to the sending MNO 302. 
0092. At 1040, the sending MNO 302 transmits a message 
to the sender to confirm that the remittance has occurred. For 
example, the sending MNO 302 may send a text message or a 
computer-generated audio message to the sender's mobile 
telephone 312. In addition or alternatively, the sending MNO 
302 may provide notice of completion of the remittance to the 
sender in another manner, such as by e-mail. 
0093 Block 1042 represents clearing and settlement of the 
remittance transaction. For example, the sending and receiv 
ing FIS may sending clearing files to the payment system 306 
based on the payment card account numbers of the sender and 
the recipient of the funds transfer. The payment system 306 
may handle settlement of the transactions, including, e.g., 
instructing its clearing bank (not shown) to transfer funds 
between respective accounts belonging to the sending FI304 
and the receiving FI 310. 
(0094. Some highlights of the process of FIGS. 10A-10D 
will now be noted. 
0.095 From the point of view of the sender and the recipi 
ent, the remittance transaction may be virtually “mobile-to 
mobile'. For example, the sender may only need to know the 
recipient’s mobile telephone number (and possibly also the 
sender's PIN for the remittance system) and may initiate the 
remittance transaction with the same amount of effort, or little 
more, as may be required to place an international (e.g.) 
telephone call. It may not be necessary for the sender to know 
the payment card account number assigned to the recipient. 
This is advantageous since (a) the recipient's mobile tele 
phone number may be considerably easier for the sender to 
recall than the recipient’s payment card account number (es 
pecially if the sender is in the habit of telephoning the recipi 
ent); and (b) it allows the recipient to keep from disclosing 
his/her payment card account number to the sender. Further, 
in at least Some cases, the funds transferred may be used by 
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the recipient via a “mobile wallet” application on the recipi 
ent’s mobile telephone, thereby providing the convenience 
and security of a cashless mobile payment appliance. Among 
other advantages, if the recipient accesses the funds via a 
“mobile wallet’, the recipient may be freed from visiting a 
retail store or bank branch to obtain access to the transferred 
funds. Automated notification to the recipient by his/her 
mobile telephone of the completion of the funds transfer may 
further add to the convenience, both for sender and recipient, 
since the recipient gains rapid and easy notification, and the 
sender is not required to take separate steps to notify the 
recipient that the sender has caused the funds transfer to 
OCCU. 

0096. The process of FIGS. 10A-10D may also be highly 
convenient and cost effective for the MNOs and FIs. The 
entire transaction process from end-to-end may be automated 
and unattended. Moreover, for its “backbone' the remittance 
system described with reference to FIGS. 3 and 10A-10D 
may use a highly efficient, reliable and secure payment sys 
tem of the kind currently in use for payment card systems. It 
is another salient and highly pertinent feature of payment card 
systems such as that of the assignee hereof that they already 
have the type of large scale and global scope that would 
Support a large and widespread volume of remittance trans 
actions. 
0097. Still further, with FIs involved at both ends, compli 
ance with KYC customer registration requirements may be 
assured, and exchanges of KYC/AML information (e.g., 
sender name and residential address and/or recipient name 
and residential address) between the sending and receiving 
FIS via the payment system may be automatically incorpo 
rated with other data exchanges required to execute the mon 
etary and accounting aspects of the remittance transaction. 
Thus the remittance system described above may provide a 
robust and cost-effective vehicle for assuring compliance 
with KYC/AML requirements, and may be much more reli 
able and less expensive in that regard than conventional remit 
tance channels. 

0098. The remittance system shown in FIG.3 and further 
described with reference to FIGS. 10A-10B may be thought 
of as one example of a remittance system having a payment 
network (that also services payment card transactions) as its 
backbone. In contradistinction to the example remittance sys 
tem shown in FIG.3, and in accordance with other aspects of 
the invention, alternative remittance systems may not have 
mobile telephones as the initiating mechanism and/or as the 
destination for the funds transfers, or mobile telephones may 
be one of a number of different mechanisms for initiating 
transfers, or one of a number of different ways of receiving 
remitted funds. 

0099 Further to this point, FIGS. 11A and 11B form a 
flow chart that illustrates a process that may be performed in 
accordance with aspects of the invention in the remittance 
system of FIG. 2. The process of FIGS. 11A-11B may be 
considered to be “agnostic” as to whether mobile telephones 
are used at either the sending or receiving ends of the remit 
tance system. It also need not be the case that the destination 
of the funds transfer be indicated by the sender in terms of the 
recipient’s mobile telephone number. 
0100. At 1102 in FIG. 11A, the sender obtains access to a 
function for initiating a funds transfer transaction in the 
remittance system 100a of FIG. 2. This may occur by the 
sender operating an originating mechanism 114 shown in 
FIG. 2. The originating mechanism may be a personal com 
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puter or the like used by the sender to access a remittance 
services web page hosted by a server computer (not sepa 
rately shown) operated by or on behalf of the acquiring FI 
202. Alternatively, the originating mechanism 114 operated 
by the sender may be an ATM or a kiosk. As still another 
alternative, the sender may visit a branch of the acquiring FI 
202 or a retail store that serves as a remittance services outlet 
for the acquiring FI 202. In the latter cases, the originating 
mechanism 114 may be a terminal or computer operated by a 
bank teller or store clerk in response to the sender's request. 
Still further, the originating mechanism 114 may be the send 
er's mobile telephone, operated by the sender in a similar 
fashion to that described with reference to the process of 
FIGS 10A-10D. 

0101. At 1104, the sender requests that a funds transfer 
take place. To do so, the sender may specify the amount to be 
remitted, and the recipient. Rather than identifying the recipi 
ent by name, the sender may input the recipient’s payment 
card account number. Alternatively, the sender may identify 
the destination for the funds transfer solely by the recipients 
mobile telephone number, as in the example of FIGS. 10A 
10D. Further, it will be assumed for the purposes of this 
example that the sender either does not have a payment card 
account with the acquiring FI 202 (indeed, the acquiring FI 
202 need not even be an issuer of payment card accounts) or 
simply wishes to fund the remittance from the sender's pay 
ment card account at the funding FI 204. Therefore, the 
sender may be required to input the payment card account 
number that identifies his/her payment card account at the 
funding FI 204. Alternatively, the sender may effectively 
identify the funding payment card account by inputting his/ 
her mobile telephone number. As another alternative, in a case 
where the sender is using his/her mobile telephone as the 
originating mechanism 114, the acquiring FI 202 may obtain 
the telephone number for the sender's mobile telephone by a 
caller identification function, with the sender's mobile tele 
phone number again to be used to identify the funding pay 
ment card account. 

0102. In any event, and by whatever mechanism, the 
sender transmits sufficient information to the acquiring FI 
202 to define the desired funds transfer, and the acquiring FI 
202 receives the information, possibly including information 
(e.g., sender's mobile telephone number) generated auto 
matically and not specifically input by the sender. Then, at 
1106, the acquiring FI 202 transmits to the payment system 
102 a request for the funds transfer. The request may include, 
for example, information (payment card account number or 
sender's mobile telephone number) to identify the funding 
payment card account, the monetary amount to be trans 
ferred, and information (recipient’s payment card account 
number or recipient’s mobile telephone number) needed to 
route the funds transfer for the benefit of the recipient. 
0103) In the case where the request from the acquiring FI 
202 identifies the funding payment card account only by the 
sender's mobile telephone number, the payment system 102 
may perform or request translation of the sender's mobile 
telephone number to the sender's payment card account num 
ber (as indicated in phantom at 1108 in FIG. 11A). This may 
be done, for example, by the payment system 102 querying a 
mobile-telephone-number-to-payment-card-account-num 
ber-translation server like the server 414 discussed above in 
connection with FIG. 4. 

0104. At 1110 in FIG. 11A, the payment system 102 
routes to the funding FI204 a request to authorize funding of 



US 2013/0282.585 A1 

the funds transfer. The payment system 102 may route the 
request to authorize funding based on the sender's payment 
card account number, as either specified in the request from 
the acquiring FI 202 or as obtained by translating the senders 
mobile telephone number, which was specified in the request 
from the acquiring FI 202. 
0105 Assuming that the sender's payment card account 
number, as utilized for routing by the payment system 102, is 
valid, and that there are adequate funds oranadequate facility 
for credit in the sender's payment card account, then the 
funding FI204 may authorize the funding of the funds trans 
fer, as indicated at 1112 in FIG. 11A. To indicate that funding 
of the funds transfer is authorized, the funding FI 204 may 
send an appropriate message/response to the payment system 
102. In the same message/response or in a separate message, 
the funding FI204 may transmit to the payment system 102 
information about the sender Such as the sender's name and 
residential address. This information may be in the KYC 
database 112 maintained by the funding FI204 with respect to 
its customers and may be utilized to satisfy KYC/AML 
requirements of one or more of the acquiring FI 202, the 
receiving FI 106 and the payment system 102. In conjunction 
with authorizing the funds transfer from the sender's payment 
card account, the funding FI 204 may put a hold on the 
sender's payment card account to the extent of the amount 
authorized for the funds transfer. 
0106 Thereafter (or possibly prior thereto) the payment 
system 102 may perform or request translation of the recipi 
ent's mobile telephone number into the recipient’s payment 
card account number. It will be appreciated that this may be 
necessary in the event that the destination for the funds trans 
fer was only specified by the acquiring FI 202 as the recipi 
ent’s mobile telephone number. This step is indicated in phan 
tom at 1114 and may be done, for example, by the payment 
system 102 querying a mobile-telephone-number-to-pay 
ment-card-account-number translation server like the server 
414 discussed above in connection with FIG. 4. The descrip 
tion of step 1018 in FIG. 10B may be essentially applicable to 
this step 1114. 
0107 At 1116 in FIG. 11B, and in response to the autho 
rization from the funding FI 204, the payment system 102 
uses the recipient’s payment card account number (either 
received by the payment system 102 from the acquiring FI 
202 or translated by or on request from the payment system 
102 from the recipient’s mobile telephone number received 
by the payment system 102 from the acquiring FI 202) to 
route the funds transfer to the receiving FI 106. If necessary to 
satisfy KYC/AML requirements, the payment system 102 
may, in the same message with the funds transfer or in a 
related message, transmit to the receiving FI 106 the senders 
name and residential address which were received by the 
payment system 102 from the funding FI204. 
0108 (In an exchange of information that is not explicitly 
represented in the drawing, the receiving FI 106 may provide 
to the acquiring FI 202 and/or to the funding FI204 via the 
payment system 102—the name and residential address of the 
recipient so that the acquiring FI 202 and/or the funding FI 
204 may perform anti-money laundering screening with 
respect to the recipient before the remittance transaction is 
consummated. The receiving FI 106 may have retrieved the 
recipient’s name and residential address from the KYC data 
base 112 maintained by the receiving FI 106.) 
0109. At 1118, the receiving FI 106 may confirm to the 
payment system 102 the validity of the recipient’s payment 
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card account number used to route the funds transfer to the 
receiving FI 106, and may also confirm to the payment system 
102 that the recipient’s payment card account is in good 
standing and available to receive the funds transfer. 
0110. At 1120, the payment system 102 may send a mes 
sage to the acquiring FI 202 to confirm that the funds transfer 
has taken place. In the same message or in a related message, 
the payment system 102 may send the recipient's name and 
residential address to the acquiring FI 202. 
0111. At 1122, the acquiring FI 202 may notify the sender 
by any suitable mechanism that the funds transfer has taken 
place. 
0112 At 1124, clearing and settlement of the remittance 
transaction are performed. For example, the acquiring, fund 
ing and receiving FIS may sending clearing files to the pay 
ment system 102 based on the payment card account numbers 
of the sender and of the recipient of the funds transfer. The 
payment system 102 may handle settlement of the transac 
tions, including, e.g., instructing its clearing bank (not 
shown) to transfer funds among accounts belonging to the 
acquiring FI 202, the funding FI204 and the receiving FI 106. 
0113. At 1126, the receiving FI 106 may notify the recipi 
ent that the funds transfer has taken place and that the funds 
are available to the recipient. The receiving FI 106 may pro 
vide the notification to the recipient via the notification 
mechanism 116 indicated in FIG.1. The notification mecha 
nism 116 may be any suitable mechanism, including the 
recipient's electronic mail account or the recipient's mobile 
telephone. It should also be understood that the receiving FI 
106 may provide the funds availability notification to the 
recipient at an earlier stage of the process of FIGS. 11A-11B, 
Such as at the same time as step 1118. 
0114. In one variation of the process of FIGS. 11A-11B, 
the sender may be present at an ATM, kiosk, bank branch, 
retail store or RSP location to initiate the remittance transac 
tion. In some cases, the sender may interact with a remittance 
agent face-to-face or via a telephone conversation. In other 
cases, the sender may operate a personal computer (in com 
munication with a remittance services server computer) or a 
mobile telephone or other electronic device to initiate the 
remittance transaction. Moreover, the transaction may be per 
formed such that the validity of the recipient’s payment card 
account may be verified in real-time, i.e., before completion 
of the sender's session with the ATM or kiosk or before the 
sender leaves the counter at the bank branch retail store or 
RSP location, or before completion of an interaction with a 
remittance services server computer. In some embodiments, 
sending of one or more messages to request the remittance 
transaction (the request including the recipient’s account 
number, mobile telephone number and/or other information 
that identifies the recipient or his/her account), funding autho 
rization, routing to the receiving FI 106 and the receiving FI's 
confirmation of the validity of the recipient payment card 
account all occur within a short time to allow the sender to be 
informed immediately whether or not the funds transfer was 
successful. In other embodiments, the validity of the recipi 
ent's payment card account is confirmed prior to the routing 
of the routing of the funds transfer, so that, once authorization 
of the funding has been received, the sender can be assured 
that the funds transfer will be successful. In either case, the 
real-time confirmation of the recipient’s payment card 
account prevents the sort of inconvenient occurrence possible 
with other systems in which the sender leaves the ATM, kiosk, 
bank branch, etc. believing that the fund transfer has 



US 2013/0282.585 A1 

occurred, only to learn later that in Subsequent batch process 
ing the transaction was canceled because the recipient’s pay 
ment card account was found to be non-existent or invalid. 
Thus in cases where the recipient’s account number is invalid 
or cannot be determined, a message to this effect is provided 
in response to the request for the remittance transaction. This 
response message may be routed back through the system to 
the device which originally sent the message to request the 
remittance transaction. In this way, the sender can be pro 
tected to some extent from inconvenience or disappointment 
arising from the sender's errorin specifying the destination of 
the funds transfer or arising from similar errors, or from the 
recipient having closed his/her payment card account without 
informing the sender. 
0115. In a variation on the process of FIGS. 11A-11B, 
when the funding FI 204 authorizes funding the remittance 
transaction, the authorization may be transmitted from the 
payment system 102 to the acquiring FI 202. The acquiring FI 
202 may then initiate the remittance transaction to be routed 
to the receiving FI 106 via the payment system 102. 
0116. In another variation on the process of FIGS. 11A 
11B, the sender may choose to fund the remittance transac 
tion with a deposit or payment of cash to an RSP or to an FI. 
0117 Generally with respect to the transactions described 
with respect to FIGS. 10A-10D and 11A-11B, the payment 
system may store KYC/AML information for each transac 
tion and/or any one or more of a sending FI, an acquiring FI. 
a funding FI and/or a receiving FI may store KYC/AML 
information for each transaction. It should be understood that 
KYC/AML information for a transaction may include the 
sender's name and residential address and/or the recipients 
name and residential address and possibly one or more unique 
transaction numbers. 
0118. The payment systems described herein may, for 
example, be of the “dual message’ type or the “single mes 
sage’ type. As is understood by those who are skilled in the 
art, in the dual message type of system, the request for autho 
rization of a transaction and resulting favorable response by 
the account issuer are followed by a second message (e.g., in 
a batch mode of operation) in which the transaction is Sub 
mitted for clearing. By contrast, in a single message system, 
the transaction is immediately submitted for clearing based 
on the same message that requested authorization, assuming 
that the authorization was granted. 
0119. In the remittance systems schematically illustrated 
in FIGS. 1-3, only one sending FI, acquiring FI, funding FI 
and/or receiving FI (as the case may be) is shown. In practice, 
however, in each system the relationships permitted by the 
system may be many-to-many, in the sense that each system 
may (but need not) include dozens, hundreds or even thou 
sands of financial institutions as system participants in any 
one or more of the FI roles described above. 
0120 Given that the funds transfers described herein may 

utilize the payment card accounts of the sender and/or the 
recipient, the funds transfer transactions may appear as 
entries on the periodic (e.g., monthly) statements received by 
the sender and/or the recipient. For example, the entry for a 
remittance transaction on the sender's monthly payment card 
account statement may indicate the amount of the funds trans 
fer (possibly inclusive of fees) together with the recipients 
name. The entry for a remittance transaction on the recipi 
ent's monthly payment card Statement may indicate the 
amount credited to the recipient’s account as a result of the 
funds transfer, and may also include the sender's name. The 
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recipient's name or sender's name in the remittance transac 
tion entry may appear, in some embodiments, in the field used 
to identify the merchant in the case of a purchase transaction 
entry on the statement. 
I0121 Various examples of international remittance trans 
actions have been described above, but in most if not all cases 
the remittance systems that perform the international remit 
tance transactions may also be capable of performing domes 
tic remittance transactions that are the same as or Substan 
tially similar to the international remittance transactions. 
I0122. In some example transactions described above, 
either or both of the sender and the recipient of a remittance 
transaction are identified by their mobile telephone number. 
However, other items of information may alternatively be 
used to identify the sender and/or the recipient. Use of the 
sender's or recipient’s payment card account number for 
identifying them has been previously described, and as 
another alternative, the SIM (subscriber identity module) 
number for the sender's or recipient’s mobile telephone may 
be used to identify the sender or the recipient. Other MNO 
related information, such as the sender's or recipient’s mobile 
wallet account number may alternatively be used to identify 
the sender or the recipient. In still another embodiment, a 
mobile ISDN (integrated services digital network) identifier 
for the mobile telephone may be used to identify the sender or 
the recipient. 
I0123. Although the remittance transaction patterns of 
FIGS. 1-3 are illustrated separately, in one or more practical 
embodiments, a single remittance system may be capable of 
implementing any two or more of the remittance transaction 
patterns shown in FIGS. 1-3. 
0.124. In some embodiments, transaction messages that 
pass through the payment system 102 in regard to remittance 
transactions may include a special code or codes to indicate 
that financial institutions that are parties to the remittance 
transactions have included, or will be required to include, in 
the transaction messages, KYC/AML information about the 
sender and recipient of the remittance transactions. 
0.125 FIG. 12 is a block diagram that shows features that 
may be incorporated in one or more of the remittance systems 
of FIGS 1-3. 

0.126 The features illustrated in FIG. 12 are concerned 
with providing to a customer an estimate of the effects of 
currency conversion on a proposed transaction. Such an esti 
mate may be helpful in connection with an intended interna 
tional remittance transaction in which the sender is to transfer 
a monetary amount in his/her local currency from his/her 
payment card account and wishes to know what monetary 
amount in a different currency (the “home currency') will 
likely be credited to the recipient. 
I0127. A currency conversion estimate as provided in 
accordance with aspects of the invention may also be helpful 
in some cases to a customer who is engaging in a retail 
transaction while abroad. It is not uncommon for the retailer 
to offer to the purchaser an option of accepting a payment 
card charge of X monetary amount in the local currency orY 
monetary amount in the purchaser's home currency. By 
obtaining an estimate of currency conversion effects as 
described below, the purchaser can be informed in advance of 
the likely result in the home currency of accepting the pay 
ment card charge of X monetary amount in the local currency. 
The purchaser can then effectively comparison shop between 
allowing the retailer to make the conversion to the home 
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currency, or allowing the purchaser's payment card issuer to 
make the conversion to the home currency. 
0128 Referring, then, to FIG. 12, the customer's mobile 
telephone 1202 may be used by the customer to exchange data 
communications with the payment system 102 or 306 in 
which the customer's payment card (not shown) has been 
issued. (In practice, the mobile telephones—not shown—of 
many other customers may be simultaneously in data com 
munication with the payment system 102 or 306.) The pay 
ment system 102 or 306 incorporates or is in communication 
with a currency conversion calculation server computer 1204. 
0129. The currency conversion calculation server com 
puter 1204 is connected by a data communication channel 
1206, at least from time to time (e.g., daily) to a source 1208 
of information about currently applicable foreign exchange 
rates. Further, at various times the currency conversion cal 
culation server computer 1204 receives conversion fee infor 
mation from computers 1210 operated by or on behalf of 
issuers of payment cards usable in the payment system 102 or 
306. For example, the issuer computers 1210 may provide 
updated currency conversion fee information to the currency 
conversion calculation server computer 1204 on occasions 
when the issuers of the payment cards change their fees for 
performing currency conversions. 
0130 FIG. 13 is a block diagram representation of the 
currency conversion calculation server computer 1204 shown 
in FIG. 12 
0131. In its hardware aspects, the currency conversion 
calculation server computer 1204 may be conventional, and 
similar to the hardware components described above in con 
nection with the computer system 502 and computer system 
702. The hardware aspects of the currency conversion calcu 
lation server computer 1204 will therefore not be further 
described, except to mention that the currency conversion 
calculation server computer 1204 may include a processor 
1300 in communication with a communication device 1301, 
a storage device 1304, an input device 1306, and an output 
device 1308. 
0132) The storage device 1304 may store an application 
program 1310 to control the currency conversion calculation 
server computer 1204 to handle inquiries concerning the 
effects of currency conversion on proposed transactions. 
0133. The storage device 1304 may also store an applica 
tion program 1312 that allows the currency conversion cal 
culation server computer 1204 to process and store foreign 
exchange rate data provided by the information source 1208 
and data concerning conversion fee updates provided by the 
issuer computers 1210. 
0134. In addition, the storage device 1304 may store a 
database 1314 of currency conversion fees charged by pay 
ment card issuers that participate in the payment system 102 
or 306, and a database 1316 of currently applicable foreign 
exchange market conversion rates. 
0135 FIG. 14 is a flow chart that illustrates a process that 
may be performed using the system components shown in 
FIG. 12, according to some aspects of the invention. More 
over, a portion of the process of FIG. 14 is indicative of 
operations performed by the currency conversion calculation 
server computer 1204 in accordance with aspects of the 
invention and in accordance with program instructions stored 
on storage device 1304 to control the processor 1300. 
0.136 Block 1402 in FIG. 14 represents periodic (e.g., 
daily, or more frequent) updates received and processed by 
the currency conversion calculation server computer 1204 
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concerning currently applicable foreign exchange conversion 
rates. Upon receiving each FX conversion rate update, the 
currency conversion calculation server computer 1204 stores 
the updated FX conversion rate data in the FX rate database 
1316. 

I0137 Block 1404 in FIG. 14 represents updates that the 
currency conversion calculation server computer 1204 may 
receive from the issuer computers 1210 from time to time 
concerning currency conversion fees that the payment card 
issuers charge. The currency conversion fees charged by the 
issuers may vary from issuer to issuer, and may be changed 
from time to time by each issuer, thereby occasioning the 
updates indicated by block 1404. For example, one issuer 
may charge a currency conversion fee of 1% of the amount 
converted; another issuer may charge a currency conversion 
fee of 1.5% of the amount converted; a third issuer may 
charge a currency conversion fee of 2% of the amount con 
verted. 

(0.138. At 1406 in FIG. 6, the payment system 102 or 306 
receives an inquiry about currency conversion from the cus 
tomer's mobile telephone 1202. The inquiry may identify the 
local currency from which conversion is to be made, and may 
specify the amount of the local currency to be converted. The 
inquiry may also include the prefix (e.g., the first eight digits) 
of the payment card account number that corresponds to the 
customer's payment card account. As is understood by those 
who are skilled in the art, the prefix of the payment card 
account number may identify the issuer of the customer's 
payment card account. 
(0.139. At 1408, the payment system 102 or 306 transmits 
the inquiry to the currency conversion calculation server com 
puter 1204. At 1410, the currency conversion calculation 
server computer 1204 receives the inquiry. 
0140. At 1412, the currency conversion calculation server 
computer 1204 may determine the home currency to which 
the issuer will convert the local currency about which the 
customer has made the inquiry. In other words, the currency 
conversion calculation server computer 1204 may determine 
the currency in which the customer's payment card account is 
denominated. This may be done by a database or table look 
up using the payment card account prefix, which identifies the 
issuer of the customer's payment card account, and which 
therefore is indicative of the home currency in which the 
issuer operates. 
0.141. However, in other cases or in alternative embodi 
ments, the customers inquiry may specify a “home currency’ 
in which a funds transfer is to be made available to a recipient. 
In Such a case, there is no need for the currency conversion 
calculation server computer 1204 to identify the “home cur 
rency', since the “home currency’ is identified by the inquiry 
itself. 

0142. In still other cases or embodiments, the customers 
inquiry may indicate the payment card account number prefix 
or telephone international country dialing code of the recipi 
ent, and the currency conversion calculation server computer 
1204 may use this information at step 1412 to determine the 
“home currency' to which the customer's intended funds 
transfer is to be converted. 

0143. In any case, at 1414 the currency conversion calcu 
lation server computer 1204 may use the prefix of the cus 
tomer's payment card account (or the prefix of the recipients 
payment card account, as the case may be) to look up from the 
conversion fee database 1314 the conversion fee to be applied 
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by the issuer of the customer's payment card account (or to be 
applied by the receiving FI, as the case may be). 
0144. At 1416, the currency conversion calculation server 
computer 1204 looks up from the FX rate database 1316 the 
currently applicable conversion rate from the local currency 
to the home currency. 
0145 Then, at 1418, the currency conversion calculation 
server computer 1204 performs a calculation that is intended 
to anticipate the conversion rate and fee calculation to be 
made by the payment card account issuer for the customer's 
intended transaction (i.e., either the issuer of the customer's 
payment card account, if the customer is inquiring about a 
planned purchase transaction, or the receiving FI/issuer if the 
customer is inquiring about a planned funds transfer). For 
example, the currency conversion calculation server com 
puter 1204 may apply the FX conversion rate looked up at 
1416 and the issuer conversion fee looked up at 1414 to the 
amount of the transaction as denominated in the local cur 
rency to arrive at an outcome of the conversion calculation. It 
may be expected that this outcome will be a rather accurate 
estimate, though not a guaranteed figure, with respect to the 
amount to be charged to the customer's payment card account 
in the home currency (in the case of a purchase transaction), 
or the amount to be made available to the recipient in the 
home currency (in the case of a funds transfer). 
0146. At 1420, the currency conversion calculation server 
computer 1204 transmits the outcome of the conversion cal 
culation to the payment system 102 or 306. At 1422, the 
payment system 102 or 306 transmits the outcome of the 
conversion calculation, as received from the currency conver 
sion calculation server computer 1204, to the customer's 
mobile telephone 1202 as a response to the customer's 
inquiry. The payment system 102 or 306 may transmit the 
conversion calculation outcome to the customer's mobile 
telephone as a text message in accordance with one of the 
SMS, USSD or SMTP protocols, for example. The customer 
now has information that may be useful in determining what 
currency to select for a purchase transaction, or in planning or 
following up on an international remittance transaction. 
0147 FIG. 15 is a block diagram that shows other features 
that may be incorporated in one or more of the remittance 
systems of FIGS. 1-3. 
0148. According to some aspects of the system as depicted 
in FIG. 15, the payment system 102 plays a role in notifying 
the recipient when a funds transfer has become effective and 
the funds are available, and in addition may aid the recipient 
in finding out about nearby locations at which the recipient 
may physically obtain cash in respect of the funds transfer. 
0149 Blocks representing the sending FI 104, payment 
system 102 and receiving FI 106 of FIG. 1 are shown again in 
FIG. 15 (but alternatively may represent the sending FI 304, 
payment system 306 and receiving FI 310 of FIG. 3). In 
addition, as an adjunct to the payment system 102 there is a 
cash source locator system 1502. As will be seen, the cash 
source locator system 1502 may operate to aid the recipient in 
finding a nearby location to obtain cash. The cash Source 
locator system 1502 may communicate with the recipients 
mobile telephone 1504 via the recipient’s MNO 1506. It will 
be understood that the “recipient’s MNO” is the MNO that 
provides mobile network services to the recipient’s mobile 
telephone 1504. 
0150 (As another alternative, the cash source locator sys 
tem 1502 may be an adjunct to a “three-cornered remittance 
system as shown in FIG. 2) 
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0151 FIG. 16 is a block diagram representation of a com 
puter system 1602 that may be provided to implement the 
cash source locator System 1502. As such, the computer sys 
tem 1602 may be operated by or on behalf of the payment 
system, or by another organization that partners with the 
payment system to provide a service for finding cash loca 
tions. 
0152. In its hardware aspects, the computer system 1602 
may be conventional, and similar to the hardware components 
described above in connection with the computer systems 502 
and 702 and in connection with the currency conversion cal 
culation server computer 1204. The hardware aspects of the 
computer system 1602 will therefore not be further described, 
except to mention that the computer system 1602 may include 
a processor 1600 in communication with a communication 
device 1601, a storage device 1604, an input device 1606, and 
an output device 1608. The storage device 1604 may store an 
application program to control the computer system 1602 to 
perform a process in which the computer system 1602 trans 
mits, to recipient mobile telephones, notifications that funds 
transfers in their favor have become effective, and informa 
tion about nearby locations to pick up cash. 
0153. The storage device 1604 may also store an applica 
tion program 1612 that allows the computer system 1602 to 
process and store data that updates a database 1614 of cash 
locations. The database 1614 may also be stored on the stor 
age device 1604. 
0154 FIG. 17 is a flow chart that illustrates a process that 
may be performed by the computer system 1602, according to 
Some aspects of the invention and in accordance with pro 
gram instructions stored on the storage device 1604 to control 
the processor 1600. 
(O155. At 1702 in FIG. 17, the computer system 1602 
receives from the payment system 102 a message to indicate 
that a funds transfer has become effective and the resulting 
funds are accordingly available for the designated recipient. 
The message may identify the recipient by the mobile tele 
phone number of the recipient’s mobile telephone 1504. The 
message may also indicate the amount of funds available. In 
Some embodiments, the message may also identify the sender 
of the funds transfer. The name of the recipient may also be 
included in the message. 
0156. At 1704, the computer system 1602 sends an inquiry 
to the MNO 1506. The inquiry may be for the purpose of 
requesting from the MNO information concerning the current 
location of the recipient’s mobile telephone. As is well 
known, so long as a mobile telephone is turned on, and is 
within the service coverage area of its MNO, the MNO keeps 
track as to which mobile service cell of the network the 
mobile telephone is currently located in. Thus, the MNO is 
able to determine with some degree of accuracy and reliabil 
ity the current location of the recipient’s mobile telephone In 
various embodiments, the MNO may respond to the inquiry 
from the computer system 1602 by providing to the computer 
system 1602 information concerning the current location of 
the recipient's mobile telephone in various forms, such as 
simply by reporting the location of mobile service cell in 
which the recipient’s mobile telephone is currently located, 
and/or latitude and longitude coordinates, vertical and hori 
Zontal coordinates, global positioning system coordinates, 
postal code (e.g., U.S. Postal Service zip code). In the event 
that the MNO cannot determine the current location of the 
recipient’s mobile telephone (e.g., because the mobile tele 
phone is turned off or out of the service area), the MNO may 
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respond to the inquiry from the computer system 1602 by 
informing the computer system 1602 that the current location 
of the recipient’s mobile telephone is unavailable (i.e., the 
current location of the recipient’s mobile telephone is 
unknown to the MNO). 
(O157 Following step 1704 performed by the computer 
system 1602 is a decision block 1706. At 1706, the computer 
system 1602 determines whether the MNO provided to the 
computer system 1602 the current location of the recipients 
mobile telephone. If so, then step 1708 follows. At 1708 the 
computer system 1602 uses the current location of the recipi 
ent’s mobile telephone, as reported by the MNO, as input data 
for a conventional mapping procedure to determine one or 
more nearby locations at which the recipient is able to obtain 
cash from the account credited by the funds transfer. If nec 
essary, before starting the mapping procedure, the computer 
system 1602 may translate the location information provided 
by the MNO into a format that is compatible with the mapping 
procedure. The mapping procedure may operate in conjunc 
tion with a database of cash locations. The database may 
include the mapping coordinates or other location informa 
tion for the cash locations. 

0158. At 1710, the computer system 1602 sends a message 
to the recipient’s mobile telephone 1504 via the MNO 1506. 
The message may for example be a text message and may be 
in a conventional format, e.g., such as SMS, USSD or SMTP. 
The message may contain information to inform the recipient 
that the funds transfer for his or her benefit has taken place. 
The message may also contain information to inform the 
recipient of one or more nearby locations (e.g., bank 
branches, ATMs and/or retail outlets) at which the recipient 
may obtain cash from the account credited with the funds 
transfer. 

0159. By including the cash location information together 
with the notification that the funds transfer has occurred, the 
payment system may provide additional convenience to the 
recipient in terms of obtaining access to the funds transferred 
for the benefit of the recipient. One result of the process of 
FIG. 17 is that the timing at which the recipient is informed of 
the cash locations is determined largely or completely by the 
timing at which the computer system 1602 receives an indi 
cation from the payment system 102 that the funds transfer 
has taken place. 
(0160 Considering again decision block 1706 in FIG. 17, if 
the computer system 1602 makes a negative determination at 
that point (i.e., if the computer system determines that the 
MNO has not provided the current location of the recipients 
mobile telephone), then step 1712 may follow the decision 
block 1706. At step 1712, the computer system may poll the 
MNO by repeating the inquiry of step 1704 at regular inter 
vals until the MNO provides the current location of the recipi 
ent's mobile telephone. In some embodiments, the polling 
may “time out' or expire after a certain period of time or a 
certain number of inquiries to the MNO. In some embodi 
ments, the time intervals between inquiries may be progres 
sively lengthened after the first few inquiries or after a certain 
number of inquiries. 
0161. As the logic of FIG. 17 indicates, once the computer 
system 1602 has received from the MNO an indication of 
location of the recipient’s mobile telephone, the computer 
system may then send the funds availability notification and 
the cash location information to the recipient’s mobile tele 
phone. 
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0162. In cases where the polling of the MNO is unsuccess 
ful, or not successful within a certain period of time, then the 
computer system may merely transmit to the recipients 
mobile telephone a notification of the availability of the 
funds, without including cash location information. In Such 
cases, the notification may be retrieved by the recipient when 
he/she turns on his/her mobile telephone or when he/she 
returns to the MNO service coverage area. The notification 
may also include an option for the recipient to respond to the 
computer system 1602 by requesting cash location informa 
tion. If the recipient does so respond, the computer system 
1602 may then send another inquiry to the MNO requesting 
the location of the recipient’s mobile telephone. With that 
information now presumably available, the computer system 
1602 may use the mobile telephone location information to 
determine one or more nearby cash locations, and then may 
transmit the cash location information to the recipients 
mobile telephone. 
0163. In another embodiment, the process of FIG. 17 may 
be modified such that the computer system 1602 sends a funds 
availability notification to the recipient’s mobile telephone in 
the first instance without previously requesting the mobile 
telephone location information from the MNO. The notifica 
tion may include (as in the previous paragraph) an option for 
the recipient to respond by requesting that the computer sys 
tem 1602 provide cash location information. As in the previ 
ous paragraph, the computer system may proceed, if such a 
requestis received from the recipient, to send an inquiry to the 
MNO requesting the location of the recipient’s mobile tele 
phone. Upon receiving this information from the MNO, the 
computer system may then determine one or more nearby 
cash locations and then send a second message to the recipi 
ent’s mobile telephone to inform the recipient of the cash 
location(s) that are near the recipient's location. 
0164. The database of cash locations employed by the 
computer system 1602 may include information about the 
cash locations in addition to the physical locations of the cash 
locations. For example, the database may include one or more 
of the following items of information about some or all of the 
cash locations: (a) Hours of operation, (b) type of location 
(e.g., bank branch, ATM, RSP location or affiliated retail 
outlet), (c) the limit, if any, on the amount of cash that the 
location will make available per transaction/per day, etc. (d) 
amount of fee charged by the cash location, (e) currency 
conversion rate applied by the cash location, (f) types of 
currency (e.g., U.S. dollars, Euros, British pounds) available 
at the location. When the computer system accesses the data 
base to find nearby cash locations for the recipient, it may also 
determine one or more of the above-enumerated items of 
information with respect to the nearby cash locations. In some 
embodiments, the computer system 1602 may sort the nearby 
cash locations according to one or more of these attributes. 
For example, the computer system 1602 may take the hours of 
operation of nearby cash locations into consideration, and 
may omit cash locations that are currently closed from the 
cash location information provided to the recipient. In some 
embodiments, the information about the cash locations, as 
transmitted to the recipient’s mobile telephone by the com 
puter system 1602, may include information about both 
nearby cash locations that are currently open and about 
nearby cash locations that are currently closed, with an indi 
cation as to each closed location that it is currently closed and 
when it is scheduled to open. In some embodiments, the 
information about the cash locations may additionally or 
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alternatively inform the recipient of the fees charged by each 
cash location and/or of the currency conversion rate applied 
by each location and/or of any limits on the amount of cash 
that the recipient may obtain at the location. 
0.165 According to other embodiments, the computer sys 
tem 1602 may provide information to the recipient to indicate 
that a remittance initiated by the sender has failed for some 
reason. Another type of notification that may be provided to 
the recipient by the computer system 1602 may indicate that 
the funds will be available at a certain time in the future (say, 
on the next business day). In both of these cases, the computer 
system may, but need not, refrain from informing the recipi 
ent about nearby cash locations. 
0166 The flow charts and descriptions thereof herein 
should not be understood to prescribe a fixed order of per 
forming the method steps described therein. Rather the 
method steps may be performed in any order that is practi 
cable. 
0167 As used herein and in the appended claims, the term 
“payment card account' includes a credit card account or a 
deposit account that the account holder may access using a 
debit card. The term “payment card account number 
includes a number that identifies a payment card account or a 
number carried by a payment card, or a number that is used to 
route a transaction in a payment system that handles debit 
card and/or credit card transactions. The term “payment card' 
includes a credit card or a debit card. 
0168 Although the present invention has been described 
in connection with specific exemplary embodiments, it 
should be understood that various changes, Substitutions, and 
alterations apparent to those skilled in the art can be made to 
the disclosed embodiments without departing from the spirit 
and Scope of the invention as set forth in the appended claims. 
What is claimed is: 
1. A method comprising: 
receiving, by a sending financial institution (FI) located in 

a first country from a mobile network operator (MNO), 
a request for a funds transfer to a recipient associated 
with a receiving FI located in a second country, wherein 
the funds transfer request includes the sender's mobile 
telephone number and transaction data, wherein the 
transaction data comprises the sender's name and resi 
dential address, an amount of money to be transferred, 
and a mobile telephone number of the recipient; 

translating, by the sending FI, the sender's mobile tele 
phone number into a sender's payment card account 
number, 

determining that the sender's payment card account asso 
ciated with the sender's payment card account number 
contains one of adequate funds or a sufficient credit 
facility to Support the amount of money to be trans 
ferred; 

transmitting, by the sending FI, the transaction data and the 
Sender's payment card account number to a payment 
system that handles at least one of debit card and credit 
card transactions; 

receiving, by the sending FI from the payment system, a 
payment confirmation message including an indication 
of a recipient payment card account, the receiving FI. 
and the recipient’s name and residential address to sat 
isfy compliance with know your customer (KYC) infor 
mation and anti-money laundering (AML) information 
requirements; and 
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transmitting, by the sending FI to the MNO, a remittance 
confirmation message. 

2. The method of claim 1, further comprising, prior to 
receiving a request for a funds transfer: 

receiving, by the sending FI from the mobile network 
operator (MNO), remittance customer data comprising a 
customer's name, residence address, mobile telephone 
number and documentation verifying the customer's 
identity and residence address; 

generating, by the sending FI, a payment card account 
number for the customer; 

storing, by the sending FI, the remittance customer data in 
association with the customer's payment card account 
number, and 

transmitting, by the sending FI to a translation server, the 
customer's mobile telephone number in association 
with the customer's payment card account number. 

3. The method of claim 1, further comprising, prior to 
receiving a request for a funds transfer: 

receiving, by the sending FI from a customer, remittance 
customer data comprising the customer's name, resi 
dence address, mobile telephone number and documen 
tation verifying the customer's identity and residence 
address; 

generating, by the sending FI, a payment card account 
number for the customer; 

storing, by the sending FI, the remittance customer data in 
association with the customer's payment card account 
number, and 

transmitting, by the sending FI to a translation server, the 
customer mobile telephone number in association with 
the customer's payment card account number. 

4. The method of claim 1, further comprising, prior to 
transmitting the transaction data and the sender's payment 
card account number: 

assigning, by the sending FI, a unique transaction identifi 
cation number to the funds transfer request; and 

transmitting the unique transaction identification number 
to the payment system along with the transaction data 
and the sender's payment card account number. 

5. The method of claim 1, wherein determining that the 
sender's payment card account contains adequate funds to 
cover the amount of money to be transferred comprises: 

transmitting, by the sender FI to a funding FI that issued the 
Sender's payment card account, the transaction data; and 

receiving, from the funding FI, an authorization indicating 
that the sender's payment card account includes one of 
adequate funds or an adequate credit facility to Support 
the transfer amount. 

6. The method of claim 1, further comprising transmitting, 
by the MNO, the remittance confirmation message to the 
sender's mobile telephone number. 

7. The method of claim 1, further comprising, prior to 
translating the sender's mobile telephone number into a send 
er's payment card account number, generating, by the send 
ing FI, a special code indicating that the sending FI and the 
receiving FI at least one of have included or will include KYC 
information and AML information for the sender and the 
recipient. 

8. The method of claim 1, further comprising storing, by 
the sending FI, the KYC information and the AML informa 
tion. 



US 2013/0282.585 A1 

9. The method of claim 1, further comprising applying, by 
the sending FI, a charge to the sender's payment card account 
in an amount equal to the transfer amount. 

10. The method of claim 1, further comprising: 
receiving, by the sending FI from the payment system, a 

message indicating an unsuccessful funds transfer 
request and termination of the transaction; and 

transmitting, by the sending FI to the MNO, the unsuccess 
ful funds transfer message. 

11. The method of claim 10, wherein the unsuccessful 
funds transfer message indicates one of that the recipient 
account number is invalid or that the recipient account num 
ber cannot be determined. 

12. The method of claim 10, further comprising transmit 
ting, by the MNO, the unsuccessful funds transfer message to 
the sender's mobile telephone number. 

13. An apparatus, comprising: 
a processor; 
a communication device operably connected to the proces 

Sor, and 
a storage device operably connected to the processor, 

wherein the storage device stores instructions config 
ured to cause the processor to: 
receive from a mobile network operator (MNO) in a first 

country, a request for a funds transfer to a recipient 
associated with a receiving FI located in a second 
country, wherein the funds transfer request includes 
the sender's mobile telephone number and transac 
tion data, wherein the transaction data comprises the 
sender's name and residential address, an amount of 
money to be transferred, and a destination mobile 
telephone number of the recipient; 

translate the sender's mobile telephone number into a 
sender's payment card account number, 

determine that the sender's payment card account asso 
ciated with the sender's payment card account num 
ber contains one of adequate funds or a sufficient 
credit facility to support the amount of money to be 
transferred; 

transmit the transaction data and the sender's payment 
card account number to a payment system that 
handles at least one of debit card and credit card 
transactions; 

receive from the payment system a payment confirma 
tion message including an indication of a recipient 
payment card account, the receiving FI, and the 
recipient’s name and residential address to satisfy 
compliance with know your customer (KYC) and 
anti-money laundering (AML) requirements; and 

transmit a remittance confirmation message to the MNO 
in the first country. 

14. The apparatus of claim 13, wherein the storage device 
further comprises a customer database configured for storing 
customer names and associated residential addresses, pay 
ment card account numbers, mobile telephone numbers and 
identification documents. 

15. The apparatus of claim 13, wherein the processor is 
further operative to: 

prior to receiving a request for a funds transfer, receive 
from the mobile network operator (MNO) remittance 
customer data comprising a customer's name, residence 
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address, mobile telephone number and documentation 
Verifying the customer's identity and residence address; 

generate a payment card account number for the customer; 
store the remittance customer data in association with the 

customer's payment card account number, and 
transmit to a translation server, the customer's mobile tele 

phone number in association with the customer's pay 
ment card account number. 

16. The apparatus of claim 13, wherein the processor is 
further operative to: 

prior to receiving a request for a funds transfer, receive 
from a customer, remittance customer data comprising 
the customer's name, residence address, mobile tele 
phone number and documentation verifying the custom 
er's identity and residence address; 

generate a payment card account number for the customer; 
store the remittance customer data in association with the 

customer's payment card account number, and 
transmit to a translation server, the customer mobile tele 

phone number in association with the customer's pay 
ment card account number. 

17. The apparatus of claim 13, wherein the processor is 
further operative to: 

prior to transmitting the transaction data and the senders 
payment card account number, assign a unique transac 
tion identification number to the funds transfer request; 
and 

transmit the unique identification number to the payment 
system along with the transaction data and the senders 
payment card account number. 

18. The apparatus of claim 13, wherein the instructions for 
determining that the sender's payment card account contains 
one of adequate funds or a sufficient credit facility to Support 
the amount of money to be transferred are further configured 
to cause the processor to: 

transmit to a funding FI that issued the sender's payment 
card account, the transaction data; and 

receive from the funding FI, an authorization indicating 
that the sender's payment card account includes one of 
adequate funds or an adequate credit facility to Support 
the transfer amount. 

19. The apparatus of claim 13, wherein the processor is 
further operative to, prior to translating the sender's mobile 
telephone number into a sender's payment card account num 
ber, generate a special code that indicates that the sender FI 
and the recipient FI at least one of have included or will 
include KYC information and AML information for the 
sender and the recipient. 

20. The apparatus of claim 13, wherein the processor is 
further operative to store the KYC information and the AML 
information. 

21. The apparatus of claim 13, wherein the processor is 
further operative to apply a charge to the sender's payment 
card account in an amount equal to the transfer amount. 

22. The apparatus of claim 13, wherein the processor is 
further operative to: 

receive from the payment system, a message indicating an 
unsuccessful funds transfer request and termination of 
the transaction; and 

transmit to the MNO, the unsuccessful funds transfer mes 
Sage. 


