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(57) ABSTRACT 

An approach is provided in which a request is received from 
a requestor to send a new email message to one or more 
recipients on behalf of a selected joint sender group (JSG). 
The selected JSG includes multiple JSG members with one of 
the JSG members being the requestor. Permissions corre 
sponding to the JSG are then retrieved and compared to the 
requestor and the contents of the new email message are 
identified. The new email message is then sent to the recipi 
ents in response to determining, based on the comparison, 
that the requestor has permission to send the new email mes 
sage on behalf of the selected JSG. On the other hand, the 
sending of the new email message is inhibited in response to 
determining that the requestor lacks permission to send the 
new email message on behalf of the selected JSG. 
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DISPLAYING A KNOWN SENDER'S 
IDENTIFIER TO A RECIPIENT OF A JOINT 

SENDERS MESSAGE 

TECHNICAL FIELD 

0001. The present invention relates to sending email mes 
Sages that originate from a joint sendergroup. More particu 
larly, the present invention relates to identifying individual 
group members and including the members in a joint sender 
group. 

BACKGROUND OF THE INVENTION 

0002 The currently available mailing services are rapidly 
changing since people are leveraging them more and more, 
for work and for fun, from a great variety of devices, and 
above all within groups and communities. For security rea 
sons, individuals will often not open email from individuals 
they do not recognize, or will treat such emails as lower 
priority items. Current mailing systems have limitations 
when dealing with sender identity issues. Delegation of mail 
is currently available to send mail to another person. All 
addresses of the delegated email receive the mail as it was sent 
by the delegator, and inside the mail there will be the refer 
ence to the person who actually sent the mail. Furthermore, if 
two friends or colleagues decide to send a joint email and the 
addressees do not know both of the senders the email will 
often be overlooked. For example, if two people are going to 
marry each other and want to send an email regarding the 
wedding to their colleagues, they would want to have people 
who only know the bridegroom to see the mail as it was sent 
by him, and people who only know the bride to see the same 
mail as it was sent by her, often necessitating two email chains 
to accomplish the task. Similar examples can be readily found 
in business collaboration scenarios. 

SUMMARY 

0003) An approach is provided in which a request is 
received from a requestor to send a new email message to one 
or more recipients on behalf of a selected joint sendergroup 
(JSG). The selected JSG includes multiple JSG members with 
one of the JSG members being the requestor. Permissions 
corresponding to the JSG are then retrieved and compared to 
the requestor and the contents of the new email message are 
identified. The new email message is then sent to the recipi 
ents in response to determining, based on the comparison, 
that the requestor has permission to send the new email mes 
sage on behalf of the selected JSG. On the other hand, the 
sending of the new email message is inhibited in response to 
determining that the requestor lacks permission to send the 
new email message on behalf of the selected JSG. Another 
approach is provided to receive JSG messages. In this 
approach, a JSG message is received at a recipient from a 
member of a joint sender group (JSG). The email message 
includes a signed JSG file which is validated using one or 
more public keys associated with the signed JSG file. The 
received JSG message contents is displayed along with a JSG 
name in response to a successful validation by the selected 
recipient of the received new email message. 
0004. The foregoing is a summary and thus contains, by 
necessity, simplifications, generalizations, and omissions of 
detail; consequently, those skilled in the art will appreciate 
that the summary is illustrative only and is not intended to be 
in any way limiting. Other aspects, inventive features, and 
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advantages of the present invention, as defined solely by the 
claims, will become apparent in the non-limiting detailed 
description set forth below. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0005. The present invention may be better understood, and 
its numerous objects, features, and advantages made apparent 
to those skilled in the art by referencing the accompanying 
drawings, wherein: 
0006 FIG. 1 is a block diagram of a data processing sys 
tem in which the methods described herein can be imple 
mented; 
0007 FIG. 2 provides an extension of the information 
handling system environment shown in FIG. 1 to illustrate 
that the methods described herein can be performed on a wide 
Variety of information handling systems which operate in a 
networked environment; 
0008 FIG. 3 is a diagram showing flows between mem 
bers of a joint sendergroup and recipients of email from the 
joint sendergroup; 
I0009 FIG. 4 is a high level flowchart showing steps per 
formed using joint sendergroups: 
I0010 FIG. 5 is a flowchart showing steps taken by a cre 
ator to setup a new joint sendergroup; 
10011 FIG. 6 is a flowchart showing handshaking steps 
performed between the creator and members of the joint 
Sendergroup; 
I0012 FIG. 7 is a flowchart showing steps performed to 
send a new email message from one of the joint sendergroup 
members; 
I0013 FIG. 8 is a flowchart showing steps performed by a 
receiver of a joint sendergroup message; and 
I0014 FIG. 9 is a flowchart showing steps performed to 
reply to a message received from a member of a joint sender 
group. 

DETAILED DESCRIPTION 

I0015 Certain specific details are set forth in the following 
description and figures to provide a thorough understanding 
of various embodiments of the invention. Certain well-known 
details often associated with computing and software tech 
nology are not set forth in the following disclosure, however, 
to avoid unnecessarily obscuring the various embodiments of 
the invention. Further, those of ordinary skill in the relevant 
art will understand that they can practice other embodiments 
of the invention without one or more of the details described 
below. Finally, while various methods are described with 
reference to steps and sequences in the following disclosure, 
the description as such is for providing a clear implementa 
tion of embodiments of the invention, and the steps and 
sequences of steps should not be taken as required to practice 
this invention. Instead, the following is intended to provide a 
detailed description of an example of the invention and should 
not be taken to be limiting of the invention itself. Rather, any 
number of variations may fall within the scope of the inven 
tion, which is defined by the claims that follow the descrip 
t1On. 

10016. The following detailed description will generally 
follow the summary of the invention, as set forth above, 
further explaining and expanding the definitions of the vari 
ous aspects and embodiments of the invention as necessary. 
To this end, this detailed description first sets forth a comput 
ing environment in FIG. 1 that is suitable to implement the 
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Software and/or hardware techniques associated with the 
invention. A networked environment is illustrated in FIG.2 as 
an extension of the basic computing environment, to empha 
size that modern computing techniques can be performed 
across multiple discrete devices. 
0017 FIG. 1 illustrates information handling system 100, 
which is a simplified example of a computer system capable 
of performing the computing operations described herein. 
Information handling system 100 includes one or more pro 
cessors 110 coupled to processor interface bus 112. Processor 
interface bus 112 connects processors 110 to Northbridge 
115, which is also known as the Memory Controller Hub 
(MCH). Northbridge 115 connects to system memory 120 
and provides a means for processor(s) 110 to access the 
system memory. Graphics controller 125 also connects to 
Northbridge 115. In one embodiment, PCI Express bus 118 
connects Northbridge 115 to graphics controller 125. Graph 
ics controller 125 connects to display device 130, such as a 
computer monitor. 
0018 Northbridge 115 and Southbridge 135 connect to 
each other using bus 119. In one embodiment, the bus is a 
Direct Media Interface (DMI) bus that transfers data at high 
speeds in each direction between Northbridge 115 and South 
bridge 135. In another embodiment, a Peripheral Component 
Interconnect (PCI) bus connects the Northbridge and the 
Southbridge. Southbridge 135, also known as the I/O Con 
troller Hub (ICH) is a chip that generally implements capa 
bilities that operate at slower speeds than the capabilities 
provided by the Northbridge. Southbridge 135 typically pro 
vides various busses used to connect various components. 
These busses include, for example, PCI and PCI Express 
busses, an ISA bus, a System Management Bus (SMBus or 
SMB), and/or a Low Pin Count (LPC) bus. The LPC bus often 
connects low-bandwidth devices, such as boot ROM 196 and 
“legacy I/O devices (using a “super I/O chip). The “legacy” 
I/O devices (198) can include, for example, serial and parallel 
ports, keyboard, mouse, and/or a floppy disk controller. The 
LPC bus also connects Southbridge 135 to Trusted Platform 
Module (TPM) 195. Other components often included in 
Southbridge 135 include a Direct Memory Access (DMA) 
controller, a Programmable Interrupt Controller (PIC), and a 
storage device controller, which connects Southbridge 135 to 
nonvolatile storage device 185, such as a hard disk drive, 
using bus 184. 
0019 ExpressCard 155 is a slot that connects hot-plug 
gable devices to the information handling system. Express 
Card 155 supports both PCI Express and USB connectivity as 
it connects to Southbridge 135 using both the Universal Serial 
Bus (USB) the PCI Express bus. Southbridge 135 includes 
USB Controller 140 that provides USB connectivity to 
devices that connect to the USB. These devices include web 
cam (camera) 150, infrared (IR) receiver 148, keyboard and 
trackpad 144, and Bluetooth device 146, which provides for 
wireless personal area networks (PANs). USB Controller 140 
also provides USB connectivity to other miscellaneous USB 
connected devices 142. Such as a mouse, removable nonvola 
tile storage device 145, modems, network cards, ISDN con 
nectors, fax, printers, USB hubs, and many other types of 
USB connected devices. While removable nonvolatile stor 
age device 145 is shown as a USB-connected device, remov 
able nonvolatile storage device 145 could be connected using 
a different interface, such as a Firewire interface, etcetera. 
0020 Wireless Local Area Network (LAN) device 175 
connects to Southbridge 135 via the PCI or PCI Express bus 
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172. LAN device 175 typically implements one of the IEEE 
802.11 standards of over-the-air modulation techniques that 
all use the same protocol to wireless communicate between 
information handling system 100 and another computer sys 
tem or device. Optical storage device 190 connects to South 
bridge 135 using Serial ATA (SATA) bus 188. Serial ATA 
adapters and devices communicate over a high-speed serial 
link. The Serial ATA bus also connects Southbridge 135 to 
other forms of storage devices, such as hard disk drives. 
Audio circuitry 160. Such as a Sound card, connects to South 
bridge 135 via bus 158. Audio circuitry 160 also provides 
functionality Such as audio line-in and optical digital audio in 
port 162, optical digital output and headphonejack 164, inter 
nal speakers 166, and internal microphone 168. Ethernet con 
troller 170 connects to Southbridge 135 using a bus, such as 
the PCI or PCI Express bus. Ethernet controller 170 connects 
information handling system 100 to a computer network, 
such as a Local Area Network (LAN), the Internet, and other 
public and private computer networks. 
0021 While FIG. 1 shows one information handling sys 
tem, an information handling system may take many forms. 
For example, an information handling system may take the 
form of a desktop, server, portable, laptop, notebook, or other 
form factor computer or data processing system. In addition, 
an information handling system may take other form factors 
Such as a personal digital assistant (PDA), a gaming device, 
ATM machine, a portable telephone device, a communication 
device or other devices that include a processor and memory. 
0022. The Trusted Platform Module (TPM 195) shown in 
FIG. 1 and described herein to provide security functions is 
but one example of a hardware security module (HSM). 
Therefore, the TPM described and claimed herein includes 
any type of HSM including, but not limited to, hardware 
security devices that conform to the Trusted Computing 
Groups (TCG) standard, and entitled “Trusted Platform Mod 
ule (TPM) Specification Version 1.2.” The TPM is a hardware 
security Subsystem that may be incorporated into any number 
of information handling systems, such as those outlined in 
FIG 2. 

0023 FIG. 2 provides an extension of the information 
handling system environment shown in FIG. 1 to illustrate 
that the methods described herein can be performed on a wide 
variety of information handling systems that operate in a 
networked environment. Types of information handling sys 
tems range from Small handheld devices, such as handheld 
computer/mobile telephone 210 to large mainframe systems, 
such as mainframe computer 270. Examples of handheld 
computer 210 include personal digital assistants (PDAs), per 
sonal entertainment devices, such as MP3 players, portable 
televisions, and compact disc players. Other examples of 
information handling systems include pen, or tablet, com 
puter 220, laptop, or notebook, computer 230, workstation 
240, personal computer system 250, and server 260. Other 
types of information handling systems that are not individu 
ally shown in FIG. 2 are represented by information handling 
system 280. As shown, the various information handling sys 
tems can be networked together using computer network 200. 
Types of computer network that can be used to interconnect 
the various information handling systems include Local Area 
Networks (LANs), Wireless Local Area Networks (WLANs), 
the Internet, the Public Switched Telephone Network 
(PSTN), other wireless networks, and any other network 
topology that can be used to interconnect the information 
handling systems. Many of the information handling systems 



US 2012/01741.92 A1 

include nonvolatile data stores, such as hard drives and/or 
nonvolatile memory. Some of the information handling sys 
tems shown in FIG. 2 depicts separate nonvolatile data stores 
(server 260 utilizes nonvolatile data store 265, mainframe 
computer 270 utilizes nonvolatile data store 275, and infor 
mation handling system 280 utilizes nonvolatile data store 
285). The nonvolatile data store can be a component that is 
external to the various information handling systems or can 
be internal to one of the information handling systems. In 
addition, removable nonvolatile storage device 145 can be 
shared among two or more information handling systems 
using various techniques, such as connecting the removable 
nonvolatile storage device 145 to a USB port or other con 
nector of the information handling systems. 
0024 FIG. 3 is a diagram showing flows between mem 
bers of a joint sendergroup and recipients of email from the 
joint sender group. New joint sender group (JSG) 300 
includes a group of members each with particular permis 
sions associated with the JSG. The JSG may be formed for a 
variety of reasons. Such as individuals on a team that send 
periodic reports to others, and the like. In the example shown, 
there are three members of the new JSG member “A” (302), 
member “B” (306), and member “C” (310). In one embodi 
ment, an email plug-in component is installed for both mem 
bers of the JSG as well as other users that may receive email 
originating from the JSG. The installed plug-in for the mem 
bers are plug-ins 304, 308, and 312, respectively. Standard 
email server 320 handles the transmission of email messages 
between members and between members and other recipi 
entS. 

0025. A new JSG is created by a creator who is typically 
one of the JSG members. The JSG creator selects the mem 
bers of the JSG, the name of the JSG, as well as the permis 
sions that will be assigned to each of the JSG members. A 
handshaking process is then used between the JSG creator 
and the other members of the JSG in order to formand finalize 
the JSG. For example, if member “A” (302) is the JSG creator, 
then member “A” would send new group handshaking data 
314 to members “B” (306) and “C” (310) which would be 
received as new handshaking data 316 and 318, respectively. 
The other members (“B” and “C”) of the JSG would send 
acknowledgements back to the creator (member 'A') notify 
ing the creator that the members accept their positions in the 
new JSG. As previously mentioned, permissions can be 
assigned so that, for example, only certain members can send 
new email on behalf of the JSG. Other permissions can also be 
established to determine which members receive “reply 
messages originating from recipients of a JSG message. 
0026. After the new JSG has been established, those mem 
bers with Sufficient permissions can initiate a new email mes 
sage on behalf of the group (the JSG). For example, member 
“B” (306) can send new email message 322 to one or more 
recipients 330. Note that, in the example, recipients 330 is 
shown including three recipients (recipient “X” (334), recipi 
ent “Y” (340), and recipient “Z” (346)) and that all of these 
recipients have email clients with the plug-in software 
installed (plug-ins 336,342, and 348, respectively). The new 
email message is received by the recipients as new email 
message 332, 338, and 344, respectively. The plug-in com 
ponent operates to identify the name of the JSG (rather than 
the actual, individual sender) as the “sender of the new email 
message. In addition, as explained in further detail herein, the 
plug-in component also validates the JSG file to ensure that 
the JSG message was not sent by an imposter. 
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0027. One or more of recipients 330 may choose to 
“reply to the received JSG email message. In the example 
shown, recipient “Z” (346) replies to the received JSG email 
message with reply message 350. The plug-in operates to 
analyze the JSG file and identify the actual individuals 
included in the JSG that have permissions to receive reply 
emails. In the example shown, the reply sent by recipient “Z” 
is transmitted back to members 'A' (reply message 352) and 
“B” (reply message 354) but is not transmitted back to mem 
ber “C” (310) as this member evidently does not have suffi 
cient permissions to receive reply emails when someone 
replies to message sent by a member of this particular JSG. 
For example, perhaps member “C” is an administrative assis 
tant that works with members “A” and “B” who are managers 
in an organization. Because the reply message may include 
sensitive content, the JSG creator may have decided to inhibit 
reply messages being returned to the administrative assistant. 
0028 FIG. 4 is a high level flowchart showing steps per 
formed using joint sendergroups. Processing commences at 
400 whereupon, at step 410 the first request or event is 
received. A decision is made as to whether the request is to 
install the plug-in software used to work with joint sender 
group (JSG) files (decision 415). If the request is to install the 
plug-in, then decision 415 branches to the “yes” branch 
whereupon, at step 420, the JSG plug-in software is installed 
and processing loops back to receive the next request or event. 
0029. On the other hand, if the request is not to install the 
JSG plug-in software, then decision 415 branches to the “no' 
branch whereupon a decision is made as to whether the 
request is related to setting up a new JSG (decision 425). If the 
request is related to setting up a new JSG, then decision 425 
branches to the “yes” branch whereupon a decision is made as 
to whether the request is to initiate a new JSG by a creator or, 
instead, the request is part of the JSG handshaking used to 
confirm JSG membership and finalize the JSG (decision 430). 
If the request is to initiate (create) a new JSG by the creator of 
a new JSG, then decision 430 branches to the “yes” branch 
whereupon, at predefined process 435, new JSG setup pro 
cessing is performed (see FIG. 5 and corresponding text for 
processing details). On the other hand, if the request is part of 
the handshaking process, then decision 430 branches to the 
“no” branch whereupon, at predefined process 440, JSG 
handshaking processing is performed (see FIG. 6 and corre 
sponding text for processing details). Processing then loops 
back to receive the next request or event. 
0030 Returning to decision 425, if the request is not 
related to setting up a new JSG, then decision 425 branches to 
the “no branch whereupon a decision is made as to whether 
the request is related to handling a JSG message (decision 
450). If the request is to handle a JSG message, then decision 
450 branches to the “yes” branch whereupon a decision is 
made as to whether the request is to prepare a new JSG 
message (decision 455). If the request is to prepare a new JSG 
message, then decision 455 branches to the “yes” branch 
whereupon, at predefined process 460, the new JSG message 
process is performed to send a new JSG message (see FIG. 7 
and corresponding text for processing details). On the other 
hand, if the request is not to send a new JSG message, then 
decision 455 branches to the “no branch whereupon a deci 
sion is made as to whether the request is to “receive a JSG 
message' or “reply to a JSG message' (decision 465). If the 
request is to “receive a JSG message', then decision 465 
branches to the “receive” branch whereupon, at predefined 
process 470, the JSG message is received (see FIG. 8 and 
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corresponding text for processing details). On the other hand, 
if the request is to “reply to a JSG message', then decision 465 
branches to the “reply to branch whereupon, at predefined 
process 475, a routine used to reply to JSG messages is 
executed (see FIG. 9 and corresponding text for processing 
details). 
0031 Returning to decision 450, if the request is not to 
handle a JSG message, then decision 450 branches to the “no” 
branch whereupon a decision is made as to whether the 
request is to exit the email program (decision 480). If the 
request is not to exit, then decision 480 branches to the “no” 
branch whereupon Some other type ofrequestis handled (e.g., 
handle a non-JSG message, etc.). On the other hand, when the 
user requests to exit the email program, then decision 480 
branches to the 'yes' branch whereupon processing ends at 
495. 

0032 FIG. 5 is a flowchart showing steps taken by a cre 
ator to setup a new joint sendergroup. Processing commences 
at 500 whereupon, at step 510, the creator of the new joint 
sender group (JSG) selects a name (the JSG name) that will 
appear in the recipient's email mailbox. Various names can be 
selected to appear, such as the name of the physical sender of 
the email, the name of the group (e.g., “Managers, etc.), the 
name of a JSG group member that belongs to the same 
address list, or allow the name to be customizable so that at 
runtime the name is chosen by the JSG message sender. 
0033. At step 520, JSG invitation file 525 is created and the 
new file is associated with the JSG creator that is creating the 
group. At step 530, the JSG creator selects the first member 
(JSG member) to include (add to) the new JSG. At step 540, 
the JSG creator assigns various permissions to the selected 
JSG member. These permissions may include the ability of 
the selected JSG member to send JSG email messages on 
behalf of the JSG, and the ability of the selected JSG member 
to receive replies directed from a recipient of a JSG message 
back to the JSG. At step 550, the selected JSG member and the 
permissions assigned to the selected member are stored in 
JSG invitation file 525. A decision is made as to whether there 
are more members to include in the new JSG (decision 560). 
If there are more members to include, then decision 560 
branches to the “yes” branch which loops back to receive the 
next JSG member selection and permissions to assign to the 
next member. This looping continues until there are no more 
members to include in the JSG invitation file, at which point 
decision 560 branches to the “no branch for further process 
1ng. 

0034. At step 565, the data from JSG invitation file 525 is 
copied to JSG configuration file 570. At step 575, JSG invi 
tation file 525 is signed (encrypted) using the creator's private 
key resulting in encrypted JSG invitation file 580. At pre 
defined process 590, the JSG creator initiates a handshaking 
process with each of the members included in the JSG invi 
tation file by sending encrypted JSG invitation 580 to each of 
the JSG members (see FIG. 6 and corresponding text for 
processing details). Processing then returns to the calling 
routine (see FIG. 4) at 595. 
0035 FIG. 6 is a flowchart showing handshaking steps 
performed between the creator and members of the joint 
sender group. Handshake processing is commenced by the 
JSG creator at 600 when, at step 602, the JSG creator sends 
encrypted JSG invitation file 580 inviting the members to join 
the new JSG. Handshaking processing performed by each 
member of the JSG is shown commencing at 605 where, at 
step 608, each member receives a digitally signed copy of the 
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JSG invitation (the JSG invitation having previously been 
encrypted using the creator's private key). At step 610, the 
JSG member decrypts the signed JSG invitation using the 
sender's public key and a decision is made as to whether the 
decryption was successful, validating the JSG invitation (de 
cision 614). If the decryption was unsuccessful, then decision 
614 branches to the “no branch whereupon, at step 616, an 
error occurs indicating a possible imposter regarding the JSG 
invitation and the JSG invitation is rejected. Processing then 
returns to the calling routine (see FIG. 4) at 655. On the other 
hand, if the decryption was successful, then decision 614 
branches to the “yes” branch whereupon, at step 618, the 
member reviews the JSG invitation including the other mem 
bers included in the JSG and the permissions (send, receive 
replies, etc.) assigned to each of the members. The JSG mem 
ber then decides whether to accept the invitation to be part of 
the new JSG (decision 620). If the user decides to reject 
joining the JSG, then decision 620 branches to the “no' 
branch whereupon processing returns to the calling routine 
(see FIG. 4) at 655. On the other hand, if the JSG member 
chooses to join the JSG, then decision 620 branches to the 
“yes” branch whereupon, at step 622 the JSG sends a signed 
acknowledgement back to the JSG creator with acknowledge 
ment 624 being signed (encrypted) using the JSG member's 
private key. 
0036 Processing returns to the creator of the JSG where 
upon, at step 630, the creator receives the digitally signed 
acknowledgements from the JSG members. Also at step 630, 
the JSG creator verifies the acknowledgements by decrypting 
the signed acknowledgements using the respective JSG mem 
ber's public encryption keys. At step 632 the signed accep 
tances are stored in JSG configuration file 570. A decision is 
made as to whether an acknowledgement has been received 
from each of the JSG members (decision 634). If all of the 
acknowledgements have not been received, then decision 634 
branches to the “no branch which loops back to continue 
receiving acknowledgements from the JSG members. When 
an acknowledgement has been received from each of the JSG 
members, then decision 634 branches to the “yes” branch for 
further processing. 
0037. At step 636, the JSG creator digitally signs JSG 
configuration file 570 and creates signed JSG configuration 
file 638. At step 640, the JSG creator sends a copy of the new 
(signed) JSG configuration file to each of the JSG members. 
At step 641, the creator stores the JSG configuration file in 
JSG library 643 and writes a group description to JSG index 
642 so that the JSG configuration file can be subsequently 
retrieved and used by the JSG creator to send a JSG message. 
The creator's handshake processing then returns to the calling 
routine (see FIG. 5) at 644. 
0038 Returning to member handshake processing, at step 
650, each member receives a copy of digitally signed JSG 
configuration file 638 and decrypts the file using the creator's 
public encryption key. A decision is made as to whether the 
JSG configuration file is valid (decision 652). If the file is not 
valid, then decision 652 branches to the 'no' branch where 
upon, at step 654, an error occurs indicating that the JSG 
configuration file was not validated and may have been sent 
by an imposter whereupon processing returns to the calling 
routine (see FIG. 4) at 655. 
0039. On the other hand, if the JSG configuration file is 
valid, then decision 652 branches to the “yes” branch where 
upon, at step 660 a group description describing this JSG is 
written to JSG index 680. At step 685, the signed (encrypted) 
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JSG configuration file is stored in the member's JSG library 
690 so that it can be subsequently retrieved and used by the 
JSG member. The member's handshake processing then 
returns to the calling routine (see FIG. 4) at 695. 
0040 FIG. 7 is a flowchart showing steps performed to 
send a new email message from one of the joint sendergroup 
members. In one embodiment, one or more of the steps out 
lined below is performed by the joint sender group (JSG) 
plug-in software module that handles processing of JSG files. 
Processing commences at 700 whereupon, at step 705, the 
user selects an index entry corresponding from JSG index 680 
to one of the JSG configurations to which this user is a 
member. At step 710, the JSG configuration file correspond 
ing to the selected index entry is retrieved from JSG library 
690 and, at step 720, the selected JSG configuration file is 
validated by decrypting the signed JSG configuration file 
using the JSG creator's public encryption key and creating 
decrypted JSG configuration file735. A decision is made as to 
whether the decryption (validation) of the selected JSG con 
figuration file was successful (decision 725). If decryption of 
the selected JSG configuration file was not successful, then 
decision 725 branches to the “no branch whereupon process 
ing returns to the calling routine (see FIG. 4) at 730. On the 
other hand, if the decryption of the selected JSG configuration 
file was successful, then decision 725 branches to the “yes” 
branch whereupon, at step 740, the process checks the per 
missions stored in decrypted JSG configuration file 735. 
0041 After checking the permissions, a decision is made 
as to whether this JSG member has sufficient permission to 
send a new JSG message on behalf of the selected JSG (deci 
sion 745). If this JSG member does not have sufficient per 
mission, then decision 745 branches to the 'no' branch 
whereupon, at step 750, the user is notified that he/she is not 
allowed to create and send a message on behalf of this JSG. 
Processing then returns to the calling routine (see FIG. 4) at 
T55. 

0042. Returning to decision 745, if this JSG member has 
Sufficient permission to send messages on behalf of the 
selected JSG, then decision 745 branches to the “yes” branch 
for further processing. At step 760, the JSG member selects 
the recipients (individuals, groups, etc.) that are to receive the 
new message from the selected JSG. At step 765, the user 
identifies contents of the message by composing text, includ 
ing attachments, and the like. JSG message 770 is created 
with message body 772. In addition, at step 775, the signed 
JSG configuration file is attached (by the JSG plug-in) to JSG 
message 770 as signed JSG configuration file 778. Finally, at 
step 780, the JSG message (message 785) is sent to the 
selected recipients. Predefined process 790 shows the JSG 
receive process that is performed by the recipients of the JSG 
message (see FIG. 8 and corresponding text for processing 
details). The JSG message send process returns to the calling 
routine (see FIG. 4) at 795. 
0043 FIG. 8 is a flowchart showing steps performed by a 
receiver of a joint sendergroup message. In one embodiment, 
one or more of the steps outlined below is performed by the 
joint sender group (JSG) plug-in software module that 
handles the processing of JSG files. Processing commences at 
800 whereupon, at step 805 the recipient receives JSG mes 
sage 785 from a JSG member via email server 320. The 
received JSG message is stored as JSG message 770 and, as 
shown, the JSG message includes at least two parts: JSG 
message contents 772 and signed JSG configuration file 778. 

Jul. 5, 2012 

0044. At step 825, the recipient validates the receive mes 
sage by decrypting signed JSG configuration file 778 using 
the JSG creator's public key which results in decrypted JSG 
configuration file 830. A decision is made as to whether the 
decryption (validation) of the signed JSG configuration file 
was successful (decision 835). If the decryption was success 
ful, then decision 835 branches to the “yes” branch where 
upon, at step 840, permissions are retrieved from the 
decrypted JSG configuration file and compared with the 
actual sender of the JSG message. A decision is made as to 
whether the actual sender of the JSG message has sufficient 
permission to send messages on behalf of the JSG (decision 
845). If the actual sender of the message has sufficient per 
mission to send messages on behalf of the JSG, then decision 
845 branches to the “yes” branch for further processing. 
However, if either the decryption of the signed JSG configu 
ration file was unsuccessful (decision 835 branching to the 
“no” branch) or the actual sender does not have sufficient 
permissions to send a JSG message on behalf of the group 
(decision 845branching to the “no branch), then, at step 850, 
the recipient is notified that the sender may be an imposter 
that is trying to senda JSG message on behalf of the group and 
the recipient can chose whether he or she wishes to view the 
contents of the message. A decision is made as to whether the 
recipient still wishes to view the contents of the message 
(decision 855). If the user does not wish to view the contents 
of the message, then decision 855 branches to the “no branch 
whereupon processing returns to the calling routine (see FIG. 
4) at 860. On the other hand, if the recipient chooses to view 
the contents, then decision 855 branches to the “yes” branch 
whereupon, at step 865 the actual sender of the email message 
is displayed as the addressee (sender) of the message and, at 
step 880, the contents of the message are displayed to the 
recipient. 
0045 Returning to decision 845, if the sender of the JSG 
message has permission to send the message, then decision 
845 branches to the “yes” branch whereupon, at step 870, the 
addressee name (sender name) is displayed in the recipient's 
emailbox according to the JSG configuration file settings. For 
example, the JSG configuration file setting may indicate a 
particular group name (e.g., “Management’, etc.) to display 
to recipients. In one embodiment, at step 875, the recipient is 
able to request to view details regarding the JSG configura 
tion file, such as the actual members of the JSG, their respec 
tive permissions, etc. At step 880, the message contents of 
JSG message 770 are retrieved and displayed to the recipient. 
Processing returns to the calling routine (see FIG. 4) at 895. 
0046 FIG. 9 is a flowchart showing steps performed to 
reply to a message received from a member of a joint sender 
group. Processing commences at 900 whereupon, at step 910, 
the recipient of a JSG message creates reply message 920 that 
includes message body (content) 930 as well as a copy of 
signed JSG configuration file 935. When the recipient 
requests to send reply message 920, the reply permissions are 
retrieved from decrypted JSG configuration file 830 at step 
940. At step 950, the first JSL member that has permission to 
receive reply emails that are replies to a JSL message is 
selected. At step 960, reply message 970 is created and 
addressed to the selected JSG member. At step 980, reply 
message 970 is sent to the selected JSG member via email 
server 320 with the JSG member being a member of JSG 
group 300. A decision is made as to whether there are more 
JSG members that have sufficient permission to receive reply 
messages sent in response to a JSG message sent on behalf of 
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the group (decision 990). If there are more members with 
such permission, then decision 990 branches to the “yes” 
branch which loops back to select the nextJSG member from 
decrypted JSG configuration file 830 and send the reply to the 
next selected member as described above. This looping con 
tinues until all JSG members with sufficient reply permis 
sions have been sent the reply message, at which point deci 
sion 990 branches to the “no branch whereupon processing 
returns to the calling routine (see FIG. 4) at 995. 
0047 One of the preferred implementations of the inven 
tion is a client application, namely, a set of instructions (pro 
gram code) or other functional descriptive material in a code 
module that may, for example, be resident in the random 
access memory of the computer. Until required by the com 
puter, the set of instructions may be stored in another com 
puter memory, for example, in a hard disk drive, or in a 
removable memory Such as an optical disk (for eventual use in 
a CD ROM) or floppy disk (for eventual use in a floppy disk 
drive). Thus, the present invention may be implemented as a 
computer program product for use in a computer. In addition, 
although the various methods described are conveniently 
implemented in a general purpose computer selectively acti 
vated or reconfigured by software, one of ordinary skill in the 
art would also recognize that such methods may be carried out 
in hardware, in firmware, or in more specialized apparatus 
constructed to perform the required method steps. Functional 
descriptive material is information that imparts functionality 
to a machine. Functional descriptive material includes, but is 
not limited to, computer programs, instructions, rules, facts, 
definitions of computable functions, objects, and data struc 
tures. 

0048 While particular embodiments of the present inven 
tion have been shown and described, it will be obvious to 
those skilled in the art that, based upon the teachings herein, 
that changes and modifications may be made without depart 
ing from this invention and its broader aspects. Therefore, the 
appended claims are to encompass within their scope all Such 
changes and modifications as are within the true spirit and 
scope of this invention. Furthermore, it is to be understood 
that the invention is solely defined by the appended claims. It 
will be understood by those with skill in the art that if a 
specific number of an introduced claim element is intended, 
such intent will be explicitly recited in the claim, and in the 
absence of Such recitation no Such limitation is present. For 
non-limiting example, as an aid to understanding, the follow 
ing appended claims contain usage of the introductory 
phrases “at least one' and “one or more' to introduce claim 
elements. However, the use of such phrases should not be 
construed to imply that the introduction of a claim element by 
the indefinite articles “a” or “an limits any particular claim 
containing Such introduced claim element to inventions con 
taining only one such element, even when the same claim 
includes the introductory phrases “one or more' or “at least 
one' and indefinite articles such as “a” or “an’; the same 
holds true for the use in the claims of definite articles. 

What is claimed is: 
1. A method implemented by an information handling sys 

tem comprising: 
receiving a request from a requestor to send a new email 

message to one or more recipients on behalf of a selected 
joint sender group (JSG), wherein the selected JSG 
includes a plurality of JSG members wherein one of the 
JSG members is the requestor; 
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retrieving one or more permissions corresponding to the 
JSG: 

comparing the requestor to the retrieved permissions; 
identifying a contents of the new email message; and 
sending the new email message to the recipients in 

response to determining, based on the comparison, that 
the requestor has permission to send the new email mes 
sage on behalf of the selected JSG, wherein the new 
email message includes the contents. 

2. The method of claim 1 further comprising: 
including a JSG file corresponding to the selected JSG with 

the new email message, wherein the included JSG file 
includes one or more digital signatures corresponding to 
one or more of the JSG members. 

3. The method of claim 2 further comprising: 
prior to receiving the request from the requestor, configur 

ing the selected JSG file by a JSG creator that is one of 
the JSG members, wherein the configuring further com 
prises: 
assigning a JSG name to the selected JSG, 
selecting the plurality of JSG members: 
assigning the permissions that correspond to each of the 

selected JSG members, wherein one of the permis 
sions is the permission to send new email on behalf of 
the selected JSG: 

storing the assigned JSG name, the selected JSG mem 
bers, and the permissions assigned to the selected 
members in the JSG file; 

signing the JSG file with the JSG creator's private key, 
the signing resulting in a signed JSG file; and 

sending the signed JSG file to the JSG members. 
4. The method of claim 3 further comprising: 
receiving the signed JSG file by each of the JSG members: 
validating the signed JSG file using a public key corre 

sponding to the creator; 
in response to the signed JSG file being validated: 
preparing, by each of the JSG members, a signed acknowl 

edgement that is signed with the respective JSG mem 
ber's private key; and 

sending the signed acknowledgement from each of the JSG 
members back to the JSG creator. 

5. The method of claim 4 further comprising: 
receiving the signed acknowledgements from each of the 
JSG members; 

updating the JSG file by inserting the received signed 
acknowledgements in the JSG file; and 

sending the updated JSG files to each of the JSG members 
in response to receiving the signed acknowledgements 
from each of the JSG members. 

6. The method of claim 3 further comprising: 
receiving the signed JSG file at a selected one of the JSG 
members that is the requestor, and 

storing the received signed JSG file in a JSG library, 
wherein the receiving of the request to send the new 
message includes selecting the stored signed JSG file 
from the JSG library, and wherein the new email mes 
Sage includes a copy of the signed JSG file. 

7. The method of claim 3 further comprising: 
installing a JSG plug-in email component at each of the 
JSG members and at each of the recipients, wherein the 
JSG plug-in email component includes one or more 
processes that validate and analyze a plurality of JSG 
files, including the JSG file included with the new email 
message. 
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8. An information handling system comprising: 
one or more processors; 
a memory coupled to at least one of the processors; 
a network adapter that connects the information handling 

system to a computer network; 
a set of instructions stored in the memory and executed by 

at least one of the processors in order to perform actions 
of: 

receiving a request from a requestor to send a new email 
message to one or more recipients on behalf of a selected 
joint sender group (JSG), wherein the selected JSG 
includes a plurality of JSG members wherein one of the 
JSG members is the requestor; 

retrieving one or more permissions corresponding to the 
JSG: 

comparing the requestor to the retrieved permissions; 
identifying a contents of the new email message; and 
sending the new email message to the recipients in 

response to determining, based on the comparison, that 
the requestor has permission to send the new email mes 
sage on behalf of the selected JSG, wherein the new 
email message includes the contents. 

9. The information handling system of claim 8 wherein the 
processors perform further actions comprising: 

including a JSG file corresponding to the selected JSG with 
the new email message, wherein the included JSG file 
includes one or more digital signatures corresponding to 
one or more of the JSG members. 

10. The information handling system of claim 9 wherein 
the processors perform further actions comprising: 

prior to receiving the request from the requestor, configur 
ing the selected JSG file by a JSG creator that is one of 
the JSG members, wherein the configuring further com 
prises: 
assigning a JSG name to the selected JSG, 
selecting the plurality of JSG members: 
assigning the permissions that correspond to each of the 

selected JSG members, wherein one of the permis 
sions is the permission to send new email on behalf of 
the selected JSG: 

storing the assigned JSG name, the selected JSG mem 
bers, and the permissions assigned to the selected 
members in the JSG file; 

signing the JSG file with the JSG creator's private key, 
the signing resulting in a signed JSG file; and 

sending the signed JSG file to the JSG members. 
11. The information handling system of claim 10 wherein 

the processors perform further actions comprising: 
receiving the signed JSG file by each of the JSG members: 
validating the signed JSG file using a public key corre 

sponding to the creator; 
in response to the signed JSG file being validated: 
preparing, by each of the JSG members, a signed acknowl 

edgement that is signed with the respective JSG mem 
ber's private key; and 

sending the signed acknowledgement from each of the JSG 
members back to the JSG creator. 

12. The information handling system of claim 11 wherein 
the processors perform further actions comprising: 

receiving the signed acknowledgements from each of the 
JSG members; 

updating the JSG file by inserting the received signed 
acknowledgements in the JSG file; and 
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sending the updated JSG files to each of the JSG members 
in response to receiving the signed acknowledgements 
from each of the JSG members. 

13. The information handling system of claim 10 wherein 
the processors perform further actions comprising: 

receiving the signed JSG file at a selected one of the JSG 
members that is the requestor, and 

storing the received signed JSG file in a JSG library, 
wherein the receiving of the request to send the new 
message includes selecting the stored signed JSG file 
from the JSG library, and wherein the new email mes 
Sage includes a copy of the signed JSG file. 

14. The information handling system of claim 10 wherein 
the processors perform further actions comprising: 

installing a JSG plug-in email component at each of the 
JSG members and at each of the recipients, wherein the 
JSG plug-in email component includes one or more 
processes that validate and analyze a plurality of JSG 
files, including the JSG file included with the new email 
message. 

15. A computer program product stored in a computer 
readable medium, comprising functional descriptive material 
that, when executed by an information handling system, 
causes the information handling system to perform actions 
comprising: 

receiving a request from a requestor to send a new email 
message to one or more recipients on behalf of a selected 
joint sender group (JSG), wherein the selected JSG 
includes a plurality of JSG members wherein one of the 
JSG members is the requestor; 

retrieving one or more permissions corresponding to the 
JSG: 

comparing the requestor to the retrieved permissions; 
identifying a contents of the new email message; and 
sending the new email message to the recipients in 

response to determining, based on the comparison, that 
the requestor has permission to send the new email mes 
sage on behalf of the selected JSG, wherein the new 
email message includes the contents. 

16. The computer program product of claim 15 wherein the 
functional descriptive material, when executed by the infor 
mation handling system, causes the information handling 
system to perform additional actions comprising: 

including a JSG file corresponding to the selected JSG with 
the new email message, wherein the included JSG file 
includes one or more digital signatures corresponding to 
one or more of the JSG members. 

17. The computer program product of claim 16 wherein the 
functional descriptive material, when executed by the infor 
mation handling system, causes the information handling 
system to perform additional actions comprising: 

prior to receiving the request from the requestor, configur 
ing the selected JSG file by a JSG creator that is one of 
the JSG members, wherein the configuring further com 
prises: 
assigning a JSG name to the selected JSG, 
selecting the plurality of JSG members: 
assigning the permissions that correspond to each of the 

selected JSG members, wherein one of the permis 
sions is the permission to send new email on behalf of 
the selected JSG: 

storing the assigned JSG name, the selected JSG mem 
bers, and the permissions assigned to the selected 
members in the JSG file; 
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signing the JSG file with the JSG creator's private key, 
the signing resulting in a signed JSG file; and 

sending the signed JSG file to the JSG members. 
18. The computer program product of claim 17 wherein the 

functional descriptive material, when executed by the infor 
mation handling system, causes the information handling 
system to perform additional actions comprising: 

receiving the signed JSG file by each of the JSG members: 
validating the signed JSG file using a public key corre 

sponding to the creator; 
in response to the signed JSG file being validated: 
preparing, by each of the JSG members, a signed acknowl 

edgement that is signed with the respective JSG mem 
ber's private key; and 

sending the signed acknowledgement from each of the JSG 
members back to the JSG creator. 

19. The computer program product of claim 18 wherein the 
functional descriptive material, when executed by the infor 
mation handling system, causes the information handling 
system to perform additional actions comprising: 

receiving the signed acknowledgements from each of the 
JSG members; 

updating the JSG file by inserting the received signed 
acknowledgements in the JSG file; and 

sending the updated JSG files to each of the JSG members 
in response to receiving the signed acknowledgements 
from each of the JSG members. 

20. The computer program product of claim 17 wherein the 
functional descriptive material, when executed by the infor 
mation handling system, causes the information handling 
system to perform additional actions comprising: 

receiving the signed JSG file at a selected one of the JSG 
members that is the requestor; and 

storing the received signed JSG file in a JSG library, 
wherein the receiving of the request to send the new 
message includes selecting the stored signed JSG file 
from the JSG library, and wherein the new email mes 
Sage includes a copy of the signed JSG file. 

21. The computer program product of claim 17 wherein the 
functional descriptive material, when executed by the infor 
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mation handling system, causes the information handling 
system to perform additional actions comprising: 

installing a JSG plug-in email component at each of the 
JSG members and at each of the recipients, wherein the 
JSG plug-in email component includes one or more 
processes that validate and analyze a plurality of JSG 
files, including the JSG file included with the new email 
message. 

22. A method implemented by an information handling 
system comprising: 

receiving, at a selected recipient, an email message from a 
member of a selected joint sendergroup (JSG), wherein 
the email message includes a signed JSG file; 

validating the received email message using one or more 
public keys associated with the signed JSG file included 
with the email message; 

in response to a Successful validation by the selected recipi 
ent of the received new email message: 
displaying, at the selected recipient, a JSG name as a 
name of a sender of the new email message; and 

displaying, at the selected recipient, the contents of the 
new email message. 

23. The method of claim 22 further comprising: 
receiving a reply request from the selected recipient, the 

reply request corresponding to the received email mes 
Sage, 

identifying a reply contents in response to receiving the 
reply request; 

receiving a send request after the identification of the reply 
contents; 

retrieving one or more reply permissions associated with a 
plurality of JSG member identifiers stored in the signed 
JSG file; 

creating a reply email that includes the reply contents; 
sending the reply email to a selected group of one or more 

of the JSG members, wherein each of the JSG members 
in the selected group have Sufficient reply permissions; 
and 

inhibiting the sending of the reply email to JSG members 
that have insufficient reply permissions. 
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