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ENCOOING AMAGNETIC STRIPE OF A 
CARD WITH DATA OF MULTIPLE CARDS 

BACKGROUND 

Consumers today use many types of cards, such as pay 
ment cards (e.g., credit cards, debit cards, prepaid gift cards, 
etc.), loyalty cards, library cards, identification cards, etc., 
Some of which are used to make purchases. Consumers also 
carry other objects to make purchases, such as a Smartphone 
with a digital wallet. Some consumers find carrying Such an 
array of cards and payment objects inconvenient and burden 
some. For example, all these multiple cards may add to an 
overstuffed wallet or purse making it difficult to find a par 
ticular card. Consequently, when making a purchase, the con 
Sumer may pick the first payment card that he finds to pay for 
a purchase. In retrospect, the first found card may not be the 
best choice. Such as when the consumer pays for a purchase 
using a credit card when he has a pre-paid gift card that he can 
use. Further, some transactions involve multiple cards, Such 
as a purchase made at a merchant that offers a loyalty pro 
gram. In such a case, the consumer may need to find two 
cards, such as a credit card to pay for the purchase and a 
loyalty card to obtain loyalty points for the purchase. 

BRIEF DESCRIPTION OF THE DRAWINGS 

Embodiments of the present invention will be described 
and explained through the use of the accompanying drawings 
in which: 

FIG. 1 is an illustration of a process for paying for a 
purchase using a proxy card; 

FIG. 2 is an illustration of a process for paying for a 
purchase using a payment object; 

FIG. 3A is an illustration of a subset of components of or 
associated with a first embodiment of a financial system for 
processing financial transactions and associated fund trans 
fers; 

FIG. 3B is an illustration of a subset of components of or 
associated with a second embodiment of a financial system 
for processing financial transactions and associated fund 
transfers; 

FIG. 4A is an illustration of components of or associated 
with a third embodiment of a financial system for processing 
financial transactions and associated fund transfers; 

FIG. 4B is an illustration of components of or associated 
with a fourth embodiment of a financial system for processing 
financial transactions and associated fund transfers; 

FIG. 4C is an illustration of components of or associated 
with a fifth embodiment of a financial system for processing 
financial transactions and associated fund transfers; 

FIG. 5A is an illustration of components of or associated 
with a first embodiment of a financial system for processing 
financial transactions and associated fund transfers; 

FIG. 5B is an illustration of components of or associated 
with a second embodiment of a financial system for process 
ing financial transactions and associated fund transfers; 

FIGS. 6A and 6B area flow charts illustrating a method for 
processing a payment made using a payment object; 

FIG. 7 is a flow chart illustrating an example of a method 
for selecting a payment account to use to pay for a financial 
transaction; 

FIGS. 8A, 8B, and 8C are illustrations of a listing of pay 
ment accounts associated with a proxy card being displayed 
on a Smartphone; 

FIG.9 is a flow chart illustrating operations of a method for 
selecting a payment account based on location information; 
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FIG. 10 is a flow chart illustrating operations of a process 

for associating a magnetic stripe card with a proxy card; 
FIG. 11 is an illustration of one type of proxy card; 
FIG. 12 is a flow chart illustrating a process for encoding a 

magnetic stripe area of a magnetic stripe card with data from 
multiple cards; 

FIG. 13 is an illustration of a magnetic stripe card including 
a magnetic stripe emulator; and 

FIG. 14 is a high-level block diagram showing an example 
of processing system in which at least some operations 
related to a selecting a preferred payment mechanism can be 
implemented. 

DETAILED DESCRIPTION 

In this description, references to “an embodiment”, “one 
embodiment' or the like, mean that the particular feature, 
function, structure or characteristic being described is 
included in at least one embodiment of the technique intro 
duced here. Occurrences of such phrases in this specification 
do not necessarily all refer to the same embodiment. On the 
other hand, the embodiments referred to also are not neces 
sarily mutually exclusive. 

This application discloses technology related to a tech 
nique of encoding a magnetic stripe area of a magnetic stripe 
card with account data of multiple cards or accounts. The 
magnetic stripe card can be a proxy card, which is a card that 
can be associated with account data associated with various 
types of cards and accounts, such as a payment card or pay 
ment card account, an identification card, a library card, a 
membership card or account, etc. For example, a proxy card 
can be associated with account data from a driver's license, a 
credit account, a debit card, a pre-paid gift card, and a loyalty 
card, among others. The account data can be a record identi 
fier, such as an identifier that identifies a driver's license, a 
passport, etc. 
The consumer has access to account data of all of the 

multiple cards while carrying only the proxy card, and can use 
the proxy card for purchases and other transactions. As a 
result of having the proxy card, the consumer is relieved of the 
burden of having to carry all of his credit cards, debit cards, 
automated teller machine (ATM) cards, gift cards, etc. Fur 
ther, the magnetic stripe area of the magnetic stripe card can 
be encoded such that the magnetic stripe area has account data 
of multiple cards at the same time. By having Such an encod 
ing, with just one Swipe of the magnetic stripe card through a 
card reader, the card reader can read the account data of the 
multiple cards from the magnetic stripe area. 
The cards selected for a given use can be selected based on 

any of various types of criteria. For example, the selection can 
be based a random selection, an indicated time, an indicated 
location, an indicated location of the magnetic stripe card, the 
last card selected, an indication of cards that are accepted by 
a merchant, an indication that a card is contextually relevant, 
an associated transaction, etc. Using location as an example 
of a criterion, when the consumer uses the magnetic stripe 
card, Such as by Swiping the magnetic stripe card through a 
card reader associated with a point of sale (POS) system, 
location information indicating the location of the magnetic 
stripe card can be obtained. 
Account data of a first card is selected to use for the trans 

action based on the location information. The location can be, 
for example, a geographic location indicated by a global 
positioning satellite (GPS) coordinate. The GPS coordinate 
can be correlated with a merchant, and an account can be 
selected based on the magnetic stripe card being at the mer 
chant. For example, an account associated with a gift card 
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accepted by the merchant can be selected based on the geo 
graphic location being correlated with the merchant. As 
another example, the location can be a place of business of a 
merchant, as determined based on the name of the merchant 
involved in the transaction, and a gift card that is accepted by 
the merchant can be selected for the transaction based on 
being at the merchant. 
As yet another example, the location can be a merchant that 

accepts a certain type of credit card, as determined based on 
near field communications with the POS system, in which 
case that certain type of credit card can be selected for the 
transaction. As still another example, the location can be a 
grocery store, as determined based on a merchant category 
code (MCC) that is transmitted by the POS system, in which 
case an account that provides for rewards points when used at 
a grocery store can be chosen. Examples Such as these are 
discussed in further detail below. Other examples of identifi 
able locations or other criteria are also possible within the 
Scope of this technique. 

Further, account data of a second card is selected to use for 
the transaction based on a criterion. The criterion can be the 
same as that used for the selection of the first card, or it can be 
different. For example, the first card selected can be a pay 
ment card accepted by a merchant based on an indication that 
the magnetic stripe card is located at the merchant. The sec 
ond card selected can be a loyalty card that earns points when 
used at the merchant, and the selection can be based on the 
indication that the magnetic stripe card is at the merchant. 
The magnetic stripe area of the magnetic stripe card is 

encoded with account data for the payment card accepted by 
the merchant and with account data for the loyalty card that 
earns points when used at the merchant. With just a single 
Swipe of the magnetic stripe card through a card reader of a 
POS system, the card reader can read the account data of both 
the payment card and the loyalty card from the magnetic 
stripe area of the magnetic stripe card. The POS system can 
then process the payment using the account data of the pay 
ment card, and can arrange for points for the loyalty card 
based on the account data of the loyalty card. This saves the 
consumer of the burden of having to dig through a wallet or 
purse to find the two particular cards that are used for the 
transaction. Further, the consumer does not have to go 
through two card Swipes, and can provide the needed account 
data with a single Swipe of the magnetic stripe card. 
The term 'Swipe' here refers to any manner of triggering a 

card reader to read a card, Such as passing a card through a 
magnetic stripe reader, Smartcard reader, optical code reader, 
radio frequency identification (RFID) reader, etc. The terms 
“payment object' or “proxy object here refer to any object 
that can be used to make an electronic payment, Such as a 
mobile device via a digital wallet application. The term “card 
reader here refers to any object that can be used to obtain 
information from an object used to make an electronic pay 
ment where the card reader must be in the general vicinity of 
the object, Such as an optical scanner, a near field communi 
cations device, a Bluetooth communications device, etc. The 
term “cause' and variations thereof, as used herein, refers to 
either direct causation or indirect causation. For example, a 
computer system can'cause an action by sending a message 
to a second computer system that commands, requests or 
prompts the second computer system to perform the action. 
Any number of intermediary devices may examine and/or 
relay the message during this process. In this regard, a device 
can "cause an action even though it may not be known to the 
device whether the action will ultimately be executed. 

In a first illustrative use case, a consumer shops at a mer 
chant and takes some items to a check stand. The merchant 
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4 
rings up the items using a POS system, and the consumer 
presents the magnetic stripe card to pay for the purchase. The 
magnetic stripe card of this example is a payment card that is 
similar in appearance to a credit card, but that includes a 
processor, non-volatile memory, a communications interface, 
and a magnetic stripe emulator. Accounts associated respec 
tively with several credit cards, a debit card, a pre-paid gift 
card, and a loyalty card issued by Bluebonnet Bakery, are 
associated with the magnetic stripe card using the non-vola 
tile memory. The magnetic stripe card obtains location infor 
mation indicating the location of the magnetic stripe card by 
wirelessly communicating with the POS system via the com 
munications interface. The magnetic stripe card receives, via 
wireless communication from the POS system, an indication 
that the POS system is associated with Bluebonnet Bakery, 
which further indicates that the magnetic stripe card, and also 
the consumer, are at Bluebonnet Bakery. 

Because the location information indicates that the mag 
netic stripe card is at Bluebonnet Bakery, the magnetic stripe 
card selects the account data of both the pre-paid gift card and 
the loyalty card issued by Bluebonnet Bakery to use for the 
purchase. A processor in the magnetic stripe card sends at 
least one signal to the magnetic stripe emulator on the mag 
netic stripe card, in response to which the magnetic stripe 
emulator configures a magnetic stripe area of the magnetic 
stripe card to emulate a magnetic stripe encoded with the 
account information for the Bluebonnet Bakery pre-paid gift 
card, as well as the Bluebonnet Bakery loyalty card. With just 
a single Swipe of the magnetic stripe card through the card 
reader of the POS system, the card reader reads the account 
data of both the Bluebonnet Bakery pre-paid gift card and the 
Bluebonnet Bakery loyalty card from the recently configured 
magnetic stripe area of the magnetic stripe card. The POS 
system processes the payment using the account associated 
with the Bluebonnet Bakery pre-paid gift card based on the 
account data, and provides for points for the Bluebonnet 
Bakery loyalty card based on the loyalty account data. 

In a second illustrative use example, a consumer shops at a 
merchant and takes some items to a check stand. The mer 
chant rings up the items using a POS system, and the con 
Sumer presents the magnetic stripe card of the first example to 
pay for the purchase. One of the credit cards associated with 
the magnetic stripe card provides for a discount when used at 
grocery stores and Supermarkets. A second card associated 
with the magnetic stripe card is a loyalty card that earns points 
when used at a particular grocer. A mobile device of the 
consumer, which in this example uses Bluetooth low energy 
(BLE) to communicate with the magnetic stripe card, obtains 
location information by wirelessly communicating with the 
POS system via the communications interface. The mobile 
device receives a merchant category code (MCC) with a value 
of (in this example) “5411 from the POS system, and an 
identity of the merchant, which indicates that the merchant is 
the particular grocer. An MCC code of “5411 is assigned to 
grocery stores and Supermarkets, so receipt of the MCC code 
of “5411” by the mobile device is an indication that the 
mobile device, and the magnetic stripe card using BLE to 
communicate with the mobile device, is located at a grocery 
store or a Supermarket. 

Based on the location information, which indicates that the 
magnetic stripe card is at a grocery store or a Supermarket, the 
mobile device selects the account data of the credit card that 
provides for the discount when used for a purchase at a 
grocery store or Supermarket. Based on the location informa 
tion, which indicates that the identity of the merchant the 
particular grocer, the mobile device selects the account data 
of the loyalty card of the first grocer. The mobile device sends 
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at least one message to the magnetic stripe card, in response 
to which the magnetic card emulator of the magnetic stripe 
card configures the magnetic stripe area of the magnetic stripe 
card to emulate a magnetic stripe encoded with the account 
data of the discount credit card, as well as the account data of 
the loyalty card. With a single Swipe of the magnetic stripe 
card through the card reader of the POS system, the card 
reader reads the account data of the discount credit card, as 
well as the account data of the loyalty card, from the recently 
configured magnetic stripe area of the magnetic stripe card. 
The POS system processes the payment using the account 
data of the credit card that provides for the discount, and 
provides for loyalty points for the loyalty card of the particu 
lar grocer based on the loyalty account data. 

In a third illustrative use example, a consumer shops at a 
merchant that only accepts VISAR) credit cards, and that 
issued a loyalty card to the consumer, and takes some items to 
a check stand. The merchant rings up the items using a POS 
system, and the consumer presents a magnetic stripe card to 
pay for the purchase. The magnetic stripe card provides card 
data for the magnetic stripe card to the POS system, such as by 
being Swiped to obtain the card data for the magnetic stripe 
card using a card reader associated with a POS system, or by 
wirelessly communicating with the POS system via the com 
munications interface. The magnetic stripe card data and 
transaction information is sent to a computer system, which 
can be located remotely from the magnetic stripe card. The 
transaction information includes a merchant identification 
(ID) number associated with the merchant, and the computer 
system uses this ID number to perform a database lookup to 
determine the identity of the merchant, to determine that the 
merchant only accepts VISA credit cards, and to determine 
that the merchant issues loyalty cards. 

The computer system determines the account data associ 
ated with the magnetic stripe card based on the magnetic 
stripe card data, and selects account data for a VISA credit 
card and for the loyalty card to use for the transaction. The 
VISA credit card is selected based on the location informa 
tion, which indicates that the magnetic stripe card is at a 
merchant that only accepts VISA credit cards. The loyalty 
card is selected based on the location information, which 
indicates that the card is at the merchant that issued the loyalty 
card. 
The computer system sends at least one message to the 

magnetic stripe card, Such as via a cellular network, in 
response to which the magnetic card emulator configures the 
magnetic stripe area to emulate a magnetic stripe encoded 
with the account data of the VISA credit card, as well as the 
account data of the loyalty card. Consequently, with a single 
Swipe of the magnetic stripe card through the card reader of 
the POS system, the card reader reads the account data of the 
VISA credit card and the account data of the loyalty card, 
from the recently configured magnetic stripe area. The POS 
system processes the payment using the account data of the 
VISA credit card and provides for loyalty points for the 
loyalty card of the merchant based on the loyalty account 
data. 

In the following description, the example of a merchant 
selling goods to a customer is used, for illustrative purposes 
only, to explain various aspects of the technique. Note, how 
ever, that the technique introduced here is not limited in 
applicability to merchants and customers nor to the sales of 
goods. The technique can be utilized with essentially any 
transaction that traditionally would be initiated by or involve 
the use of a card reader. Hence, the term "sale', as in point 
of-sale (POS) for example, refers to any type of payment 
oriented transaction, including for example a lease, a rental, 
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6 
or services, and is not limited to an actual purchase. Note also 
that in this description the terms “customer' or “payer gen 
erally refer to the person making the payment related to the 
transaction, while “merchant’ or “payee' generally refer to 
the person receiving the payment related to the transaction. 

FIG. 1 illustrates a process for paying for a purchase using 
a proxy card in accordance with various aspects of the dis 
closed technology. While the example of FIG. 1 involves 
paying for a purchase using a proxy card, the disclosed tech 
nology can be used to make any electronic payment, includ 
ing payments for the purchase of goods, for rentals, for Ser 
vices, for financial transactions, etc. The example process 
illustrated in FIG. 1 has three phases. The first phase is card 
swipe 105. A consumer has proxy card 150, which in this 
example is a magnetic stripe card physically similar to a credit 
card. Multiple payment accounts are associated with proxy 
card 150 including several credit cards, a debit card, an auto 
mated teller machine (ATM) card, and a prepaid gift card. The 
payment accounts are associated with proxy card 150. Such as 
by being linked to proxy card 150. The links can be imple 
mented using a database that associates proxy card 150 with 
the payment accounts. For a discussion as to how these links 
may be implemented, refer to the discussion of object 250 of 
FIG 2. 
The consumer presents proxy card 150 to a seller to pay for 

a purchase. The seller executes card swipe 105, which 
includes step 103, in which the seller swipes proxy card 150 
through card reader 155, and step 108, in which card reader 
155 transmits information obtained from proxy card 150 to 
POS system 158, a point-of-sales (POS) system to which card 
reader 155 is coupled (either directly or indirectly). The term 
'Swipe' here refers to any manner of triggering a card reader 
to read a card, such as passing a card through a magnetic stripe 
reader, Smartcard reader, optical code reader, radio frequency 
identification (RFID) reader, etc. The term “card reader here 
refers to any object that can be used to obtain information 
from an object used to make an electronic payment where the 
card reader must be in the general vicinity of the object, Such 
as an optical scanner, a near field communications device, a 
Bluetooth communications device, etc. 
POS system 158 then begins the second phase, which is 

payment authorization 130. Payment authorization 130 
includes steps for obtaining an authorization for the payment 
and includes steps 110, 115, 120, 125, and 180. Payment 
authorization 130 starts with step 110. At step 110 POS sys 
tem 158 initiates transmission of information associated with 
proxy card 150, referred to herein as the proxy card informa 
tion, to financial system 160. In this example, the proxy card 
information includes identifying information for the proxy 
card and meta-data which is used to determine that proxy card 
150 is a proxy card, among other purposes. POS system 158 
is agnostic to what financial system 160 and proxy card 150 
are. As far as POS system 158 can tell, proxy card 150 is no 
different than other payment cards, and sending information 
to financial system 160 for proxy card 150 is no different than 
sending information for other payment cards. 
POS system 158 further transmits information associated 

with the purchase transaction, referred to herein as the trans 
action information, to financial system 160. The transaction 
information includes the amount of the transaction, and can 
further include information regarding the payee and indi 
vidual line items from the transaction, among other informa 
tion. At step 110, financial system 160 receives the proxy card 
information and the transaction information. At step 115, 
financial system 160 parses the meta-data and determines, 
based on the meta-data, to send a message to computer system 
170. The message sent to computer system 170 at step 115 can 



US 9,224,141 B1 
7 

include all or part of the proxy card information and the 
transaction information, among other information. The meta 
data can include data Such as an IP address or a phone number 
that indicate where the message should be sent. 

Computer system 170, upon receiving the proxy card infor 
mation, accesses a database access to obtain payment account 
information associated with proxy card 150. At step 180, 
computer system 170 applies an algorithm, which in some 
embodiments is customized by the consumer, to select the 
payment account to use for the purchase transaction. At step 
120, computer system 170 transmits the transaction informa 
tion and the payment account information to financial system 
160, and financial system 160 determines the results of pay 
ment authorization 130 using the selected payment account. 
If the payment account has access to adequate funds for the 
payment, and no other issue exists, financial system 160 
determines that the result of payment authorization 130 is that 
the payment is authorized. 

If some issue exists, such as the payment account does not 
have access to adequate funds for the payment or the payment 
account has a fraud alert, financial system 160 determines that 
the result of payment authorization 130 is that the payment is 
declined. Other results. Such as declining the purchase trans 
action and instructing the seller to take possession of the 
proxy card, or additional information, such as an authoriza 
tion number, can be transmitted to financial system 160 at step 
120. At step 125, financial system 160 transmits the results of 
payment authorization 130 to POS system 158. 

In some embodiments, instead of financial system 160 
determining and sending the results of payment authorization 
130, computer system 170 determines and sends the results of 
the payment authorization. Computer system 170 decides the 
payment authorization based on information Such as the con 
Sumer's credit reports or scores and the history of past pay 
ments processed by computer system 170. Computer system 
170 sends the payment authorization results to POS system 
158, or to financial system 160, which relays the results to 
POS system 158. 
At this point, assuming that the purchase transaction was 

authorized and the consumer accepted the purchase transac 
tion, the purchase transaction is complete and the consumeris 
free to walk out of the store with the purchased items. At a 
later time, for example when the consumer arrives at home, 
the consumer can optionally start phase 3, change of payment 
account 145. If the consumer does not utilize this phase, 
financial system 160 will transfer funds for the payment from 
the selected payment account to an account associated with 
the seller. However, during this phase, the consumer can 
select a second different payment account from which funds 
to for the payment are to be obtained. 

The consumer uses personal computing device 165, for 
example a Smart phone or a laptop computer, to initiate 
change of payment account 145 which includes steps 135, 
140, and 175. At step 135, personal computing device 165 
communicates with computer system 170 to initiate change 
of payment account 145. At step 140, computer system 170 
provides information regarding the purchase transaction to 
the consumer via personal computing device 165. Examples 
of the information provided include the date of the purchase, 
information regarding the seller, and the amount of the pur 
chase. Computer system 170 further provides information 
regarding the payment accounts associated with proxy card 
150 to the consumer via personal computing device 165. 
Computer system 170 has access to a database containing 
various information associated with proxy card 150, as well 
as information associated with the consumer and/or the pay 
ment accounts associated with proxy card 150. 
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When there are multiple payment accounts associated with 

proxy card 150, the consumer, using personal computing 
device 165, can select any payment account associated with 
proxy card 150 from which funds for the payment are to be 
obtained. At step 140, personal computing device 165 trans 
mits information indicating the selection to computer system 
170. After the selection is made, at step 175 computer system 
170 transmits information related to the selection, such as 
identifying information for the selected payment account, to 
financial system 160, which causes financial system 160 to 
obtain funds for the purchase from the selected payment 
account. Computer system 170 additionally prevents the 
funds from being obtained from the initially selected payment 
account, Such as by canceling the payment initially to be 
obtained from the initially selected payment account. 

FIG. 2 is an illustration of a process for paying for a 
purchase using a payment object in accordance with various 
aspects of the disclosed technology. In the example illustrated 
in FIG. 2, the purchase process has three phases. The first 
phase is object presentation 205. A consumer has object 250, 
which is referred to herein interchangeably as a “proxy 
object' and a “payment object.” Object 250 has associated 
payment accounts, and can be a proxy card with associated 
payment accounts. The consumer presents object 250 to the 
seller to pay for a purchase. Because object 250 is compatible 
with financial system 160, object 250 can be presented to the 
seller in a way that enables the seller to obtain information 
related to object 250 sufficient to enable initiation of payment 
authorization 230. 
As a first example, object 250 can be proxy card 150 of 

FIG.1. Object presentation 205 includes presenting the proxy 
card so that the proxy card can be read by object identifier 
255. In this example, object identifier 255 is a POS system 
including a card reader in which the card reader is able to 
obtain information associated with object 250 (i.e., the proxy 
card) sufficient to initiate payment authorization 230. As a 
second example, object 250 can be a finger. Object presenta 
tion 205 includes presenting the finger so that the fingerprint 
of the finger can be read by object identifier 255. In this 
second example, object identifier is a biometric finger Scanner 
capable of obtaining information related to object 250 (i.e., 
the finger) Sufficient to enable initiation of payment authori 
Zation 230. 

Object identifier 255 begins the second phase, which is 
payment authorization 230 and includes steps 210, 215, 220, 
225, and 280. Payment authorization 230 includes the steps 
for obtaining authorization for the payment related to the 
purchase transaction. Payment authorization 230 starts with 
step 210. At step 210, object identifier 255 obtains object 
information associated with object 250. For example, a POS 
system can obtain proxy card information from the proxy 
card. Step 210 continues with the transmission of the object 
information to financial system 160. For example, the POS 
system can transmit the proxy card information to financial 
system 160. Information related to the purchase transaction 
(i.e., the transaction information). Such as the amount of the 
purchase, is also transmitted to financial system 160. 

Object identifier 255 can be, for example, a card reader 
which transmits the object information and the transaction 
information to financial system 160. Financial system 160 
receives the transmitted information, and based on this infor 
mation, decides to relay the transmitted information to com 
puter system 170 for further processing. At step 215, financial 
system 160 relays the transmitted information, along with 
other information, to computer system 170. 

For example, financial system 160 can receive the trans 
mitted proxy card information, which includes meta-data, 
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and the purchase amount. Upon receiving the proxy card 
information, and based on the proxy card information, finan 
cial system 160 decides to relay the transmitted information 
to computer system 170. At this point in time, financial sys 
tem 160 does not have the information needed to complete or 
authorize the purchase transaction, as financial system 160 
without computer system 170 is notable to determine a pay 
ment account associated with the proxy card to use for the 
purchase transaction. 

Computer system 170, upon receiving the proxy card infor 
mation, accesses a database access to obtain payment account 
information associated with the proxy card information. At 
step 280, computer system 170 applies an algorithm, which in 
Some embodiments can be customized by the consumer, to 
select the payment account to use for the purchase transac 
tion. The following are example algorithms which can addi 
tionally be used for step 180 of FIG. 1. 1) When there are 
multiple payment accounts associated with object 250 and 
until changed by the consumer or some other entity, the same 
one payment account is used for all payments made using 
object 250.2)The payment account used can be different for 
each purchase transaction as well as for each line item of a 
purchase transaction based on a payment account selection 
algorithm. 

For example, a consumer can use a proxy card to purchase 
gas and a Snack item at a gas station as part of a single 
purchase transaction. For this purchase transaction, the pay 
ment account selection algorithm can select a gas credit card 
associated with the proxy card for the gas line item, and can 
select a VISA credit card associated with the proxy card for 
the Snack line item. In some embodiments, the consumer can 
set, modify, or change the algorithm for selecting the payment 
account to use for a purchase transaction. In some embodi 
ments, the algorithm is based on inputs received from the 
COSU. 

At step 220, computer system 170 transmits the transaction 
information and the payment account information to financial 
system 160, and financial system 160 determines the results 
of payment authorization 230 using the selected payment 
account. If the payment account has access to adequate funds 
for the payment, and no other issue exists, financial system 
160 determines that the result of payment authorization 230 is 
that the payment is authorized. 

If some issue exists, such as the payment account does not 
have access to adequate funds for the payment or the payment 
account has a fraud alert, financial system 160 determines that 
the result of payment authorization 230 is that the payment is 
declined. Other results. Such as declining the purchase trans 
action and instructing the seller to take possession of the 
proxy card, or additional information, such as an authoriza 
tion number, can be transmitted to financial system 160 at step 
220. At step 225, financial system 160 transmits the results of 
payment authorization 230 to object identifier 255. 

In some embodiments, instead of financial system 160 
determining and sending the results of payment authorization 
230, computer system 170 determines and sends the results of 
the payment authorization. Computer system 170 decides the 
payment authorization based on information Such as the con 
Sumer's credit reports or scores and the history of past pay 
ments processed by computer system 170. Computer system 
170 can send the payment authorization results to object 
identifier 255, or can send the results to financial system 160, 
which can relay the results to object identifier 255. 

At this point, assuming that the purchase transaction was 
authorized and the consumer accepted the purchase transac 
tion, the purchase transaction is complete and the consumeris 
free to walk out of the store with the purchased items. At a 

5 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

10 
later time, for example when the consumer arrives at home, 
the consumer can optionally start phase 3, change of payment 
account 245. If the consumer does not utilize this phase, 
financial system 160 will transfer funds for the payment from 
the selected payment account to an account associated with 
the seller. However, during this phase, the consumer can 
select a second different payment account from which funds 
for the payment are to be obtained. 
The consumer uses personal computing device 165, for 

example a Smart phone or a laptop computer, to initiate 
change of payment account 245, which includes steps 235, 
240, and 275. At step 235, personal computing device 165 
communicates with computer system 170 to initiate change 
of payment account 245. At step 240, computer system 170 
provides information regarding the purchase transaction to 
the consumer via personal computing device 165. Examples 
of the information provided include the date of the purchase, 
information regarding the seller, and the amount of the pur 
chase. Computer system 170 further provides information 
regarding the payment accounts associated with object 250 to 
the consumer via personal computing device 165. Computer 
system 170 has access to a database containing various infor 
mation associated with object 250 as well as associated with 
the consumer and the payment accounts associated with 
object 250. 
When there are multiple payment accounts associated with 

object 250, the consumer, using personal computing device 
165, can select any payment account associated with object 
250 from which funds for the payment are to be obtained. At 
step 240, personal computing device 165 transmits informa 
tion indicating the selection to computer system 170. After 
the selection is made, at step 275 computer system 170 trans 
mits information related to the selection, such as payment 
account information, to financial system 160. This causes 
financial system 160 to obtain funds for the payment from the 
selected payment account. Computer system 170 additionally 
prevents the funds from being obtained from the initially 
selected payment account. Such as by canceling the payment 
from the initially selected payment account. The funds can 
correspond to the amount of the purchase, the amount of a line 
item, the amount of multiple line items, or some other amount 
corresponding to the purchase, and can be transferred to an 
account associated with the seller. The funds transferred can 
correspond to an amount by being for the amount less a 
transaction fee. Further, purchase transactions can be 
batched, and the funds can be for an amount corresponding to 
the amount of the batch of purchase transactions. 

Object 250 is compatible with financial system 160. In 
various embodiments, object 250 can be a magnetic stripe 
card, a Smart card, a proximity card, a re-programmable mag 
netic stripe card, an card containing an optical code such as a 
quick response (QR) code or a bar code, or a biometrically 
identifiable object, such as a finger, a hand, an iris, a retina, or 
a face, among others. Object 250 can be associated with 
various payment objects and payment object accounts, 
including accounts associated with credit cards, charge cards, 
ATM cards, debit cards, pre-paid credit cards, pre-paid debit 
cards, gift cards, pre-paid gift cards, stored value cards, and 
fleet cards, among others. The payment accounts can be asso 
ciated with object 250 by, for example, being linked to object 
250. The link can be implemented, for example, using a 
database which links object 250 with the payment accounts. 

In an embodiment, object 250 is a proxy card implemented 
as a magnetic stripe card similar to a credit card. The proxy 
card has an account number similar to a credit card, but, 
unlike a credit card or debit card, the account number is not 
linked to a particular bank or credit union. Instead, Swiping 
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the proxy card, as one would swipe a credit card, triggers the 
sending of transaction information and proxy card informa 
tion to a secondary payment processor. The secondary pay 
ment processor creates and maintains a database that links the 
proxy card with the payment accounts. A customer can link 
various payment card accounts with the proxy card by log 
ging in to a website associated with the secondary payment 
processor, and entering information into the website that 
enables the link. For example, the account number of the 
proxy card and the account number of a payment card can be 
entered, and the secondary payment processor can link the 
tWO. 

Linking can be done by taking photos of the proxy card and 
the payment card and sending the photos to the secondary 
payment processor, which can obtain the information needed 
to link the cards from the photos. The photos can be taken by 
a mobile device, and an application running on the mobile 
device can send the photos to the secondary payment proces 
sor. Linking can be done by Swiping the two cards through a 
card reader connected to the customer's mobile device, and 
sending the data obtained by the card reader to the secondary 
payment processor. An application running on the mobile 
device can obtain the information for the two card from the 
card reader, and can send the data obtained by the card reader 
to the secondary payment processor. 

In Some embodiments, the proxy card has a visible number 
on its face, similar to a credit card. In some embodiments, the 
proxy card has no visible number. In an embodiment with no 
visible number, information for the proxy card is obtained 
from the magnetic stripe of the proxy card. In some embodi 
ments, information for the proxy card is obtained via Blue 
tooth Low Energy (BLE), near field communications (NFC), 
or other contactless payment mechanism embedded in the 
proxy card that triggers payment using a POS system. 

Further, object 250 can be associated with loyalty pro 
grams, wherein the loyalty programs are another type of 
payment account which can be used to make the purchase. In 
some embodiments, object 250 can be a mobile device. 
Examples of mobile devices include smart phones, tablets, 
portable media devices, wearable devices, laptops, and other 
portable computers. In some embodiments, when object 250 
is a mobile device, the mobile device includes a digital wallet 
application that triggers payment using a POS system. 

Object identifier 255 can obtain information associated 
with object 250, where the information is part of the object 
information. In embodiments where object 250 is a magnetic 
stripe card or a re-programmable magnetic stripe card, object 
identifier 255 can read the magnetic stripe. In embodiments 
where object 250 is a smart card, object identifier 255 can 
communicate with the Smart card to obtain information 
related to object 250. In embodiments where object 250 is a 
proximity card, object identifier 255 can cause the proximity 
card to transmit information associated with the proximity 
card, such as a radio frequency identification (RFID), which 
object identifier 255 can receive. In embodiments where 
object 250 is a card with an optical code such as a QR code or 
bar code, object identifier 255 can obtain the optical code, for 
example, by Scanning the optical code. In embodiments 
where object 250 is a mobile device, object identifier 250 can 
communicate with the mobile device to obtain information 
related to object 250, such as via 3G, 4G, WiFi, Bluetooth, or 
BLE. Object identifier 255 can further transmit the object 
information to financial system 160. 

Object identifier 255 can further include a sales system, 
such as POS system 158 of FIG.1. Examples of sales systems 
include point-of-sale (POS) systems, cash registers, com 
puter systems running sales applications including mobile 
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devices running sales applications, cloud based POS systems, 
checkout registers, computer systems running internet based 
applications such as a web browser, and the like. 

In embodiments where object 250 is a biometrically iden 
tifiable object, such as a finger, a hand, an iris, a retina, or a 
face, object identifier 255 can identify the biometrically iden 
tifiable object or can obtain information from the biometri 
cally identifiable object and can transmit that information to a 
computer system that can use the information to identify the 
biometrically identifiable object. For example, when the bio 
metrically identifiable object is a finger, object identifier 255 
can obtain data related to the fingerprint of the finger. In some 
embodiments, object identifier 255 can recognize the finger 
print to identify the finger (e.g., this is the finger of Jane Doe). 
For example, object identifier 255 can include a biometric 
scanner coupled to a computer system such as a POS system, 
wherein the biometric scanner can scan the consumer's fin 
gerprint, can transmit the biometric scan results to the com 
puter system to which the biometric scanner is coupled, and 
the computer system can use the consumer's fingerprint to 
identify the finger. In other embodiments, object identifier 
255 can transmit the data related to the fingerprint to a second 
computer system, for example, to a compute server associated 
with the seller, to financial system 160, to computer system 
170, or to another computer system, and the second computer 
system can use the transmitted fingerprint data to identify the 
finger. The second computer system can transmit identifying 
information associated with the finger to object identifier 255, 
where the identifying information is part of the object infor 
mation. Object identifier 255 can further transmit the object 
information to financial system 160. 

In embodiments where object 250 is a mobile device, 
object identifier 255 can obtain identifying information asso 
ciated with the mobile device. In one example where object 
250 is a smartphone, object identifier 255 can communicate 
with the Smartphone via 3G to obtain identifying information 
related to a digital wallet associated with the Smart phone, 
where the identifying information is part of the object infor 
mation. Object identifier 255 in various embodiments can 
communicate with the mobile device via WiFi, 3G, 4G, Near 
Field Communication (NFC), or Bluetooth, or can obtain an 
optical code such as a QR code or a bar code or any machine 
readable code from the mobile device, for example, by scan 
ning an optical code displayed by the mobile device. Object 
identifier 255 can further transmit the object information to 
financial system 160. 

Personal computing device 165 can be a mobile device. 
Examples of mobile devices include smart phones, tablets, 
portable media devices, wearable devices, laptops, and other 
portable computers. Personal computing device 165 can fur 
ther be a non-portable computer, Such as a desktop computer. 

Object 250 can be associated with multiple payment 
accounts, and a loyalty program can be a payment account. A 
seller may be motivated to encourage certain behaviors in 
consumers. For example, the seller may want the consumer to 
return to the seller's store, or to purchase a certain item, or to 
return to the store at a certain time or during a certain time 
window and make a purchase. To encourage behaviors such 
as these, a seller can participate in or offer a loyalty program. 
The seller can provide loyalty points or some equivalent for 
each purchase made by a consumer. By coming back to the 
seller's store and making additional purchases, the consumer 
can grow his loyalty points. The loyalty points can be 
redeemed for purchases made at the seller's store or another 
of the seller's stores or with other businesses that participate 
in the loyalty program. 
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In addition to encouraging loyalty to a store or a brand by 
providing loyalty points for purchases made at the store or for 
brand products, a seller can use the loyalty program to encour 
age other behaviors. For example, if the store has a slow 
period. Such as a coffee shop is slow between 3 pm and 4pm, 
the store owner can, in order to give consumers incentive to 
make purchases at the store during this slow time, offer 
increased loyalty points for purchases made between 3 pm 
and 4 pm at the store. The store owner can also offer increased 
redemption value for a consumer's loyalty points, or can 
lower the cost of products or services in terms of loyalty 
points, during this time window. For example, the store owner 
could offer to redeem 100 loyalty points and provide 150 
points of value, or could reduce an item that normally costs 
150 loyalty points to 100 loyalty points, for purchases made 
between 3 pm and 4 pm. As another example, if a business 
owner wants to encourage consumers to purchase a new item 
that the business owner is introducing, the business owner can 
offer increased loyalty points to consumers for purchasing 
this new item. The business owner can also offer increased 
loyalty point redemption value or reduced loyalty point costs 
to a consumer for purchasing this new item using loyalty 
program points. For example, if the new item can be normally 
purchased with 150 loyalty points, the business owner can 
offer 150 points of loyalty program value for 100 redeemed 
loyalty points to a consumer for purchasing this new item, or 
the business owner can reduce the cost of the new item to 100 
loyalty points. 

FIG. 3A is an illustration of a subset of components of or 
associated with a first embodiment of a financial system for 
processing purchase transactions and associated fund trans 
fers. The following description of FIG. 3A will be described 
using the transaction illustrated in FIG. 1, and will refer to 
labels of that figure. FIG. 5A illustrates the first embodiment, 
and FIG. 3A contains the subset of the components of FIG. 
5A that are relevant to explaining the transaction illustrated in 
FIG. 1. The following description of FIG. 3A also applies to 
FIG. 3B, except where differences are noted. All actions, 
decisions, determinations, and the like which are taken or 
received by computer system 170 can also be taken or 
received by financial transaction platform 575 when com 
puter system 170 includes an implementation of financial 
transaction platform 575, as is represented in FIGS.5A and 
SB. 
The transaction of this example starts with a consumer 

presenting proxy card 150 to seller 310. Seller 310 initiates 
card swipe 105 at step 103 by swiping proxy card 150 through 
card reader 155. Card reader 155 at step 108 then sends the 
information obtained from proxy card 150, the proxy card 
information, to POS system 158. Card reader 155 is coupled 
to POS system 158. Payment authorization 130 starts at step 
110 with POS system 158 transmitting the proxy card infor 
mation to financial system 160. In the example of FIG. 1, 
proxy card 150 is encoded as a VISA branded payment card. 

In the embodiment of FIG. 3A, financial system 160 
includes processing service 320, financial service 330, and 
banking service 340. In some embodiments, financial system 
160 can include computer system 170, such as in the embodi 
ments of FIGS. 4A-4C. FIGS. 4A-4C are illustrations of 
components of or associated respectively with a third, fourth, 
and fifth embodiment of a financial system. In the embodi 
ment of FIG. 4A, computer system 170 is under the control of 
banking service 440. In the embodiment of FIG. 4B, com 
puter system 170 is under the control of financial service 430. 
In the embodiment of FIG. 4C, computer system 170 is under 
the control of processing service 420. 
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POS system 158 at step 110 transmits the proxy card infor 

mation to financial system 160, where the proxy card infor 
mation is received by processing service 320. An example of 
processing service 320 is Bank of America Merchant Ser 
vices. Processing service 320, based on the received proxy 
card information, determines that proxy card 150 is encoded 
as a VISA branded payment card. Based on this determina 
tion, processing service 320 relays the received information 
to the financial service that processes VISA branded payment 
cards. In this example, financial service 330 is VISA's Visa 
Net Payment System, which processes payments made using 
VISA branded payment cards. 
The proxy card information includes meta-data which 

financial service 330 uses to determine to transmit the proxy 
card and transaction information to computer system 170. As 
illustrated in FIGS. 4A-4C, in various embodiments com 
puter system 170 can be under the control of a processing 
service, a financial service, or a banking service. Financial 
service 330, upon determining to transmit information asso 
ciated with proxy card 150 to computer system 170, performs 
step 115 in which financial service 330 transmits information 
associated with proxy card 150 to computer system 170. 

Connector 390 shows two connections to financial service 
330 in order to facilitate explaining the example of FIG. 3A. 
This is not intended to represent two connections, or any 
specific number of connections. Connector 390 represents an 
information flow made via any type of communications 
medium, such as a network (wired or wireless). Label 390B 
represents a flow of information that is generally from finan 
cial system 160 to computer system 170, such as occurs at 
step 115. In the embodiments of FIGS.5A and 5B, the infor 
mation flow of step 115 is generally from financial service 
330 to computer system 170. Label390A represents a flow of 
information that is generally from computer system 170 to 
financial system 160, such as occurs at steps 120 and 175. In 
the embodiment of FIG.5A, the information flow of steps 120 
and 175 is generally from computer system 170 to financial 
service 330. In the embodiment of FIG.SB, the information 
flow of steps 120 and 175 is generally from computer system 
170 to processing service 320. 
Computer system 170 at step 180 selects the payment 

account to use for the purchase transaction, which in this 
example is also a VISA branded payment card account. Com 
puter system 170 performs step 120 which includes sending 
the transaction information and the payment account infor 
mation to financial system 160. In the financial system 
embodiment of FIG.3A, this includes sending the transaction 
and payment account information to financial service 330, as 
is represented by the branch of connector 390 that is labeled 
390A. Computer system 170 sends the transaction and pay 
ment account information to financial service 330 based on a 
determination that the selected payment account is a VISA 
branded payment account, and based on a determination that 
financial service 330 is the financial service that processes 
payments made using VISA branded payment cards. 
As is represented by label 390A of FIG. 5A, computer 

system 170 can send the transaction and payment account 
information to different financial services when payments 
from the selected payment account are processed by other 
financial services. Financial service 330 determines that the 
payment account is managed by banking service 340, and 
sends the transaction and payment account information to 
banking service 340. An example of a banking service is 
Chase Bank. Banking service 340 determines the result of 
payment authorization 130, and in step 125 sends the results 
of the authorization to POS system 158. 
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FIG. 3B is an illustration of a subset of components of or 
associated with a second embodiment of a financial system 
for processing purchase transactions and associated fund 
transfers. FIG. 5B illustrates the second embodiment, and 
FIG.3B contains the subset of the components of FIG.5B that 
are relevant to explaining the transaction illustrated in FIG.1. 
In the embodiment of FIG. 3B, when computer system 170 
performs step 120, computer system 170 sends the transac 
tion information and the payment account information to 
processing service 320 instead offinancial service 330. In this 
embodiment, rather than computer system 170 making the 
determination to send the transaction and payment account 
information to financial service 330 for processing, process 
ing service 320 makes this determination. Processing service 
320 sends the transaction and payment account information 
to financial service 330 based on a determination that the 
selected payment account is a VISA branded payment 
account, and based on a determination that financial service 
330 is the financial service that processes payments made 
using VISA branded payment cards. In this embodiment, 
label 390A represents a flow of information that is generally 
from computer system 170 to processing service 320, such as 
occurs at steps 120 and 175. 

Returning to the description of FIG. 3A, at this point, 
assuming that the purchase transaction was authorized and 
the consumer accepted the purchase transaction, the purchase 
transaction is complete. At a later time, for example when the 
consumer arrives at home, the consumer can optionally start 
phase 3, change of payment account 145. If the consumer 
utilizes change of payment account 145, at step 175 computer 
system 170 sends the second payment account information 
and the transaction information to financial system 160. 

For the embodiment represented in FIG.3A, and similar to 
the above FIG. 3A discussion related to step 120, sending the 
transaction and payment account information to financial 
system 160 includes sending the transaction and payment 
account information to financial service 330, as is represented 
by 390A of FIG.3A. For the embodiment represented in FIG. 
3B, and similar to the above FIG.3B discussion related to step 
120, sending the transaction and payment account informa 
tion to financial system 160 includes sending the transaction 
and payment account information to processing service 320, 
as is represented by 390A of FIG.3B. Processing service 320 
makes a determination to send the transaction and payment 
account information to financial service 330. 

Returning to the description of FIG. 3A, financial service 
330 determines that the payment account of this example is 
managed by banking service 340, and sends the transaction 
and payment account information to banking service 340. For 
other payment accounts, financial service 330 may determine 
that a different bank manages that payment account. Finan 
cial service 330 can send the transaction and payment account 
information to another banking service, as is represented in 
FIG. 5A, which shows information flowing from multiple 
financial services to multiple banking services. Banking Ser 
vice 340 determines the result of payment authorization 130, 
and sends the result to computer system 170. Upon receipt of 
the authorization, computer system 170 ensures that funds for 
the payment will not be taken from the payment account 
initially selected for the payment. This can be done, for 
example, by canceling the previously authorized payment. As 
a result of change of payment account 145, funds for the 
payment will be transferred from the second payment account 
to the account associated with the seller, and funds for the 
payment will not be taken from the initial payment account. 

In the financial system embodiment of FIG. 3B, causing 
the transfer includes computer system 170 sending the trans 
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action and payment account information to processing Ser 
vice 320, as is represented by 390A of FIG.3B. As discussed 
previously, processing service 320 determines to send the 
transaction and payment account information to financial 
service 330. Financial service 330 performs from this point as 
previously described. 

FIG. 5A is an illustration of components of or associated 
with a first embodiment of a financial system for processing 
financial transactions and associated fund transfers. Com 
puter system 170 includes financial transaction platform 575. 
A financial transaction platform enables multiple consumers 
to engage in financial transactions with multiple payees. As 
an example of one such financial transaction, a consumer can 
purchase a coffee from a merchant using payment card 505. 
POS system 158A can obtain payment card information from 
payment card 505 and can send the payment card information 
and the transaction information to financial transaction plat 
form 575. Financial transaction platform 575 can process the 
payment made using the payment card, where the processing 
includes sending information to financial system 160 to 
causes a transfer of funds from the account associated with 
payment card 505 to an account associated with the merchant. 
All other components of FIG.5A are discussed in the descrip 
tions of FIGS. 1-4. 

FIG. 5B is an illustration of components of or associated 
with a second embodiment of a financial system for process 
ing financial transactions and associated fund transfers. All 
components of FIG. 5B are discussed in the descriptions of 
FIGS 1-5A 

FIG. 6A is a flow chart illustrating operations of an 
example of a method for processing a payment made using a 
payment object. At step 605, computer system 170, by run 
ning financial transaction platform 575, enables multiple cus 
tomers to engage in financial transactions with multiple pay 
ees. Step 605 can be performed by financial transaction 
platform 575, as well as by computer system 170. Using the 
example of FIG. 5A as an example of one such financial 
transaction, a consumer can purchase a coffee from a mer 
chant using payment card 505. POS system 158A can obtain 
payment card information from payment card 505 and can 
send the payment card information and the transaction infor 
mation to financial transaction platform 575. Computer sys 
tem 170, as well as financial transaction platform 575, can 
process the payment made using the payment card, where the 
processing includes sending information to financial system 
160 to cause a transfer of funds from the account associated 
with payment card 505 to an account associated with the 
merchant. 
A consumer makes or initiates a payment using a payment 

object. The payment object can be, for example, a proxy card. 
A consumer can present the proxy card to make a payment 
associated with a financial transaction. For example, the con 
Sumer can purchase a coffee from a merchant. To pay for the 
coffee, the consumer can present the proxy card to the mer 
chant, as is done in step 205 of FIG. 2. An object identifier, 
such as one associated with POS system 158, can obtain 
proxy card information from the proxy card, as is done in step 
210 of FIG. 2. The proxy card information can be sent to 
financial system 160, as is done in step 210 of FIG. 2. The 
proxy card information can alternatively be sent to computer 
system 170 and/or financial transaction platform 575, for 
example, from POS system 158A to computer system 170 
and/or financial transaction platform 575. The consumer can 
make or initiate a payment using the proxy card by presenting 
the proxy card to the merchant so that the merchant’s POS 
system can obtain proxy card information from the proxy 
card. 
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At step 615, computer system 170 and/or financial trans 
action platform 575 receives transaction information associ 
ated with a financial transaction. As per step 215, financial 
system 160 can send the transaction information received at 
step 210 to computer system 170, with computer system 170 
accordingly receiving the transaction information. In some 
embodiments, financial transaction platform 575 is imple 
mented on computer system 170, and financial transaction 
platform 575 also receives the transaction information. 

At step 620, computer system 170 and/or financial trans 
action platform 575 receives the payment object information. 
Step 620 can occur after step 605, and before or after step 615. 
The payment object can be a proxy card, and computer sys 
tem 170 and/or financial transaction platform 575 can receive 
the proxy card information. As per step 215, financial system 
160 can send the proxy card information received at step 210 
to computer system 170, with computer system 170 result 
antly receiving the proxy card information. In some embodi 
ments, financial transaction platform 575 is implemented on 
computer system 170, and financial transaction platform 575 
can also receive the proxy card information. 

At step 625, computer system 170 and/or financial trans 
action platform 575 accesses a database that includes stored 
association information representing an association between 
the proxy card and multiple payment accounts. Step 625 can 
occur after steps 615-620. The association information can 
be, for example, links between the proxy card and the mul 
tiple payment accounts. When the payment object is a proxy 
card, the consumer can, for example, enter the card number of 
the proxy card using a web site associated with computer 
system 170 and/or financial transaction platform 575. The 
consumer can then enter the card number of a first payment 
card using the website. Computer system 170 and/or financial 
transaction platform 575 can link the first payment card with 
the proxy card, such as by using a database. As a second 
example, the consumer installs an application on his mobile 
device, and Swipes his proxy card and a payment card through 
a card reader that is coupled to the mobile device. The appli 
cation communicates with a computer system, and provides 
proxy card information and payment card information to a 
computer system. The computer system associates the proxy 
card and the payment card. 
The consumer can similarly link additional payment cards, 

and the multiple payment cards can all be associated with the 
proxy card. The linkages in the database between the proxy 
card and the multiple payment accounts are association infor 
mation, where the association information is stored in the 
database. The database can contain further association infor 
mation, Such as the name of the consumer, the consumer's 
address, credit report information regarding the consumer, 
and the like. 
When accessing the database, this association information 

can be retrieved from the database. For example, computer 
system 170 and/or financial transaction platform 575 can use 
the proxy card information received during step 620 as an 
index into the database. One of the entries in the database can 
be a list of payment accounts associated with the proxy card. 
Computer system 170 and/or financial transaction platform 
575 can retrieve this list of payment accounts, and can further 
retrieve payment account information from the database. 

After step 625, one or more of the payment accounts asso 
ciated with the proxy card can be chosen to use to obtain 
authorization for the payment. The payment account can be 
selected by computer system 170 and/or financial transaction 
platform 575, as happens at step 630, or can be selected by the 
consumer, as happens during steps 635-640. 
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At step 630, computer system 170 and/or financial trans 

action platform 575 select a first payment account. Step 630 
can be after step 625. Computer system 170 and/or financial 
transaction platform 575 can select the first payment account 
based on an algorithm. For example, the algorithm can select 
the same one payment account for all payments made using 
the proxy card. The consumer in Some embodiments can 
change the payment account that is chosen. As a second 
example, the algorithm can select a different payment 
account for each purchase transaction, as well as for each line 
item of the purchase transaction. For example, the algorithm 
can select an EXXon credit card for gas purchases, and a VISA 
credit card for items purchased at a grocer. If the consumer 
purchases gas and Snacks at one store, the algorithm can 
select the EXXon card to pay for the gas purchase and can 
select the VISA card to pay for the snack purchase. 
At step 635, computer system 170 and/or financial trans 

action platform 575 causes a portion of the association infor 
mation to be displayed. Step 635 can be after step 625. In this 
scenario, for example, the consumer just provided the proxy 
card to the merchant to pay for the coffee. The proxy card was 
Swiped and the transaction is going through the authorization 
process. During the authorization process, a listing of the 
payment accounts associated with the proxy card can be 
displayed on the consumer's mobile device, as is illustrated in 
display 800 of FIG. 8A. The consumer can use his mobile 
device to select the payment account to use for the payment, 
Such as by touching the screen to indicate a selection of one of 
the displayed payment accounts. 

In this example, computer system 170 and/or financial 
transaction platform 575 obtained the listing of the payment 
accounts associated with the proxy card while accessing the 
database at step 625, where the listing of the payment 
accounts is a portion of the association information. Com 
puter system 170 and/or financial transaction platform 575 
sends or causes to be sent this listing of payment account to 
the consumer's mobile device, and the consumer used his 
mobile device to select the payment card to use for the pay 
ment. 

At step 640, computer system 170 and/or financial trans 
action platform 575 receives selection information indicating 
a selection of a first payment account. Step 640 can occur after 
step 625 or 635. After the consumeruses his mobile device to 
select the payment account to use for the payment, the mobile 
device can send selection information to computer system 
170 and/or financial transaction platform 575, where the 
selection information indicates a selection of a first payment 
account to use for the payment. 
At step 645, computer system 170 and/or financial trans 

action platform 575 causes an authorization for the payment 
to be sent to, for example, an object identifier such as a POS 
system 158. Step 645 can occur after any of steps 625-640. As 
a first example, computer system 170 and/or financial trans 
action platform 575 causes the authorization to be sent by 
sending the transaction information and the selected payment 
account information to financial system 160. The financial 
system determines whether the payment account has access 
to adequate funds to make the payment, and authorizes the 
payment when adequate funds are available. The payment 
account can be deemed to have sufficient funds available for 
use for the payment in several ways. For example, when the 
payment account is a deposit account, it can be deemed to 
have sufficient funds available for use when the amount of 
funds in the account is equal to or greater than the amount of 
the payment. 
The deposit account can also be deemed to have sufficient 

funds available for use even when the amount of funds in the 
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account is less than the amount of the purchase. For example, 
if the account has overdraft protection, the account can be 
deemed to have sufficient funds available for use when the 
amount of funds in the account plus the amount of funds 
available via overdraft protection is equal to or greater than 
the amount of the payment. When the payment account is a 
credit account, the payment account can be deemed to have 
sufficient funds available for use when the amount of credit 
funds available via the credit account is equal to or greater 
than the amount of the payment. When financial system 160 
deems that the payment account has sufficient funds available 
for use, financial system 160 sends the authorization for the 
purchase to the object identifier, such as POS system 158. 
As a second example, computer system 170 and/or finan 

cial transaction platform 575 can send the authorization to an 
object identifier, such as POS system 158. Computer system 
170 and/or financial transaction platform 575 can determine 
if the payment account is deemed to have sufficient funds 
available for use, and can decide to authorize the payment 
transaction. Computer system 170 and/or financial transac 
tion platform 575 can decide to authorize the payment trans 
action based on other information, Such as the consumer's 
credit report or based on past usage of the proxy card or the 
payment account. When computer system 170 and/or finan 
cial transaction platform 575 decide to authorize the payment 
transaction, computer system 170 and/or financial transaction 
platform 575 can send the authorization to the object identi 
fier, or can alternately send the authorization to financial 
system 160, which can relay the authorization to the object 
identifier. 

After step 645, the consumer can choose to change the 
payment account used to obtain funds for the payment, as is 
discussed further below. 
At step 650, computer system 170 and/or financial trans 

action platform 575 causes funds to be transferred from the 
first payment account to an account associated with the payee. 
When the consumer does not change the payment account, 
step 650 occurs. Computer system 170 and/or financial trans 
action platform 575 at step 645 sent transaction information 
and payment account information to financial system 160, 
and financial system 160 authorized the payment. The action 
of causing the payment authorization, unless prevented from 
taking effect, such as by canceling the payment, causes funds 
to be transferred from the first payment account to an account 
associated with the payee. The transaction information 
includes an amount corresponding to the amount to be trans 
ferred as well as information regarding the payee Sufficient to 
allow identification of the account associated with the payee 
into which the funds are to be transferred. The payment 
account information includes information regarding the pay 
ment account Sufficient to allow identification of the account 
to facilitate the transfer of funds from the account. 

At step 655, computer system 170 and/or financial trans 
action platform 575 causes information associated with the 
payment accounts to be displayed. Step 655 can occur after 
steps 620-630, 645, or after POS system 158 receives the 
authorization for the purchase. In a first example scenario, the 
consumer completed the purchase and left the merchants 
place of business with the purchased goods. Upon arriving 
home, the consumer decides to change the payment account 
to use for the payment. The consumer initiates communica 
tions with computer system 170 and/or financial transaction 
platform 575 using a computing device. Such as the consum 
er's Smartphone, tablet computer, or desktop computer. Com 
puter system 170 and/or financial transaction platform 575 
obtains the listing of payment accounts associated with the 
proxy card by accessing the database, as in step 625. 
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Computer system 170 and/or financial transaction plat 

form 575 sends or causes to be sent the listing of payment 
accounts to the consumers computing device, as is illustrated 
at display 800 of FIG.8A and display 801 of FIG.8B. Display 
800 illustrates an example of a display in a scenario where 
computer system 170 and/or financial transaction platform 
575 initially selected the payment account (step 630) in the 
background and the consumer may be unaware of this back 
ground processing. Display 801 illustrates an example of a 
display where the results of step 630 (e.g., the initial selection 
of the VISA account to use for the S100.00 purchase at Bob's 
Steak House) are brought to the consumers attention via 
display 801, or where the consumer made the initial selection 
of the payment account (steps 635-640). 
The information displayed or otherwise output by the com 

puting device can further include information related to the 
transaction, such as the amount of the transaction and infor 
mation related to the payee, Such as the name of the merchant 
with whom the consumer did the transaction. The information 
can also include a notification of a time limit for changing the 
payment account associated with the proxy card to use for the 
transaction. For example, the time limit can be a predefined 
amount of time or time period (e.g., “You have until 7:00pm 
tonight to change the account used for this purchase' or “You 
have 60 minutes left to change the account used for this 
purchase”). The predefined time limit can be based on knowl 
edge or estimates of delays inherent in the financial system 
that processes the payment. For example, when the financial 
system batches payment transactions for processing, the time 
limit can be based on when the financial system begins to 
batch process the payment transactions. The time limit can be 
other predefined amounts of time or time periods, one 
example being a time limit that the company that offers the 
proxy card sets based on what the company deems to be a 
reasonable time limit. 

In addition to being a predefined amount of time or time 
period, the time limit can be variable based on, for example, 
when the payment is actually processed. The financial system 
may take Some time, such as several hours, to batch process 
all the payment transactions. In this example, even after the 
batch processing starts, the consumer can change the payment 
account used for the transaction as long as computer system 
170 and/or financial transaction platform 575 can prevent that 
particular payment transaction from being batch processed, 
Such as by canceling the payment and having the cancellation 
take effect before the payment is processed (i.e., the transfer 
of funds has occurred). The consumer uses the computing 
device to select a second payment account to use for the 
payment, and from which funds for the payment are to be 
taken. The change will be accepted by computer system 170 
and/or financial transaction platform 575 as long as computer 
system 170 and/or financial transaction platform 575 can 
prevent obtaining the funds from the first payment account. 

In a second example scenario, the consumer takes the 
goods to a checkoutstand where the merchant reads his proxy 
card using a card reader to initiate a payment for the goods 
(step 620). Shortly after his proxy card is read, the consumer's 
mobile device displays an indication to select a payment 
account associated with the proxy card to use for the transac 
tion (step 655, display 800 of FIG. 8A). The consumer taps 
the screen of his mobile device to indicate a selection of a 
payment account, and the payment is processed using the 
selected payment account (step 660-665). However, while 
this is going on, steps 615. 620,625, 630, and 645 all happen, 
in Some embodiments transparently to the consumer. Right 
after the consumer's proxy card was read (step 620), com 
puter system 170 and/or financial transaction platform 575 
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selected a payment account associated with the proxy card 
(steps 625-630), and obtained an authorization for the pur 
chase using the selected payment card (step 645). The con 
Sumer does not need to be aware, or even possibly is not 
aware, that these steps (i.e., steps 625, 630, and 645) are 
happening using the payment account selected in step 630. 

In some embodiments, at step 655 computer system 170 
and/or financial transaction platform 575 cause a portion of 
the association information that is relevant to the transaction 
to be displayed. Some of the items associated with the proxy 
card may not be relevant to the transaction. In a first example 
a proxy card is associated with payment accounts associated 
with a VISA card, an American Express card, a debit card, and 
a gift card. At step 655, the consumer's mobile device dis 
plays these four accounts to enable the consumer to indicate 
which account to use for the transaction (label 800, FIG. 8A). 
In a second example, the proxy card is associated with the 
same four payment accounts. However, in this example, the 
proxy card is being used at a merchant that does not accept 
American Express cards, and the gift card is not valid at the 
merchant. At step 655, the consumer's mobile device does not 
display any information related to the American Express 
account, due to the merchant not accepting this card, and also 
does not display any information related to the gift card, due 
to the gift card not being valid at the merchant (label 802, FIG. 
8C). 
As another example, identification Such as a driver's 

license can be associated with the proxy card, and the iden 
tification may not be relevant when the proxy card is being 
used to pay for a purchase, as driver's licenses may not be 
usable to make a payment. In this example, the portion of the 
association information displayed does not include any infor 
mation regarding the driver's license. 

In another example, some payment accounts associated 
with the proxy card may not have sufficient funds available 
for use for the transaction. The transaction may involve a 
payment of S100, and one of the payment accounts may only 
have S50 of funds available for use. In this example, the 
portion of the association information displayed does not 
include any information regarding the payment accounts that 
do not have sufficient funds available for use for the payment 
(e.g., the payment account with only $50 of funds available 
will not be displayed when the proxy card is being used for a 
transaction involving a payment of S100). 

In another example, some payment accounts associated 
with the proxy card may not be accepted for a transaction. For 
example, a pre-paid public transportation fee card may only 
be accepted by the public transportation agency that issued 
the card. When the consumer is using the proxy card to 
purchase goods at a merchant, the portion of the association 
information displayed does not include any information 
regarding the payment account associated with the pre-paid 
public transportation fee card, as this account cannot be used 
at the merchant. 

In another example, Some brand or types of payment 
accounts associated with the proxy card may not be accepted 
for a transaction. For example, a merchant may not accept 
credit cards at all, or may not accept debit cards at all, or may 
not accept a certain brand of credit card (e.g., American 
Express(R credit cards). When the consumer is using the 
proxy card to purchase goods at the merchant, the portion of 
the association information displayed does not include any 
information regarding payment accounts associated with 
credit cards when the merchant does not accept credit cards. 
The displayed information similarly does not include any 
information regarding payment accounts associated with 
debit cards when the merchant does not accept debit cards, 
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and does not include any information associated with a cer 
tain brand of credit card when the merchant does not accept 
that brand of credit card. 

In another example, a stored value card associated with the 
proxy card may not be valid at certain merchants. For 
example, a pre-paid gift card purchased for Bob's Steak 
House may only be valid at Bob's Steak House. When the 
consumer goes to any business other than Bob's Steak House, 
the portion of the association information displayed does not 
include any information regarding the payment account asso 
ciated with the pre-paid gift card for Bob's Steak House. 

Step 660 includes receiving selection information indicat 
ing a selection of a second payment account. Step 660 can 
occur after step 645 or 655. After the consumer uses his 
computing device to select the payment account to use for the 
payment, the computing device can send selection informa 
tion to computer system 170 and/or financial transaction plat 
form 575, where the selection information indicates a selec 
tion of a first payment account to use for the payment. 
At step 665 computer system 170 and/or financial transac 

tion platform 575 causes funds to be transferred from the 
second payment account to an account associated with the 
payee. Computer system 170 and/or financial transaction 
platform 575 sends the transaction information and the sec 
ond payment account information to financial system 160. 
This is done to cause the funds for the payment to come from 
the second payment account rather than the first payment 
account. Financial system 160 can authorize the payment 
using the second payment account, and can send a payment 
authorization to computer system 170 and/or financial trans 
action platform 575. Computer system 170 and/or financial 
transaction platform 575 can also prevent funds for the pay 
ment from being obtained from the first payment account. For 
example, computer system 170 and/or financial transaction 
platform 575 can send information to financial system 160 
that causes the payment and/or the payment authorization to 
be canceled. 

FIG. 6B is a flow chart illustrating an example of a method 
for processing a payment made using a proxy card. At step 
670, a mobile device receives a message indicating to select a 
financial account associated with a proxy object, such as a 
proxy card. At step 635, computer system 170 and/or finan 
cial transaction platform 575 sends a message to the consum 
er's mobile device that causes a portion of the association 
information to be displayed. In some embodiments, at step 
670, the consumer's mobile device receives the message. The 
message includes a listing of a portion of the payment 
accounts associated with the proxy card. The description of 
step 655 discusses other portions of the association informa 
tion that can be displayed. In response to the message, the 
mobile device displays a portion of the payment accounts and 
prompts the consumer to select a payment account to use for 
the payment, as is illustrated at display 800 of FIG. 8A. 
At step 655, computer system 170 and/or financial trans 

action platform 575 can send a message to the consumers 
mobile device that causes a portion of the association infor 
mation to be displayed. In some embodiments, at step 670, the 
consumer's mobile device receives the message. The mes 
sage includes a listing of a portion of the payment accounts 
associated with the proxy card. The portion of the payment 
accounts that can be listed can be all of the payment accounts 
associated with the proxy card. The description of step 655 
discusses other portions of the association information that 
can be displayed. In response to the message, the mobile 
device displays a portion of the payment accounts and indi 
cates to the consumer to select a payment account to use for 
the payment, as is illustrated at display 800 of FIG. 8A. 
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At step 672, the consumer's mobile device inputs an indi 
cation of a selection of a financial account associated with the 
proxy object. The consumer can indicate a selection, Such as 
by touching the VISA box of display 800 to indicate a selec 
tion of the VISA account. The mobile device can input this 
indication. 
At step 675, a mobile device sends a message indicating a 

selection of a first financial account associated with the proxy 
card. After the mobile device inputs the indication of the 
consumer's selection, the mobile device sends a message to 
computer system 170 and/or financial transaction platform 
575 indicating the selection. In some embodiments, the 
method continues at step 640, where computer system 170 
and/or financial transaction platform 575 receives the mes 
sage. In some embodiments, the method continues at step 
660, where computer system 170 and/or financial transaction 
platform 575 receive the message. 

At step 680, the consumer's mobile device receives a mes 
sage indicating that a different financial account associated 
with the proxy card can be selected. At step 655, computer 
system 170 and/or financial transaction platform 575 sends a 
message to the consumer's mobile device that causes the 
mobile device to display information associated with the 
payment accounts. At step 680, the consumer's mobile device 
receives the message. Earlier at step 645, an authorization for 
the payment was obtained using the first payment account. 
However no funds have yet been transferred. Because the 
funds have not yet been transferred, the payment using the 
first payment account can still be stopped, and a different 
financial account associated with the proxy card can be used 
for the payment. 
The message that is received at step 680 can include a list 

of accounts associated with the proxy card that can be used for 
the payment in place of the first payment account. The mes 
sage can further contain information such as a description of 
the transaction (e.g., “The following account was used for 
your S100.00 purchase at Bob's Steak House'), and informa 
tion regarding a time limit or time window for changing the 
payment account to be used for the payment (e.g., “You have 
until 7:00 pm tonight to change the account used for this 
purchase”). The mobile device can display this information, 
as is illustrated by display 801 of FIG. 8B. 

At step 685, the consumer's mobile device sends a message 
indicating a selection of a second financial account associated 
with the proxy card. While step 685 provides an opportunity 
for the consumer to select a different payment account to use 
for the payment, the consumer need not select a different 
payment account. If the consumer does not select a different 
payment account, the method continues at step 650, where the 
payment is processed using funds from the first payment 
account. If the consumer selects a different payment account, 
the mobile device sends a message to computer system 170 
and/or financial transaction platform 575 indicating the con 
Sumer's selection. The method continues at step 660, where 
computer system 170 and/or financial transaction platform 
575 receives the message. 

FIG. 7 is a flow chart illustrating an example of a method 
for selecting a payment account to use to pay for a financial 
transaction. All actions, decisions, determinations, and the 
like which are taken or received by financial transaction plat 
form 575 in the example method of FIG. 7 can also be taken 
or received by computer system 170. 

At step 705, a financial transaction platform enables mul 
tiple merchants (also sellers and payees) to engage in finan 
cial transactions with customers (also buyers and payers). 
Referring to the embodiment of FIG. 5A, a financial transac 
tion platform, such as financial transaction platform 575, can 
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process electronic payments made by the customers to the 
merchants, thereby enabling the merchants to engage in 
financial transactions with the customers. For example, finan 
cial transaction platform 575 can process electronic payments 
made by a customer using a payment card. Such as payment 
card 505. The customer or the merchant swipe payment card 
505 through card reader 155 of POS system 158A, and POS 
system 158A sends payment card and transaction information 
to financial transaction platform 575. Financial transaction 
platform 575 causes funds for the financial transaction (i.e., to 
pay for or make a payment associated with the financial 
transaction) to be transferred from an account associated with 
payment card 505 to an account associated with the merchant. 
At step 710, financial transaction platform 575 receives 

transaction information associated with a financial transac 
tion. A customer engages in a financial transaction with a 
merchant. The financial transaction is associated with a trans 
action, such as the sale of goods, the providing of services, 
and/or the providing of rentals, as well as for other purposes 
or associated with other occurrences. POS system 158 of FIG. 
5A is used for the transaction and obtains the transaction 
information. The transaction information can include, among 
other information, the amount of the sale, the amount charged 
for providing the services, the amount charged for providing 
the rentals, a tip amount associated with the transaction, and/ 
or a listing of items associated with the transaction, Such as a 
listing of items sold or rented, or a listing of services pro 
vided. POS system 158 sends the transaction information 
associated with the financial transaction to financial system 
160, and financial system 160 sends the transaction informa 
tion to financial transaction platform 575, which receives the 
transaction information. In another example, POS system 
158A sends the transaction information associated with the 
financial transaction to financial transaction platform 575, 
which receives the transaction information. 
At step 715, financial transaction platform 575 receives 

proxy object information, the proxy object being associated 
with multiple payment accounts. Step 715 can occur after step 
705 and before or after step 710. Referring to the embodiment 
of FIG.5A, the proxy object of the example method of FIG. 
7 is proxy card 150. Financial transaction platform 575 
receives the proxy card information associated with proxy 
card 150. A customer provides proxy card 150, which is 
associated with multiple payment accounts, to the merchant. 
The merchant swipes proxy card 150 through card reader 155, 
and card reader 155 obtains proxy card information from the 
magnetic strip of proxy card 150. Card reader 158 sends the 
proxy card information to POS system 158 and POS system 
158 sends the proxy card information to financial system 160. 
Financial system 160 sends the proxy card information to 
financial transaction platform 575, which receives the proxy 
card information. In another example, POS system 158A 
sends the proxy card information to financial transaction plat 
form 575, which receives the proxy card information. The 
proxy card information and the transaction information can 
be sent as part of one message. 
At step 720, financial transaction platform 575 accesses a 

database based on the proxy card information to determine 
the multiple payment accounts associated with the proxy 
card. Step 720 can occur after step 715 and before or after step 
710. The database contains an association of proxy card infor 
mation with the payment accounts that are associated with the 
proxy card. The customer can have linked or associated the 
proxy card with multiple payment accounts using the data 
base. 

For example, the database can associate proxy card infor 
mation with the multiple payment accounts that are associ 
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ated with proxy card 150, and this association was previously 
created by the customer. Financial transaction platform 575 
accesses the database. The proxy card information, in this 
example the account number which is part of the proxy card 
information, is used as an index into the database. In some 
embodiments, the proxy card information goes through a 
transformation before it is used as an index into the database. 
In Such a case, the database access is based on the proxy card 
information in that it is based on a transformation of the proxy 
card information. The database returns the payment accounts 
associated with the proxy card, and financial transaction plat 
form 575 receives information associated with the multiple 
payment accounts. 
At step 725, financial transaction platform 575 selects a 

payment account to use for the financial transaction by apply 
ing a policy. Step 725 can occur after steps 715 or 720. 
Financial transaction platform 575 applies a policy to select 
the payment account to use for the financial transaction, for 
example selecting the payment account to use to make a 
payment associated with the financial transaction. 

In some embodiments, the policy can be customized by the 
customer. In a first example, the customer logs into a website 
of the entity that provides the proxy card and customizes the 
policy. The customer customizes the policy by setting a first 
payment account as the top priority account to use, setting a 
second payment account as the second priority payment 
account to use, etc. In a second example, the customer installs 
an application on his mobile device, and uses the application 
to customize the policy. The customer uses the application to 
customize the policy by setting the first payment account as 
the top priority account, setting the second payment account 
as the second priority payment account to use, etc. In a third 
example, the customer sends a text message or email to cus 
tomize the policy. The customer customizes the policy by 
sending a text message to a particular phone number or an 
email to a particular email address that indicates to set a first 
payment account as the top priority account, to set a second 
payment account as the second priority payment account, etc. 

In some embodiments, the policy is customized for the 
customer, such as by financial transaction platform 575 or 
computer system 170. The customization of the policy can be 
based on input of the customer, such as preferences of the 
customer. For example: the customer may prefer to use a 
particular payment account at all times; the customer may 
prefer to use a payment account that is associated with an 
incentive program, Such as a credit card associated with an 
American Airline's frequent flyer program; the customer may 
prefer to use pre-paid gift cards; the customer may prefer to 
use the account into which the customer's employer direct 
deposits the customer's paychecks, such as the customer's 
primary checking account; the customer may prefer to select 
the payment account to use for each transaction. 

The customization can include multiple levels of customi 
Zation and customization that includes conditionals, among 
other types. For example, the customer may prefer to use 
pre-paid gift cards as the highest priority, and may use debit 
cards as the second priority. In this case, the debit cards will 
not be used until pre-paid gift card funds are exhausted. As a 
second example, the customer may customize the policy Such 
that: if the payee is a grocer, use a first payment account; if the 
payee is a gas station, use a second payment account, unless 
the payee is EXXon, in which case use a third payment 
account. As a third example, the customer may customize the 
policy Such that: American Airlines miles are optimized until 
20,000 miles are reached; once 20,000 miles are reached, 
select pre-paid gift cards as the highest priority. In some 
embodiments, the policy is implemented via an algorithm. 
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In Some embodiments, the policy can be based on the funds 

available for use from the payment account. For example, a 
customer can decide to purchase a television for S1,000, and 
can use proxy card 150 to pay for the financial transaction 
associated with the purchase. Proxy card 150 can have three 
associated credit cards, with the first card having S100 
remaining until the first card's credit limit is reached, the 
second card having S500 remaining until the second cards 
credit limit is reached, and the third card having S1,500 
remaining until the third cards credit limit is reached. The 
S100, S500, and $1,500 represent the funds that are available 
to use respectively from the first, second, and third credit 
cards. 

Financial transaction platform 575 has access to data rep 
resenting these remaining credit limits and available fund 
amounts. For example, financial transaction platform 575 can 
communicate with financial system 160, and financial system 
160 provides information regarding the credit limit, the avail 
able credit, and/or the funds available for each credit card. 
Financial transaction platform 575 uses the credit limit, avail 
able credit, and/or funds available information in selecting 
the payment account to use for the financial transaction. 

In another example, the customer provides information 
regarding the credit limit of each credit card associated with 
proxy card 150, and financial transaction platform 575 main 
tains a calculation of the funds available for use. When proxy 
card 150 is used, per step 710, financial transaction platform 
575 receives transaction information associated with finan 
cial transaction involving proxy card 150. By Summing the 
amount paid for each financial transaction by each payment 
card associated with proxy card 150, financial transaction 
platform 575 can determine the outstanding balance for each 
card. Based on the credit limit of each payment account 
provided by the customer, financial transaction platform 575 
determines the credit remaining until the credit limit is 
reached by Subtracting the outstanding balance for a given 
card from the credit limit, thereby determining the funds 
available for use from the given card. 

Financial transaction platform 575, having access to data 
representing the funds available for use from each of the three 
associated credit cards, determines that only the third card, 
has enough funds available to pay the S1,000 cost of the 
television. By applying Such a policy, financial transaction 
platform 575 selects the third card to pay for the financial 
transaction associated with the purchase of the television, 
based on the third card having sufficient funds available to 
pay the purchase price of the television. 

In some embodiments, the policy can be based on the type 
of the payment account. For example, the policy can select a 
first type of card, Such as gift cards, before selecting any other 
type of card. The policy can further select a second type of 
card, for example ATM cards, before selecting a third type of 
card, for example credit cards. Examples of types of payment 
accounts include: a payment account associated with a par 
ticular brand, for example an account associated with a VISA 
branded credit card; a payment account associated with a 
particular issuer, for example an account associated with a 
Chase Bank issued credit card; a payment account accepted 
by a particular merchant, for example an account associated 
with an EXXon credit card accepted by EXXon; a payment 
account associated with any of a credit card, an automated 
teller machine (ATM) card, a debit card, a pre-paid gift card, 
ora fleetcard, for example a payment account associated with 
a credit card. 

In Some embodiments, the policy can be based on an incen 
tive program associated with the payment account. The policy 
can select a payment account based on, for example, obtain 
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ing points for a frequent flyer program. The policy may be 
customized in this way because a customer wants to use 
frequent flyer program points for travel for an upcoming 
vacation. Examples of an incentive program include a 
rewards program, a points program, a mileage program, a 
frequent flyer program, a travel rewards program, an experi 
ential rewards program, a hotel rewards program, a cash back 
reward program, a restaurant rewards program, and a loyalty 
program, among others. In an example, the policy can be 
based on optimizing or maximizing incentive program points, 
Such as reward points for a rewards program. Financial trans 
action platform 575 determines which cards can be used to 
obtain reward points for the reward program. When multiple 
cards can be used, financial transaction platform 575 deter 
mines which card would obtain the maximum reward points 
if used. The selection of the payment card is based on opti 
mizing or maximizing the reward points for the purchase, 
Such as by selecting the payment account associated with the 
payment card that would obtain the maximum reward points 
if used. 
The following description expands on the above example, 

for an embodiment where the customer can customize the 
policy. The customer customizes the policy with the goal of 
obtaining American Airlines miles. Proxy card 150 has in this 
example an associated credit card that provides one mile of 
American Airlines mileage credit for each dollar spent with 
the associated credit card. The credit card may also have a 
program running where the mileage credits are doubled (i.e., 
two miles credit for each dollar spent) if the card is used to 
purchase S200 in groceries at a certain store, for example, 
Safeway. Financial transaction platform 575 sends a message 
to the customer making the customer aware of this double 
mileage program, and the customer decides to shop at Safe 
way for the next several weeks. Financial transaction plat 
form 575 selects the American Airlines credit card to use 
when the customeruses proxy card 150 at Safeway until S200 
in groceries are purchased, thereby triggering the double 
mileage program. In this case, the selection of the payment 
account is based on both an incentive program (i.e., selecting 
a card based on an associated American Airlines mileage 
program), as well as on a merchant (i.e., selecting a cardbased 
on the merchant being Safeway in order to cause the trigger 
ing of the double mileage program). 

In some embodiments, the policy or application of the 
policy is based on a merchant category code, or a combination 
of an incentive program and a merchant category code 
(MCC). A MCC is a four digit number assigned to a business 
by credit card companies. The MCC is used to classify the 
business by the type of goods or services that it provides. For 
example, “5411 is the MCC for Grocery Stores and Super 
markets. The preceding example might be changed such that 
double miles are provided for purchasing $200 of groceries, 
not at Safeway, but at merchants with a MCC of “5411 (i.e., 
at Grocery Stores and Supermarkets). In this case, financial 
transaction platform 575 selects the American Airlines credit 
card to use when proxy card 150 is used at a merchant with a 
MCC of “5411 until $200 in groceries are purchased, 
thereby triggering the double mileage program. 

In this example, the selection of the payment account is 
based on both an incentive program (i.e., selecting a card 
based on an associated American Airlines mileage program), 
as well as on a MCC (i.e., selecting a card based on the MCC 
being “5411, indicating that the merchant is a Grocery Store 
or Supermarket). The selection of the payment account can 
similarly be based on just the MCC. For example, a customer 
can customize the policy Such that a gasoline credit card is 
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chosen for purchases made at a merchant with an MCC indi 
cating that the merchant sells gasoline. 

In some embodiments, the selection of the payment 
account is based on a timing parameter. Example timing 
parameters include the time, date, day of the week, week, 
month, and year. For example: a customer can customize the 
policy Such that a certain credit card is selected for purchases 
made on a date (i.e., Jan. 10, 2014); on a day of the week (i.e., 
on Tuesdays); during a week (i.e., during the first week of 
February or the sixth week of the year); during a month (i.e., 
during February); or during a year (i.e., during 2014). 

In some embodiments, the selection of the payment 
account is based on an indication of the customer. For 
example, the customer can indicate a preference to indicate 
the payment account to use for each transaction, and the 
policy is customized based on this indication. The database of 
step 720 can include contact information for a mobile device 
of the customer that is associated with the proxy card, Such as 
in internet protocol (IP) address or phone number of the 
mobile device. Financial transaction platform 575, based on 
the contact information, causes information associated with 
at least one of the payment account associated with the proxy 
card to be displayed on the mobile device, as is illustrated at 
display 800 of FIG. 8A. The customer indicates which pay 
ment account to use. Such as by touching the VISA selector of 
display 800. The mobile device sends this indication to finan 
cial transaction platform 575, and financial transaction plat 
form 575 selects the VISA account based on the customer 
indicating to use the VISA account. 

In some embodiments, the selection of the payment 
account is based on past payment account selections and/or 
usage. For example, a customer may indicate to use whatever 
was the last payment card used, or whatever was the last 
payment card used at that merchant, or whatever was the last 
payment card used at the type of merchant. The type of the 
merchant can be indicated by the MCC code of the merchant, 
with merchants having the same MCC being of the same type. 
At step 730, financial transaction platform 575 sends infor 

mation associated with the payment account to a financial 
system to cause funds for the financial transaction to be 
obtained from the payment account. Step 730 can occur after 
any of steps 715-725 or step 740. Referring to the embodi 
ment of FIG. 5A, financial transaction platform 575 sends 
information associated with the payment account to financial 
system 160. The information associated with the payment 
account includes information obtained from the database dur 
ing step 720, and includes payment account information and 
transaction information. The sending of the payment account 
information and the transaction information to financial sys 
tem 160 causes financial system 160 to obtain funds from the 
payment account for the financial transaction. 
At step 735, financial transaction platform 575 causes the 

funds for the financial transaction to be deposited in an 
account associated with the merchant. Step 735 can occur 
after any of steps 715–730. The account can be, for example, 
the merchant's bank account at a bank or a credit union or 
another financial institution. Alternatively, the account can be 
a financial account associated with financial transaction plat 
form 575, where the funds can be held in trust for the benefit 
of the merchant. For example, the financial account associ 
ated with financial transaction platform 575 can be a bank 
account at a bank or a credit union or another financial insti 
tution where the merchants funds are held in trust for the 
benefit of the merchant. 
At step 740, financial transaction platform 575 selects 

additional payment accounts associated with the proxy card 
to use for the financial transaction by applying the policy. Step 
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740 can occur after any of steps 725-735. A customer decides 
to purchase a television for S1,000, and uses proxy card 150 
to pay for the financial transaction associated with the pur 
chase. Proxy card 150, in this example, has three associated 
payment accounts, with the first account having S100 remain 
ing until its credit limit is reached, the second account having 
S500 remaining until its credit limit is reached, and the third 
account having S400 remaining until its credit limit is 
reached. Financial transaction platform 575 determines that 
no payment account has sufficient funds available to pay the 
purchase price of the television. 

Financial transaction platform 575 determines that suffi 
cient funds can be obtained from the combination of the three 
payment accounts to cover the cost of the television purchase. 
Financial transaction platform 575 determines that the S100 
of funds available from the first payment account, along with 
the S500 of funds available from the second payment account 
and the S400 of funds available from the third payment 
account, can be used to pay the S1,000 cost to purchase the 
television. In this example, an initial payment account of the 
three credit payment accounts can be selected during step 
725. For example, the first payment account can be selected 
during step 725, and step 730 can include causing the S100 in 
funds from the first payment account to be obtained from an 
account associated with the first payment account. 

At step 740, financial transaction platform 575 selects the 
second and third payment accounts to use for the financial 
transaction by applying the policy. The policy, in this 
example, being to use multiple payment accounts when 
funds/credit limit available in any single account are insuffi 
cient to pay for the financial transaction, and the credit limit/ 
funds available from the multiple accounts associated with 
the proxy card are sufficient to pay for the financial transac 
tion. The policy can select additional payment accounts for 
other reasons as well. For example, to obtain rewards points 
from the multiple payment accounts, or to spend just enough 
with a first payment account to trigger a reward, such as 
adequate frequent flyer miles to obtain travel for a vacation, 
and selecting a second payment account to pay for the remain 
der of the financial transaction. 
At step 745, financial transaction platform 575 causes the 

funds to pay for the financial transaction to be obtained from 
the selected additional payment accounts. Causing the funds 
to be obtained from the additional payment accounts can be 
done in a manner similar to step 730, but done for each of the 
additional payment accounts. The Sum of the funds obtained 
from the selected initial payment account and the selected 
additional payment accounts can correspond to the amount of 
the payment associated with the financial transaction. 

FIG. 9 is a flow chart illustrating operations of an example 
ofa method for selecting a payment account based on location 
information. The method can involve a proxy card, such as 
proxy card 1100 of FIG. 11. Proxy card 1100 is a proxy card 
that includes a substantially flat substrate 1105, on which are 
affixed or embedded magnetic stripe emulator 1110 and inte 
grated circuit 1120 containing processor 1115, non-volatile 
memory 1125, and communication interface 1140. Substrate 
1105 can be made of the same or similar material as any 
ordinary credit card. Such as plastic. A proxy card can also 
have other configurations. In various embodiments, commu 
nication interface 1140 can communicate via any of various 
technologies, such as a cellular network, a short-range wire 
less network, a wireless local area network (WLAN), etc. The 
cellular network can be any of various types, such as code 
division multiple access (CDMA), time division multiple 
access (TDMA), global system for mobile communications 
(GSM), long term evolution (LTE), 3G, 4G, etc. The short 
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range wireless network can also be any of various types. Such 
as Bluetooth low energy (BLE), near field communication 
(NFC), etc. The WLAN can similarly be any of various types, 
such as the various types of IEEE 802.11 networks, among 
others. 
As an overview of an example of the method, the example 

starts with the proxy card, or a computer system such as a 
mobile device, obtaining location information indicating the 
location of the proxy card. A location can take various forms, 
as indicated by the location information. For example, the 
location information can indicate a specific geographic loca 
tion, or a merchant, or a merchant that accepts only VISAR) 
credit cards. The location information can come in various 
forms, such as GPS coordinates indicating a specific geo 
graphic location, or a message sent by a POS system identi 
fying the merchant, indicating that the location is at a place of 
business of the identified merchant. The proxy card or the 
computer system can select a payment account to use based 
on the location information, such as selecting a gift card that 
is accepted by the merchant when the location information 
indicates a place of business of the merchant. The proxy card, 
or the computer system, access memory or another type of 
storage to obtain account information to use to process the 
payment based on the selected payment account. When the 
proxy card includes a magnetic stripe emulator, the processor 
of the proxy card or the computer system cause the magnetic 
stripe emulator to emulate a magnetic stripe encoded with the 
account information. The proxy card is then Swiped though a 
card reader to initiate a payment using the selected payment 
acCOunt. 

Three examples will be discussed to facilitate explanation. 
The operations of the first example are performed by a pay 
ment card, which in this first example is a proxy card, such as 
proxy card 1100. The operations of the second example are 
performed by a computer system, and more specifically, by a 
mobile device. The operations of the third example are per 
formed by a remote computer system (i.e., a computer system 
remote to the location of the proxy card). 
The first example of the method of FIG.9begins at step 905 

with the proxy card obtaining location information, Such as 
location information indicating the location of the proxy card. 
The proxy card is associated with data including a credit card, 
a debit card, a gift card, and a driver's license. While location 
information can indicate a specific geographic location, Such 
as global positioning system (GPS) coordinates received by 
communications interface 1140, the location information can 
also convey other types of location related information. For 
example, the location information can indicate: a specific 
merchant, such as Walmart(R); a type of a merchant, such as a 
gas station or a coffee shop; a merchant having a merchant 
category code (MCC) with a certain value; a merchant with a 
certain characteristic, such as one that only accepts VISA 
credit cards; a location of a transmitter Such as a cellular 
network transceiver or a WLAN transceiver; a zip code; a 
city; a county; a state; or a country, among other possibilities. 
The circuitry embedded in or affixed to the proxy card, for 

example a processor embedded in the proxy card, can obtain 
location information indicating the location of the proxy card 
in any of various ways. Other devices, such as the mobile 
device of the second example, can similarly obtain location 
information. As a first example, the location information can 
be obtained by wirelessly receiving an MCC code from a POS 
system, or via a card Swipe with a card reader associated with 
the POS system. The MCC code value indicates the category 
of merchant at which the proxy card is located (e.g., an MCC 
code of “5411 indicates that the proxy card is located at a 
grocery store or a Supermarket). As another example, the 
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location information can be a code sent by the POS system 
that identifies the merchant, Such as a merchant identification 
number or alpha-numeric character string that can include 
symbols and/or other types of characters. The code indicates 
that the proxy card is at the merchant (i.e., at a place of 
business of the merchant). As another example, the location 
information can be any message or data received via short 
range wireless transmission from a POS system of a mer 
chant. Receiving the data sent in this manner, Such as via BLE 
or NFC, indicates that the proxy card is at the merchant. As 
another example, the location information can be data 
received via wireless transmission that indicates crossing a 
geo-fence into an area associated with a merchant, which 
indicates that the proxy card is at the merchant. A geo-fence 
is a virtual perimeter of a geographic area and can be dynami 
cally generated. Such as a radius around a store or point 
location, a predefined set of boundaries, such as a boundary 
that follows the external walls of a business, etc. 
As another example, the location information can be any 

data that indicates that the proxy card (and accordingly the 
customer) is traveling, such as by indicating that the proxy 
card is more than a predefined distance from his place of 
residence. For example, the location information can include 
a Zip code, an indication of a city, county, state, or country; a 
signal from a cellular network transceiver, etc. that indicates 
that the proxy card is with a customer who is traveling. A 
signal from a cellular network transceiver can indicate that 
the proxy card is with a customer who is traveling. For 
example, a message from the transceiver can indicate an 
identity of the transceiver. The location of the transceiver can 
be determined be performing a database lookup based on the 
identity, and the location an indicate that the proxy card is 
with a customer that is traveling. 
As another example, several pieces of location information 

can be combined to determine the location of the proxy card. 
A message received from a POS system during a purchase 
transaction can indicate that the proxy card is at a merchant, 
such as Walmart. A transmission received from a cellular 
network transceiver can indicate that the proxy card is near 
the geographic location of the transceiver, as discussed above. 
A processor in the proxy card can determine which Walmart 
store the proxy card is at based on the location of the trans 
ceiver, or the proxy card can communicate with a computer 
system that can make this determination. 

Another way to obtain the location relating to the proxy 
card is from a mobile device. For example, a customer has a 
proxy card and a mobile device that he carries most of the 
time. Such that the mobile device is typically located at essen 
tially the same location as the proxy card (e.g., both are 
carried on the person of the customer). In this scenario, the 
mobile device can determine its location, such as by using any 
of the multiple techniques discussed above related to step 
905. For example, the mobile device can determine its loca 
tion using GPS, and can determine that it is withina geo-fence 
associated with a merchant indicating that the mobile device, 
as well as the proxy card, is at the merchant. Alternatively, the 
mobile device can determine its location using GPS and can 
correlate that location with a merchant's place of business, 
such as by correlating the GPS location with the merchants 
location using a mapping service Such as Google Maps(R). As 
another alternative, the mobile device can communicate 
using a wireless local area network (WLAN) of a merchant, 
and can determine based on the WLAN that the mobile 
device, as well as the proxy card, is at a place of business of 
the merchant. For example, the mobile device can determine 
that a Wi-Fi network, one example of a WLAN, operated by 
Starbucks.(R) is available, and can thereby determine that the 
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mobile device, as well as the proxy card, are at Starbucks. 
Examples of WLANs include the various types of IEEE 
802.11 networks. 

In each of the above examples, once the mobile device 
determines its location, it can wirelessly communicate the 
location information to the proxy card, such as via BLE, NFC, 
or cellular wireless communication. As the above discussions 
indicate, there are a multitude of ways for a proxy card, a 
mobile device, or a computer system to obtain location infor 
mation. 

Next, at step 910, the circuitry embedded in the proxy card 
selects a payment card to use based on the location informa 
tion. As a first example, the circuitry can selectaVISA credit 
card payment account when the location information indi 
cates that the proxy card is at a merchant that only accepts 
VISA credit cards. As another example, the circuitry can 
select a gift card payment account when the location infor 
mation indicates that the proxy card is at a merchant that 
accepts the gift card. As another example, the circuitry can 
select a payment card that provides for a discount when used 
at a grocery store when the location information indicates that 
the proxy card is at a merchant having an MCC code value 
that indicates that the merchant is a grocer. As another 
example, the circuitry can select a payment card that the 
customer prefers to use when traveling, such as a payment 
card provided by the customer's employer, or a card that the 
customer indicated to use while traveling. 

Alternately, a computer system, Such as a mobile device, 
can select a payment account for the proxy card to use based 
on the location information. Prior to the selection, the mobile 
device can be used to associate the payment account infor 
mation with the proxy card. The description of FIG. 10 dis 
cusses how the proxy card can be associated with payment 
cards. Using techniques similar to those described above 
related to step 910, the mobile device can select the payment 
account for the proxy card to use based on the location infor 
mation. The mobile device can wirelessly send account infor 
mation for the payment account to the proxy card, and the 
proxy card can select the payment account based on the 
mobile device's selection of the payment account, which was 
based on the location information. 

Next, at step 915, the circuitry in the proxy card can access 
a storage device, such as the non-volatile memory in the 
proxy card, to obtain account information for the payment 
account. When the payment account is selected by a computer 
system such as the mobile device, the computer system may 
alternately send the account information for the payment 
account to the proxy card. Next, at step 920 the circuitry 
causes the proxy card to be configured based on the account 
information. In some embodiments, the proxy card includes a 
magnetic stripe emulator, and the circuitry causes the mag 
netic stripe emulator to emulate a magnetic stripe encoded 
with the account information by sending a signal to the mag 
netic stripe emulator. The magnetic stripe emulator, in 
response to the signal, emulates a magnetic stripe encoded 
with the account information. 
One type of magnetic stripe emulator uses Small coils of an 

electrical conductor encapsulated within the cardbody. When 
a current is passed through a coil in a certain direction, a 
magnetic field of a certain polarity is created. Changing the 
direction of the current flow changes the polarity of the mag 
netic field. The circuitry sends signals that control the current 
flow through each coil, including the direction of the current 
flow. By setting the current flow direction for each coil to a 
value that corresponds to the magnetic field at a correspond 
ing location on a reference magnetic stripe, the collection of 
magnetic fields from each of the Small coils can emulate the 
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reference magnetic stripe. Once the magnetic stripe is 
encoded in this way, Swiping the proxy card through a card 
reader enables the card reader to read the account information 
from the magnetic stripe area of the proxy card. 

In the second example of FIG. 9, the operations are per 
formed by a computer system, Such as a mobile device. The 
second example of the method of FIG. 9 begins at step 905 
with the mobile device obtaining location information, such 
as information indicating the location of the proxy card. The 
mobile device can obtain the location information using tech 
niques similar to those described above related to step 905. 
Next, at step 910 the mobile device selects a payment account 
to use based on the location information. The mobile device 
can select the payment account to use by using techniques 
similar to those described above related to step 910, with the 
mobile device rather than the circuitry on the proxy card 
performing the technique. Next, at step 915, the mobile 
device can access a storage device to obtain account informa 
tion for the payment account. The mobile device can access 
storage in the mobile device. Such as non-volatile memory of 
the mobile device, or can accesses remote storage. Such as via 
a cellular network or WLAN. Alternately, the mobile device 
can send a message to the proxy card indicating the selected 
payment account, and the proxy card can access non-volatile 
memory of the proxy card to obtain the account information 
for the payment account. 

In embodiments where the proxy card includes magnetic 
stripe emulator 1110, the mobile device can perform step 910. 
At step 920, the mobile device causes the proxy card to be 
configured based on the account information. The proxy card 
includes a magnetic stripe emulator, and the mobile device 
sends a message to the proxy card, in response to which the 
circuitry in the proxy card causes the magnetic stripe emula 
tor to emulate a magnetic stripe encoded with the account 
information. Once the magnetic stripe is encoded in this way, 
Swiping the proxy card through a card reader enables the card 
reader to read the account information from the magnetic 
stripe area of the proxy card. 

In the third example of FIG. 9, the operations are per 
formed by a computer system remote to the location of the 
proxy card. The third example of the method of FIG.9 begins 
at step 905 with the computer system obtaining location infor 
mation, Such as information indicating the location of the 
proxy card. The computer system can obtain the location 
information using techniques similar to those described 
above related to step 905. As a first example, the location 
information can be obtained by receiving an MCC code from 
a POS system sent as part of processing a purchase transac 
tion initiated using the proxy card. As another example, the 
location information can be a code sent by the POS system, as 
part of processing a purchase transaction initiated using the 
proxy card, that identifies the merchant. As another example, 
the proxy card or the mobile device of the above two 
examples of FIG.9 can obtain location information in any of 
the ways discussed above, and can relay the location infor 
mation to the computer system. 

Further, when the computer system processes payment 
transactions initiated using the proxy card, the computer sys 
tem can obtain location information in association with pro 
cessing the transactions. For example, the computer system 
can receive purchase transaction information for a round trip 
flight to a destination that leaves on a certain date and returns 
on a later date. The computer system can later, during the 
dates of the trip, receive a message from a POS system asso 
ciated with a purchase transaction initiated using the proxy 
card. The transaction information can indicate that the proxy 
card is being used a Walmart, and the computer system, based 
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on the flight information, can determine which Walmart store 
the proxy card is at based on the destination of the flight. 

Next, at step 910 the computer system selects a payment 
account to use based on the location information. The com 
puter system can select the payment account to use by using 
techniques similar to those described above related to step 
910, with the computer system rather than the circuitry on the 
proxy card performing the technique. Next, at step 915, the 
computer system accesses a storage device to obtain account 
information for the payment account. The computer system 
accesses storage in the computer system, Such as non-volatile 
memory of the storage device, or accesses remote storage, 
such as via a cellular network or WLAN. Alternately, the 
computer system can send a message to the proxy card indi 
cating the selected payment account, and the proxy card can 
access non-volatile memory of the proxy card to obtain the 
account information for the payment account. 

In embodiments where the proxy card includes magnetic 
stripe emulator 1110, the computer system can perform step 
920. At step 920, the computer system causes the proxy card 
to be configured based on the account information. The com 
puter system sends a message to the proxy card, in response to 
which the circuitry in the proxy card causes magnetic stripe 
emulator 1110 to emulate a magnetic stripe encoded with the 
account information. Once the magnetic stripe is encoded in 
this way, Swiping the proxy card through a card reader enables 
the card reader to read the account information from the 
magnetic stripe area of the proxy card. 

FIG. 10 is a flow chart illustrating operations of a method 
for associating a magnetic stripe card with a proxy card. Such 
as proxy card 1100. This example method starts with a con 
Sumer's mobile device launching an application (step 1005) 
associated with the proxy card in response to the customer 
tapping the application icon on the screen of the mobile 
device. The consumer attaches a card reader to the mobile 
device and swipes proxy card 1100 through the card reader. 
The application receives the proxy card information (step 
1010) obtained from proxy card 1100 during the card swipe. 
The consumer then Swipes the magnetic stripe card, such as a 
credit card or a debit card, and the application receives the 
magnetic stripe card information (step 1015). In some 
embodiments, the application associates the proxy card and 
the magnetic strip card (step 1020) via a database located 
either in the mobile device or in a remote device. In some 
embodiments, the application associates the proxy card and 
the magnetic stripe card (step 1020) by sending the magnetic 
stripe card information to proxy card 1100, where the infor 
mation is written to non-volatile memory 1125. Following 
this same procedure, multiple payment cards and other types 
of magnetic stripe cards. Such as a driver's license or a public 
transportation pre-paid fee card, can be associated with the 
proxy card via the application. 

FIG. 12 is a flow chart illustrating a process for encoding a 
magnetic stripe of a magnetic stripe card with data from 
multiple cards. The method involves a magnetic stripe card, 
such as magnetic stripe card 1300 of FIG. 13, which can be a 
proxy card. An example of the method starts with the mag 
netic stripe card, which in this example is a payment card, 
being used by a consumer to make a payment at a merchant. 
The payment card, or a computer system Such as a mobile 
device, obtains location information indicating the location of 
the payment card. A location can take any of various forms, as 
indicated by the location information. For example, the loca 
tion information can indicate a specific geographic location, 
or a specific merchant, or a merchant that accepts only 
VISAR) credit cards. The location information can be in any 
of various forms, such as GPS coordinates indicating a spe 
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cific geographic location, a message sent by a POS system 
identifying the merchant and indicating that the location is a 
place of business of the identified merchant, etc. 
The payment card or the computer system can select 

account data of a first card based on the location information, 
Such as selecting a gift card that is accepted by the merchant 
when the location information indicates that the payment card 
is located at a place of business of the merchant. The account 
data can be data from the magnetic stripe of the first card, can 
be data visible on the front or back of the first card, can be 
stored association information that represents an association 
between the first card and the account data, etc. The payment 
card or the computer system can further select account data of 
a second card, and the selection can similarly be based on the 
location information, such as selecting a loyalty card that 
provides points when used at the merchant when the location 
information indicates the payment card is located at a place of 
business of the merchant. The payment card or the computer 
system accesses memory or another type of storage to obtain 
account data for both the first card and the second card. 
The payment card includes a magnetic stripe emulator, and 

the processor of the payment card or the computer system can 
cause the magnetic stripe emulator to be encoded with the 
card information of both the first card and the second card, 
Such that once this encoding process is complete, the mag 
netic stripe emulator is in a state of being encoded with the 
account data of both the first card and the second card. Con 
sequently, the payment card can be swiped through a card 
reader, and the card reader can read in a single Swipe the 
account data of both the first card and the second card from 
the magnetic stripe of the payment card. 

Three examples will be discussed to facilitate explanation. 
The operations of the first example are performed by a mag 
netic stripe card, such as magnetic stripe card 1300 in FIG. 13, 
which is a payment card in this example. The operations of the 
second example are performed by a computer system, and 
more specifically, by a mobile device Such as a Smartphone. 
The operations of the third example are performed by a com 
puter system, which can be a remote computer system (i.e., a 
computer system that is remote with respect to the location of 
the magnetic stripe card). 

The first example of the process of FIG. 12 begins at step 
1205 with the magnetic stripe card obtaining location infor 
mation, Such as location information indicating the location 
of the magnetic stripe card. The magnetic stripe card of this 
example is a payment card that is associated with data includ 
ing a credit card, a debit card, a gift card, and a driver's 
license. While location information can indicate a specific 
geographic location, such as global positioning system (GPS) 
coordinates received by communications interface 1340, the 
location information can also convey other types of location 
related information. For example, the location information 
can indicate: a specific merchant, Such as Walmart(R); a type of 
a merchant, such as a gas station or a coffee shop; a merchant 
having a merchant category code (MCC) with a certain value; 
a merchant with a certain characteristic, such as one that only 
accepts VISA credit cards; a location of a transmitter Such as 
a cellular network transceiver or a WLAN transceiver; a zip 
code; a city; a county; a state; or a country, among other 
possibilities. 

Circuitry in the magnetic stripe card, Such as processor 
1315 or integrated circuit 1320, as well as circuitry of other 
devices, such as the processor of the mobile device of the 
second example, can obtain location information indicating 
the location of the magnetic stripe card in various ways. As a 
first example, the location information can be obtained by 
wirelessly receiving an MCC code from a nearby POS sys 
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tem, or via a card Swipe with a card reader associated with the 
POS system. The MCC code value indicates the category of 
merchant at which the magnetic stripe card is located (e.g., an 
MCC code of “5411 indicates that the magnetic stripe card is 
located at a grocery store or a Supermarket). 
As another example, the location information can be a code 

sent by a POS system that identifies the merchant, such as a 
merchant identification number or alpha-numeric character 
string that can include symbols and/or other types of charac 
ters. The code indicates that the magnetic stripe card is at the 
merchant (i.e., at a place of business of the merchant). As 
another example, the location information can be any mes 
sage or data received via short-range wireless transmission 
from a POS system of a merchant. Receiving data sent in this 
manner, such as via BLE, WiFi, or NFC, indicates that the 
magnetic stripe card is at the merchant. 
As another example, the location information can be data 

received via wireless transmission that indicates the act of 
crossing a geo-fence into an area associated with a merchant, 
which indicates that the magnetic stripe card is at the mer 
chant. A geo-fence is a virtual perimeter of a geographic area 
and can be dynamically generated, such as a radius around a 
store orpoint location, a predefined set of boundaries, such as 
a boundary that follows the external walls of a business, etc. 
The geo-fence can be generated by, for example, a merchant 
ora mapping service Such as Google Maps. The merchant can 
define a perimeter of a geo-fence that identifies a location of 
his business. For example, the merchant can define a perim 
eter that follows the external walls of a building that is used by 
his business via a series of GPS coordinates, or that follows a 
circle by defining a location, Such as the center of the building 
via a GPS coordinate, and a radius. The geo-fence can be 
made available to customers in any of various ways, Such as 
by providing the geo-fence perimeter information to a map 
ping service that makes the geo-fence available to users, or by 
providing it directly via wireless transmission by a wireless 
transmitter of the business, among others. 
As another example, the location information can be any 

data that indicates that the magnetic stripe card (and accord 
ingly the customer) is traveling, Such as by indicating that the 
magnetic stripe card is more than a predefined distance from 
the customers place of residence. For example, the location 
information can include a Zip code, an indication of a city, 
county, state, or country; a signal from a cellular network 
transceiver, etc. that indicates that the magnetic stripe card is 
with a customer who is traveling. A signal from a cellular 
network transceiver can indicate that the magnetic stripe card 
is with a customer who is traveling. For example, a message 
from the transceiver can indicate an identity of the trans 
ceiver. The location of the transceiver can be determined by 
performing a database lookup based on the identity, and the 
location can indicate that the magnetic stripe card is with a 
customer that is traveling. For example, if the transceiver is 
located 1000 miles from the customer's home, and the trans 
ceiver has a range of 20 miles, this indicates that the customer 
is over 980 miles from home and thereby indicates that the 
customer is traveling. 
As another example, several pieces of location information 

can be combined to determine the location of the magnetic 
stripe card. A message received from a POS system during a 
purchase transaction can indicate that the magnetic stripe 
card is at a merchant, such as Walmart. A transmission 
received from a cellular network transceiver can indicate that 
the magnetic stripe card is near the geographic location of the 
transceiver, as discussed above. Circuitry in the magnetic 
stripe card can determine which Walmart store the magnetic 
stripe card is at based on the location of the transceiver, or the 
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magnetic stripe card can communicate with a computer sys 
tem that can make this determination. 

Another way to obtain the location relating to the magnetic 
stripe card is from a mobile device. For example, a customer 
has a magnetic stripe card and a mobile device that he carries 
most of the time, such that the mobile device is typically 
located at essentially the same location as the magnetic stripe 
card (e.g., both are carried on the person of the customer). In 
this scenario, the mobile device can determine its location, 
Such as by using any of the multiple techniques discussed 
above related to step 1205. For example, the mobile device 
can determine its location using GPS, and can determine that 
it is within a geo-fence associated with a merchant indicating 
that the mobile device, as well as the magnetic stripe card, is 
at the merchant. 

Alternatively, the mobile device can determine its location 
using GPS and can correlate that location with a merchants 
place of business, such as by correlating the GPS location 
with the merchant's location using a mapping service such as 
Google Maps(R). As another alternative, the mobile device can 
communicate using a wireless local area network (WLAN) of 
a merchant, and can determine based on the WLAN that the 
mobile device, as well as the magnetic stripe card, is at a place 
of business of the merchant. For example, the mobile device 
can determine that a Wi-Fi network, one example of a WLAN, 
operated by Starbucks(R) is available, and can thereby deter 
mine that the mobile device, as well as the magnetic stripe 
card, are at Starbucks. Examples of WLANs include the vari 
ous types of IEEE 802.11 networks. 

In each of the above examples, once the mobile device 
determines its location, it can wirelessly communicate the 
location information to the magnetic stripe card, such as via 
BLE, NFC, WiFi or cellular wireless communication. As the 
above discussions indicate, there are a multitude of ways for 
a magnetic stripe card, a mobile device, or a computer system 
to obtain location information that indicates the location of 
the magnetic stripe card. 

Next, at step 1210, the circuitry obtains time information 
indicating a time. The time information can be from any of 
various sources, such as a clock circuit of an integrated cir 
cuit, such as integrated circuit 1320, a transmission from a 
POS system, a transmission from a GPS transmitter, a trans 
mission from a WLAN, etc. The time information can take 
any of various forms. For example, the time information can 
be a number of seconds or minutes elapsed from a reference 
time, and the indicated time can be calculated by adding the 
elapsed number of seconds or minutes to the reference time. 
The time can be the current time of day, and the time can 
include a calendar date, among others. For example, the time 
can be 2:30 pm, or the time can be 2:30 pm on Jan. 1, 2014. 

Next, at step 1215, the circuitry accesses stored association 
information representing an association between the mag 
netic stripe card and multiple cards. Prior to step 1215, a 
computer system such as a mobile device can have been used 
to associate the account data for the multiple cards with the 
magnetic stripe card. The description of FIG. 10 discusses 
how the magnetic stripe card can be associated with multiple 
cards. The circuitry, for example, accesses association infor 
mation stored in a memory, such as non-volatile memory 
1325 or some other storage device, and determines that the 
magnetic stripe card is associated with the credit card, the 
debit card, the gift card, and the driver's license discussed in 
the description of step 1205. 

Next, at step 1220, the circuitry selects account data asso 
ciated with a first card or a first account based on a criterion. 
The selection of the account data associated with the first 
card/account can be based on, for example, a policy, as is 
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discussed related to step 725 of FIG. 7, a random selection, an 
indicated time, an indicated location, an indicated location of 
the magnetic stripe card, the last card selected, an indication 
of cards that are accepted by a merchant, an indication that a 
card is contextually relevant, etc. The selection of the first 
card can be based on contextually relevant data, Such as an 
indication of the location of the magnetic stripe card and/oran 
indication of the time (e.g., the time determined step 1210), 
which can be an indication of a time of use of the magnetic 
stripe card. The selection of the first card can be based on a 
transaction associated with the magnetic stripe card. Such as 
being based on data that is contextually relevant to the trans 
action. Examples of selecting the first card based on data that 
is contextually relevant to the transaction include selecting 
the first card based on an indication of the location of the 
magnetic stripe cardinassociation with the transaction, based 
on an indication of the time in association with the transac 
tion, based on an indication of an item associated with the 
transaction, etc. 
As a first example of selecting the first card based in the 

indicated location of the magnetic stripe card, the circuitry 
can select a VISA credit card payment account when the 
location information indicates that the magnetic stripe card is 
at a merchant that only accepts VISA credit cards. As another 
example, the circuitry can select a gift card payment account 
when the location information indicates that the magnetic 
stripe card is at a merchant that accepts the gift card. As yet 
another example, the circuitry can select a payment card that 
provides for a discount when used at a grocery store when the 
location information indicates that the magnetic stripe card is 
at a merchant having an MCC code value that indicates that 
the merchant is a grocer. As still another example, the cir 
cuitry can select a payment card that the customer prefers to 
use when traveling, such as a payment card provided by the 
customer's employer, or a card that the customer indicated to 
use while traveling. 
As an example of selecting the first card based on the 

indicated time, when the indicated time is between 2:00 pm 
and 4:00pm, the magnetic stripe card selects account data for 
a particular card that provides for a discount when used for a 
purchase between 2:00 pm and 4:00pm. As another example, 
a consumer purchases airline tickets and makes a hotel reser 
vation indicating that the consumer will be traveling between 
7:00am on Jan. 1, 2014 and 8:00 pm on Jan. 3, 2014. When 
the indicated time is 2:00 pm on Jan. 2, 2014, the magnetic 
stripe card selects account data for a particular card that the 
consumeruses when traveling. As an example of selecting the 
first card based on both the indicated location of the magnetic 
stripe card and the indicated time, a consumer purchases 
airline tickets and makes a hotel reservation indicating that he 
will be checking into a particular hotel between 11:00am and 
2:00 pm on Jan. 1, 2014. When the indicated time is noon on 
Jan. 1, 2014, and the indicated location of the magnetic stripe 
card is the particular hotel, the magnetic stripe card selects 
card/account data for the driver's license to use to check into 
the hotel. Alternately, circuitry in a computer system, Such as 
a mobile device, can select card/account data of the first card 
to use based on the location information. 
As examples of selecting the first card based on an item 

associated with the transaction, when the transaction involves 
purchasing an airline ticket or gasoline, a first card that pro 
vides for a discount when used for airline ticket purchases or 
for gasoline purchases can be selected. As another set of 
examples, when the transaction involves purchasing an air 
line ticket from an airline or a coffee from a particular mer 
chant, a loyalty program account that provides loyalty pro 
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gram credits/points when used to purchase the airline ticket 
from the airline, or the coffee from the particular merchant, 
can be selected. 

Next, at step 1225, the circuitry selects account data asso 
ciated with a second card or a second account based on a 5 
criterion. The criterion can be any of the criteria discussed 
above or a different criterion. Further, the criterion can be the 
same as the criterion of step 1220 or can be different. Alter 
nately, circuitry in a computer system, such as a mobile 
device, select the account data of the second card. Using 10 
techniques similar to those described above, the circuitry can 
select the account data for both the first and the second cards 
to use. When the circuitry is in, for example, the mobile 
device, the mobile device can wirelessly send account data for 
both the first and the second cards to the magnetic stripe card. 15 
The magnetic stripe card can select the account data for the 
first and second cards based on the mobile device's selection 
of the account data for the first and the second cards, which 
was based on criteria, such as the location information indi 
cating the location of the magnetic stripe card, or the time. 20 

Next, at step 1230, the circuitry sends at least one signal to 
cause the magnetic stripe area of the magnetic stripe card to 
be encoded with the account data of the first card. The mag 
netic stripe card of this example includes a magnetic stripe 
emulator, and the circuitry causes the magnetic stripe emula- 25 
tor to be encoded with the account data of the first card. 

In some embodiments, magnetic stripe area 1310 includes 
three tracks, designated as “track 11330, “track 2' 1335, and 
“track 3 1340. Many payment cards, such as credit cards or 
debit cards, have a magnetic stripe that includes two tracks, 30 
such as a magnetic stripe that includes track 1 1330 and track 
21335. Other cards have a magnetic stripe that includes three 
tracks, as does magnetic stripe card 1300 illustrated in FIG. 
13. Many card readers are able to read a magnetic stripe that 
includes three tracks, and in cases where the payment card 35 
includes a magnetic stripe with only two tracks, the card 
reader's ability to read a third track is unused. When magnetic 
stripe card 1300 is encoded with account data of a payment 
card that uses two tracks, the account data of the payment card 
can be encoded in track 1 1330 and track 2 1335. Track 3 1340 40 
of magnetic stripe card 1300 may be unused and devoid of 
valid data in Such a situation. 

Next, at step 1235, the circuitry sends at least one signal to 
cause the magnetic stripe area of the magnetic stripe card to 
be encoded with the account data of the second card. The 45 
circuitry causes the magnetic stripe emulator to be encoded 
with the account data of the second card, Such that the mag 
netic stripe emulator has encoded account data of both the 
first and the second cards at the same time. For example, the 
account data of the first card can be encoded in track 1 1330 50 
and track 2 1335, and the account data of the second card can 
be encoded in track 3 1340. With the magnetic stripe card 
encoded with account data from both the first card and the 
second card, the card reader can read the account data of both 
the first and second cards from the magnetic stripe of the 55 
magnetic stripe card with a single Swipe of the magnetic stripe 
card through the card reader. 

In one illustrative use case, a consumer purchases groceries 
at a local grocer that issues loyalty cards to customers. In the 
past, when the customer made a purchase, the customer first 60 
Swiped the loyalty card through the card reader, and then 
swiped a credit or debit card through the reader. Using the 
magnetic stripe card of this example, the magnetic stripe card 
first selects a payment card based on a criterion, such as 
selecting a credit or debit card having access to Sufficient 65 
funds to use for the purchase. Based on the magnetic stripe 
card being at the grocer, the magnetic stripe card selects the 

40 
loyalty card issued by the grocer and encodes the magnetic 
stripe emulator with account data of both the payment card 
and the loyalty card. With just one swipe of the magnetic 
stripe card through the grocer's card reader, therefore, the 
card reader is able to read account data for both the payment 
card and the loyalty card to use for the grocery purchase. 

In the second example of FIG. 12, the operations are per 
formed by a computer system, such as a mobile device. The 
operations can be performed by a processor, an integrated 
circuit, or other circuitry of the mobile device. The second 
example of the method of FIG. 12 begins at step 1205 with the 
mobile device obtaining location information, such as infor 
mation indicating the location of the magnetic stripe card. 
The mobile device can obtain the location information using 
techniques similar to those described above related to step 
1205. Next, at step 1210 the mobile device obtains time 
information indicating a time. The mobile device can obtain 
the time information using techniques similar to those dis 
cussed above related to step 1210. Next, at step 1215, the 
mobile device accesses stored association information repre 
senting an association between the magnetic stripe card and 
multiple cards. The association information can be stored in a 
memory of the mobile device, or on Some other storage device 
accessible to the mobile device, and can server the same 
purposes as described above related to step 1215. 

Next. at step 1220 the mobile device selects account data 
associated with a first card or a first account based on a 
criterion. The mobile device can select the account data of the 
first card using techniques similar to those described above 
related to step 1220, with the mobile device rather than the 
circuitry of the magnetic stripe card performing the tech 
niques. Next, at step 1225 the mobile device selects account 
data associated with a second card or a second account based 
on a criterion. The mobile device can select the account data 
of the second card using techniques similar to those described 
above related to step 1225, with the mobile device rather than 
the circuitry of the magnetic stripe card performing the tech 
nique. 

Next, at step 1230, the mobile device sends at least one 
signal or message to cause the magnetic stripe area of the 
magnetic stripe card to be encoded with the account data of 
the first card. For example, the circuitry sends a message via 
BLE, WiFi, NFC or a cellular network that is received by 
communications interface 1340, and that causes magnetic 
stripe emulator 1310 to be encoded with the account data of 
the first card. The mobile device can send the at least one 
signal using techniques similar to those described above 
related to step 1230, with the mobile device rather than the 
circuitry of the magnetic stripe card performing the tech 
niques. Next, at step 1235, the mobile device sends at least 
one signal or message to cause the magnetic stripe area of the 
magnetic stripe card to be encoded with the account data of 
the second card. The mobile device can send the at least one 
signal using techniques similar to those described above 
related to step 1230, with the mobile device rather than the 
circuitry of the magnetic stripe card performing the tech 
niques. 

In the third example of FIG. 12, the operations are per 
formed by a computer system other than a mobile device, 
Such as via a processor, an integrated circuit, or other circuitry 
of the computer system. The computer system can be located 
remotely from the magnetic stripe card at the time when the 
steps of the process of FIG. 12 are being performed. The third 
example of the process of FIG. 12 begins at step 1205 with the 
computer system obtaining location information, Such as 
information indicating the location of the magnetic stripe 
card. The computer system can obtain the location informa 
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tion using techniques similar to those described above related 
to step 1205. As a first example, the location information can 
be obtained by receiving an MCC code from a POS system 
sent as part of processing a purchase transaction initiated 
using the magnetic stripe card. As another example, the loca 
tion information can be a code sent by the POS system, as part 
of processing a purchase transaction initiated using the mag 
netic stripe card, that identifies the merchant. As another 
example, the magnetic stripe card or the mobile device of the 
above two examples of FIG. 12 can obtain location informa 
tion in any of the ways discussed above, and can relay the 
location information to the computer system. 

Further, when the computer system processes payment 
transactions initiated using the magnetic stripe card, the com 
puter system can obtain location information in association 
with processing the transactions. For example, the computer 
system can receive purchase transaction information for a 
round trip flight to a destination that leaves on a certain date 
and returns on a later date. The computer system can later, 
during the dates of the trip, receive a message from a POS 
system associated with a purchase transaction initiated using 
the magnetic stripe card. The transaction information can 
indicate that the magnetic stripe card is being used a Walmart, 
and the computer system, based on the flight information, can 
determine which Walmart store the magnetic stripe card is at 
based on the destination of the flight. 

Next, at step 1210, the computer system obtains time infor 
mation indicating a time. The computer system can obtain the 
time information using techniques similar to those described 
above related to step 1210. Next, at step 1215, the computer 
system accesses stored association information representing 
an association between the magnetic stripe cards and multiple 
cards. For example, the computer system access association 
information stored in a memory or some other accessible 
storage device containing a database that links card data of the 
magnetic stripe card with account data of the multiple cards. 
Next, at step 1220, the computer system selects account data 
associated with a first card or a first account based on a 
criterion. The computer system can select the account data of 
the first card using techniques similar to those described 
above related to step 1220, with the computer system rather 
than the circuitry of the magnetic stripe card performing the 
technique. Next. at step 1225 the computer system selects 
account data associated with a second card or a second 
account based on a criterion. The computer system can select 
the account data of the second card using techniques similar 
to those described above related to step 1225, with the com 
puter system rather than the circuitry of the magnetic stripe 
card performing the technique. 

Next, at step 1230, the computer system sends at least one 
signal or message to cause the magnetic stripe area of the 
magnetic stripe card to be encoded with the account data of 
the first card. For example, the computer system sends a 
message via a cellular network that is received by communi 
cations interface 1340, and that causes magnetic stripe emu 
lator 1310 to be encoded with the account data of the first 
card. As a second example, the computer system sends a 
message via a cellular network to the mobile device, and the 
mobile device sends the message via short range wireless 
communication to the magnetic stripe card. As a third 
example, the computer system sends a message via a network 
to a POS system of the merchant, and the POS system sends 
the message via short range wireless communication to the 
magnetic stripe card. 

Next, at step 1235, the mobile device sends at least one 
signal or message to cause the magnetic stripe area of the 
magnetic stripe card to be encoded with the account data of 
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the second card. The mobile device can send the at least one 
signal or message using techniques similar to those described 
above related to step 1230 of this example. 

FIG. 13 is an illustration of a magnetic stripe card that 
includes a magnetic stripe emulator. Magnetic stripe card 
1300 of this example is a payment card, and can be a proxy 
card. Magnetic stripe card 1300 includes substantially flat 
substrate 1305, on which is affixed or in which is embedded 
magnetic stripe emulator 1310, integrated circuit 1320 con 
taining processor 1315, non-volatile memory 1325, and com 
munication interface 1340. In some embodiments, any of 
processor 1315, non-volatile memory 1325, and/or commu 
nications interface 1340 are discrete components. In some 
embodiments, magnetic stripe card 1300 includes GPS 
receiver 1365 and/or display 1345. GPS receiver 1365 can be 
a discrete component or can be integrated in integrated circuit 
1320. Substrate 1305 can be made of the same or similar 
material as any ordinary credit card. Such as plastic. Inte 
grated circuit 1320, processor 1315, non-volatile memory 
1325, and communications interface 1340 are respectively 
similar to integrated circuit 1120, processor 1115, non-vola 
tile memory 1125, and communications interface 1140 of 
FIG. 11. In some embodiments, magnetic stripe area 1370 
includes three data tracks, track 1 1330, track 2 1335, and 
track 3 1340. 

In some embodiments, magnetic stripe emulator 1310 
emulates the magnetic stripe of a payment card, such as a 
credit card. When emulating some payment cards, track 1 
1330 includes the name (e.g. “NAME” in FIG. 13) of the card 
holder, the PAN (Primary Account Number) of the credit 
account of the cardholder, the CVV1 (Card Verification Value 
1, also referred to as CVC1 or Card Verification Code 1) of the 
card, and the Expiration date (EXP) of the card. For some 
payment cards, the PAN, CVV1, and EXP are repeated on 
track 2 1335. Display 1345 can be used to display various 
items, such as CVV2 (Card Verification Value 2, also referred 
to as CVC2 or Card Verification Code 2), the name of the 
currently selected card (e.g. the name as indicated by the card 
holder), etc. A payment card that includes a magnetic stripe 
emulator can have various other configurations. 

FIG. 14 is a high-level block diagram showing an example 
of a processing device 1400 that can represent any of the 
devices described above, such as POS system 158, computer 
system 170, proxy card 1100, magnetic stripe card 1300, or 
the mobile devices referred to in the descriptions of FIGS. 9 
and 12. Any of these systems may include two or more pro 
cessing devices Such as represented in FIG. 14, which may be 
coupled to each other via a network or multiple networks. 

In the illustrated embodiment, the processing system 1400 
includes one or more processors 1410, memory 1411, a com 
munication device 1412, and one or more input/output (I/O) 
devices 1413, all coupled to each other through an intercon 
nect 1414. In some embodiments, the processing system 1400 
may not have any I/O devices 1413. The interconnect 1414 
may be or include one or more conductive traces, buses, 
point-to-point connections, controllers, adapters and/or other 
conventional connection devices. The processor(s) 1410 may 
be or include, for example, one or more general-purpose 
programmable microprocessors, microcontrollers, applica 
tion specific integrated circuits (ASICs), programmable gate 
arrays, or the like, or a combination of Such devices. The 
processor(s) 1410 control the overall operation of the pro 
cessing device 1400. Memory 1411 may be or include one or 
more physical storage devices, which may be in the form of 
random access memory (RAM), read-only memory (ROM) 
(which may be erasable and programmable), non-volatile 
memory Such as flash memory, miniature hard disk drive, or 
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other Suitable type of storage device, or a combination of such 
devices. Memory 1411 may store data and instructions that 
configure the processor(s) 1410 to execute operations in 
accordance with the techniques described above. The com 
munication device 1412 may be or include, for example, an 
Ethernet adapter, cable modem, Wi-Fi adapter, cellular trans 
ceiver, Bluetooth transceiver, or the like, or a combination 
thereof. Depending on the specific nature and purpose of the 
processing device 1400, the I/O devices 1413 can include 
devices Such as a display (which may be a touch screen 
display), audio speaker, keyboard, mouse or other pointing 
device, microphone, camera, etc. 

Unless contrary to physical possibility, it is envisioned that 
(i) the methods/steps described above may be performed in 
any sequence and/or in any combination, and that (ii) the 
components of respective embodiments may be combined in 
any manner. 
The techniques introduced above can be implemented by 

programmable circuitry programmed/configured by Software 
and/or firmware, or entirely by special-purpose circuitry, or 
by a combination of Such forms. Such special-purpose cir 
cuitry (if any) can be in the form of, for example, one or more 
application-specific integrated circuits (ASICs), program 
mable logic devices (PLDS), field-programmable gate arrays 
(FPGAs), etc. 

Software or firmware for use in implementing the tech 
niques introduced here may be stored on a machine-readable 
storage medium and may be executed by one or more general 
purpose or special-purpose programmable microprocessors. 
A “machine-readable medium', as the term is used herein, 
includes any mechanism that can store information in a form 
accessible by a machine (a machine may be, for example, a 
computer, network device, cellular phone, personal digital 
assistant (PDA), manufacturing tool, any device with one or 
more processors, etc.). For example, a machine-accessible 
medium includes recordable/non-recordable media (e.g., 
read-only memory (ROM); random access memory (RAM); 
magnetic disk storage media; optical storage media; flash 
memory devices; etc.), etc. 

Although the present invention has been described with 
reference to specific exemplary embodiments, it will be rec 
ognized that the invention is not limited to the embodiments 
described, but can be practiced with modification and alter 
ation within the spirit and scope of the appended claims. 
Accordingly, the specification and drawings are to be 
regarded in an illustrative sense rather than a restrictive sense. 
The invention claimed is: 
1. A method comprising: 
receiving, by a payment card, a wireless transmission that 

includes an indication of a location of the payment card 
relative to a geo-fence, 
the payment card being associated with account data 

associated with a plurality of cards including any two 
or more of a credit card, a debit card, an automated 
teller machine (ATM) card, a stored value card, a 
loyalty program card, a library card, or an identifica 
tion card, 

the payment card including a magnetic stripe area that 
can be read by a magnetic stripe card reader associ 
ated with a point-of-sale (POS) system of a merchant, 

the magnetic stripe area having three parallel data tracks 
including a first data track, a second data track, and a 
third data track, the first data track being adjacent to 
the second data track, and the second data track being 
adjacent to the third data track; 

sending, by the payment card, at least one signal, to cause 
the account data associated with a first card of the plu 
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rality of cards to be applied to the first data track and the 
second data track, and to enable the payment card to 
initiate a payment based on an account associated with 
the first card; 

selecting, by the payment card and based on the indication 
of the location of the payment card relative to the geo 
fence, account data of a second account to use in asso 
ciation with the financial transaction; and 

sending, by the payment card, at least one signal to cause 
information associated with the second account to be 
applied to the third data track of the magnetic stripe area, 
the magnetic stripe area having the account data associ 
ated with the first card and the information associated 
with the second account at a same time. 

2. The method of claim 1, 
wherein the indication of the location of the payment card 

relative to the geo-fence further indicates that the pay 
ment card is at a place of business of the merchant, 

wherein the loyalty program card is associated with a loy 
alty program that provides rewards points when the loy 
alty program card is used in association with a transac 
tion involving the merchant, 

wherein selecting the account data of the second account 
includes selecting, based on the indication that the pay 
ment card is at the place of business of the merchant, the 
account data of the loyalty program card, and 

wherein sending the at least one signal to cause the infor 
mation associated with the second account to be applied 
to the third data track includes sending the at least one 
signal to cause the information associated with the loy 
alty program card to be applied to the magnetic stripe 
aa. 

3. The method of claim 2, wherein the payment card is 
associated with account data of a first credit card that is 
accepted by the merchant and further is associated with 
account data of a second credit card that is not accepted by the 
merchant, the method further comprising: 

selecting, by the payment card, the account data of the first 
credit card based on the indication that the payment card 
is at the place of business of the merchant, 

wherein sending the at least one signal to cause the account 
data associated with the first card of the plurality of cards 
to be applied to the first data track and the second data 
track includes sending the at least one signal to cause the 
account data associated with the first credit card to be 
applied to the first data track and the second data track. 

4. A method comprising: 
selecting, by circuitry, account data associated with a first 

account, to be applied to a magnetic stripe area of a 
magnetic stripe card; 

selecting, by the circuitry, account data associated with a 
second account, based on an indicated location of the 
magnetic stripe card relative to a geo-fence, to be applied 
to the magnetic stripe area of the magnetic stripe card; 
and 

sending at least one signal to cause the account data asso 
ciated with the first account and the account data asso 
ciated with the second account to be applied to the mag 
netic stripe area of the magnetic stripe card, such that 
after being so applied the magnetic stripe area of the 
magnetic stripe card has the account data associated 
with the first account and the account data associated 
with the second account. 

5. The method of claim 4, wherein the causing the account 
data associated with the first account and the account data 
associated with the second account to be applied to the mag 
netic stripe area of the magnetic stripe card includes causing 



US 9,224,141 B1 
45 

the account data associated with the first account and the 
account data associated with the second account to be applied 
to the magnetic stripe area of the magnetic stripe card Such 
that the account data associated with the first account and the 
account data associated with the second account both can be 
read from the magnetic stripe area of the magnetic stripe card 
by a card reader in a single card read event. 

6. The method of claim 4, 
wherein the first account is associated with a payment card 

of a payer, 
wherein the selection of the account data associated with 

the first account includes selecting the account data 
associated with the first account to use for a financial 
transaction involving the payer, 

wherein the circuitry is in a mobile device of the payer, and 
wherein the sending of the at least one signal includes the 

mobile device sending the at least one signal. 
7. The method of claim 4, 
wherein the first account is associated with a payment card 

of a payer, 
wherein the selection of the account data associated with 

the first account includes selecting the account data 
associated with the first account to use for a financial 
transaction involving the payer, 

wherein the circuitry is affixed to or embedded in the mag 
netic stripe card, and 

wherein the sending of the signal includes the magnetic 
stripe card sending the signal. 

8. The method of claim 4, wherein the circuitry is in a 
computer system, and the sending of the signal includes the 
computer system sending the signal, the method further com 
prising: 

accessing, by the computer system, stored association 
information representing an association between the 
magnetic stripe card and a plurality of accounts, the 
plurality of accounts including the first account, wherein 
the selection of the account data associated with the first 
account is based on the association information. 

9. The method of claim 4, wherein the second account is 
associated with a payment card of a payer and the magnetic 
stripe card is a payment card of the payer, wherein the selec 
tion of the account data of the second account includes select 
ing the account data of the second account to use for a finan 
cial transaction involving the payer, the method further 
comprising: 

obtaining an indication that the magnetic stripe card is at a 
place of business of a merchant, whereby the magnetic 
stripe card being at the place of business of the merchant 
indicates that the magnetic stripe card may be used for 
the financial transaction, 

wherein the selection of the account data of the second 
account includes selecting the account data of the sec 
ond account based on the indication that the magnetic 
stripe card is at the place of business of the merchant. 

10. The method of claim 4, further comprising: 
obtaining an indication of a time of use of the magnetic 

stripe card, wherein the selection of the account data 
associated with the second account includes selecting 
the account data associated with the second account 
based on the indicated time of use of the magnetic stripe 
card. 

11. The method of claim 4, wherein the circuitry is in a 
remote computer system that is located remotely from the 
magnetic stripe card when the at least one signal is sent, and 
the sending of the signal includes the computer system send 
ing the signal, the method further comprising: 
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receiving, by the computer system, card data of the mag 

netic stripe card prior to the selection of either the 
account data associated with the first account or the 
account data associated with the second account; and 

accessing, based on the card data, stored association infor 
mation representing an association between the mag 
netic stripe card and a plurality of accounts, the plurality 
of accounts including the first account, wherein the 
selection of the account data associated with the first 
account is based on the association information. 

12. The method of claim 4, wherein the selection of the 
account data associated with the first account includes select 
ing the account data associated with the first account based on 
any of a location of the magnetic stripe card, a time at the 
location of the magnetic stripe card, an identity of the first 
account, or an item associated with a financial transaction 
involving a payment based on the magnetic stripe card. 

13. The method of claim 4, further comprising: 
obtaining an indication of a time of use of the magnetic 

stripe card, wherein the selection of the account data 
associated with the second account includes selecting 
the account data associated with the second account 
based on the indicated time of use of the magnetic stripe 
card. 

14. The method of claim 4, wherein selecting the account 
data associated with the second account includes selecting the 
account data associated with the second account based on a 
context of the transaction. 

15. The method of claim 14, wherein selecting the account 
data associated with the second account includes selecting the 
account data associated with the second account based on any 
of an indicated time, or an identity of the first account, or an 
item associated with a financial transaction involving a pay 
ment based on the magnetic stripe card. 

16. A system comprising: 
a processor; 
a communication interface coupled to the processor, 

through which to communicate over a network with 
remote devices; and 

a memory coupled to the processor, the memory storing 
instructions which when executed by the processor 
cause the system to perform operations including: 
receiving card data of a magnetic stripe card; 
accessing, based on the card data, stored association 

information representing an association between the 
magnetic stripe card and a plurality of cards, the plu 
rality of cards including a first card; 

based on the association information, selecting account 
data associated with the first card, to be applied to a 
magnetic stripe area of the magnetic stripe card; 

Selecting account data associated with a second account 
based on any of an indication of a location of the 
magnetic stripe card relative to a geo-fence, or an 
indicated time, the account data associated with the 
second account to be applied to the magnetic stripe 
area of the magnetic stripe card; and 

sending at least one message to cause the account data 
associated with the first card and the account data 
associated with the second account to be applied to 
the magnetic stripe area of the magnetic stripe card, 
Such that after being so applied the magnetic stripe 
area has the account data associated with the first card 
and the account data associated with the second 
acCOunt. 

17. The system of claim 16, 
wherein the first card and the magnetic stripe card are 

payment cards of a payer, 
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wherein the selection of the account data associated with 
the first card includes selecting the account data associ 
ated with the first card to use for a financial transaction 
involving the payer, and 

wherein the system is a mobile device of the payer. 
18. The system of claim 16, wherein the second account is 

associated with a payment card of a payer and the magnetic 
Stripe card is a payment card of the payer, wherein the selec 
tion of the account data associated with the second account 
includes selecting the account data associated with the second 
account to use for a financial transaction involving the payer 
and a merchant, wherein the operations further include: 

receiving the indication of the location of the magnetic 
stripe card relative to the geo-fence, 
wherein the indication of the location of the magnetic 

stripe card relative to the geo-fence further indicates 
that the magnetic stripe card is at a place of business of 
the merchant, and 

wherein the selection of the account data associated with 
the second account includes selecting the account 
data associated with the second account based on the 
indication that the magnetic stripe card is at the place 
of business of the merchant. 

19. A magnetic stripe card comprising: 
a substantially flat substrate. 
a processor coupled to the substrate: 
a magnetic stripe emulator coupled to the processor; 
a communication interface coupled to the processor, 

through which to communicate over a network with 
remote devices; 

a memory coupled to the processor, the memory storing 
instructions which when executed by the processor 
cause the magnetic stripe card to perform operations 
including: 
accessing stored association information representing 

an association between the magnetic stripe card and a 
plurality of cards, the plurality of cards including a 
first card; 

Selecting, based on the association information, account 
data associated with the first card; 

Selecting account data associated with a second account 
based on an indication of a location of the magnetic 
stripe card relative to a geo-fence; and 

sending at least one signal to the magnetic stripe emu 
lator to cause the account data associated with the first 
card and the account data associated with the second 
account to be applied to the magnetic stripe area of the 
magnetic stripe card, such that after being so applied 
the magnetic stripe area has the account data associ 
ated with the first card and the account data associated 
with the second card. 

20. The magnetic stripe card of claim 19, wherein the 
magnetic stripe card is a first payment card of a payer, the 
Second account is associated with a second payment card of 
the payer, and the second payment card is further a stored 
value card valid at a merchant, the operations further includ 
1ng: 

receiving an indication that the magnetic stripe card is 
located at the merchant, 
wherein the indication that the magnetic stripe card is 

located at the merchant is the indication of the loca 
tion of the magnetic stripe card relative to the geo 
fence. 

21. The magnetic stripe card of claim 19, wherein the 
operations further include: 
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receiving a signal that indicates the location of the mag 

netic stripe card relative to the geo-fence, 
wherein the signal was received from any of a point of 

sale (POS) system via short-range wireless transmis 
Sion, a global positioning system (GPS) transmitter, a 
server via transmission over a wireless local area net 
work (WLAN), or a cellular network transceiver. 

22. The magnetic stripe card of claim 19, further compris 
ing: 

a GPS receiver coupled to the processor. 
23. A method comprising: 
receiving, by a transaction processing system and from a 

point of sale (POS) system, object information associ 
ated with a payment object of a payer, and transaction 
information associated with a financial transaction 
involving a payment made via the payment object, 
wherein the payment object is associated with a plurality 
of accounts, including a first account and a second 
account, and wherein the transaction processing system 
receives financial transactions from a plurality of mer 
chants, and processes the financial transactions; 

Selecting, by the transaction processing system, account 
data associated with the first account to use for the pay 
ment; 

Selecting, by the transaction processing system, account 
data associated with the second account based on loca 
tion information that indicates a location of the payment 
object; 

transmitting, by the transaction processing system and to 
the POS system, information associated with the first 
account to use to obtain funds for the payment; and 

transmitting, by the transaction processing system and to 
the POS system, information associated with the second 
account to use in association with the financial transac 
tion. 

24. The method of claim 23, further comprising: 
accessing, by the transaction processing system, stored 

association information representing an association 
between the payment object and a plurality of financial 
accounts of the payer, 

wherein the selection of the account data associated with 
the first account includes selecting the account data 
associated with the first account based on the association 
information. 

25. The method of claim 23, wherein the selection of the 
account data associated with the first account includes select 
ing the account data associated with the first account based on 
a selection made by the payer, the method further comprising: 

causing, by the transaction processing system, information 
associated with the plurality of financial accounts to be 
displayed on a mobile device associated with the payer 
to facilitate a selection to be made by the payer; and 

receiving an indication, by the transaction processing sys 
tem, of the selection made by the payer using the mobile 
device. 

26. The method of claim 23, wherein the financial transac 
tion involves the payer and a payee, and whereintransmitting 
the information associated with the second account to use in 
association with the financial transaction includes transmit 
ting the information associated with the second account to use 
in association with a loyalty program that provides loyalty 
program credits when used in association with financial trans 
actions that include the payee. 
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