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1
OPERATIONAL SUPPORT FOR NETWORK
INFRASTRUCTURES

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a continuation of U.S. Non-Provisional
application Ser. No. 16/222,743, filed Dec. 17, 2017, and
entitled “OPERATIONAL SUPPORT FOR NETWORK
INFRASTRUCTURES,” which is a continuation in part of
U.S. Non-Provisional patent application Ser. No. 15/629,
168, filed on Jun. 21, 2017, and entitled “OPERATIONAL
SUPPORT FOR NETWORK INFRASTRUCTURES,”
which claims priority to U.S. Non-Provisional patent appli-
cation Ser. No. 14/145,659, filed Dec. 31, 2013, and entitled
“OPERATIONAL SUPPORT FOR NETWORK INFRA-
STRUCTURES,” now U.S. Pat. No. 9,716,718; issued Jul.
25,2017. The entireties of the above-noted applications are
incorporated herein by reference.

BACKGROUND

Modern enterprise network infrastructures continue to
grow in size and complexity. As enterprises extend data,
voice, and video communications and applications, to a
broader set of users, the volume and pace of electronic
information flow is growing and networks are more critical
than ever. Users expect reliable and predictable network
performance, even as new applications are added to the
network infrastructure. Information technology (IT) profes-
sionals are tasked with implementing and managing these
increasingly complex network infrastructures and ensuring
that applications and services run well across a wide range
of technologies that inherently rely on the network.

As the job of resolving network security, connectivity and
performance issues is becoming more complex and more
difficult, IT departments continue to strive to reduce costs,
increase operational efficiencies and roll out new applica-
tions and services to support the business. Services must be
delivered within acceptable levels of performance for all
users.

Security solutions are often distributed and deployed in
larger numbers across an entire enterprise network, from
wired to wireless to remote access. Policy management to
control to grant, limit, or prevent network access in align-
ment with appropriate business policy or security compli-
ance requirements and guidelines presents an ongoing chal-
lenge.

Monitoring and troubleshooting all the components that
make up the enterprise network infrastructure has become
even more of a challenge. While traditional network man-
agement and monitoring approaches may collect large vol-
umes of data, they can often leave gaps in coverage and
involve a great deal of effort to manually configure for a
constantly changing set of devices and services. Maintaining
network security and operational efficiency in today’s dis-
tributed enterprise networks demands new solutions to pre-
vent or solve issues and to minimize any impact on the
business.

SUMMARY

The following presents a simplified summary in order to
provide a basic understanding of some aspects of the inno-
vation. This summary is not an extensive overview of the
innovation. It is not intended to identify key/critical ele-
ments or to delineate the scope of the innovation. Its sole
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purpose is to present some concepts of the innovation in a
simplified form as a prelude to the more detailed description
that is presented later.

The disclosure disclosed and claimed herein, in one
aspect thereof, includes systems and methods that facilitate
a unified view of the current state of a network and net-
worked devices including real-time log monitoring and for
providing metrics for long term system planning. One such
method can include the acts of automatically discovering a
device deployed on a network, receiving device and network
related data, determining whether a device is authorized,
terminating device network access, filtering device data,
validating device configuration, configuring a device and
providing an output for use by a user. The disclosed system
and method can be utilized, for example, to establish a
baseline for network performance, for short-term and long-
term capacity planning, and to assess opportunities for cost
savings through network workload re-allocation. The dis-
closed system and method can be used to enhance infra-
structure security and to streamline I'T network management
and support operations.

In another aspect, the disclosure includes systems for the
operational support of network infrastructures. One example
system can include a discovery component, a processing
component, a network component, devices, a storage com-
ponent and an output component.

The disclosed system and method can provide the user
with a unified view across multiple networking technologies
and networking equipment vendors. The operational support
for network infrastructures system and method offers per-
formance monitoring, alerting, diagnostics, 802.1X network
authentication troubleshooting and reporting that are useful
for identifying network problems or deficiencies and for
making informed decisions about future network upgrade
and expansion. In an embodiment, a streamlined web-based
dashboard can be used to quickly identify, troubleshoot and
resolve problems minimizing end-user impact. The dis-
closed system and method can also reduce downtime, user
wait, configuration errors, security threats and increase
productivity and user satisfaction.

To accomplish the foregoing and related ends, certain
illustrative aspects of the innovation are described herein in
connection with the following description and the annexed
drawings. These aspects are indicative, however, of but a
few of the various ways in which the principles of the
innovation can be employed and the subject innovation is
intended to include all such aspects and their equivalents.
Other advantages and novel features of the innovation will
become apparent from the following detailed description of
the innovation when considered in conjunction with the
drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is an illustration of an example system for opera-
tional support for network infrastructures in accordance with
aspects of the disclosure.

FIG. 2 is an illustration of an example flow chart of a
method for operational support for network infrastructures,
according to one or more embodiments.

FIG. 3 is an illustration of an example system for opera-
tional support for network infrastructures, according to one
or more embodiments.

FIG. 4 is an illustration of an example computing envi-
ronment where one or more of the provisions set forth herein
are implemented, according to one or more embodiments.
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FIG. 5 is an illustration of an example computing envi-
ronment where one or more of the provisions set forth herein
are implemented, according to one or more embodiments.

FIG. 6 is an illustration of an example system for opera-
tional support for network infrastructures in accordance with
aspects of the disclosure.

FIG. 7 is a detailed illustration of portions of FIG. 6.

DETAILED DESCRIPTION

The following terms are used throughout the description,
the definitions of which are provided herein to assist in
understanding various aspects of the disclosure.

For the purposes of this disclosure, the term “device”
refers to devices, items or elements that may exist in an
organization’s network, for example, router, switch, server,
wireless access point, wireless client, computer, tablet com-
puter, smart phone, thin client, applications, services, files,
distribution lists, resources, printer, fax machine, copier,
scanner, multi-function device, mobile device, users, groups
of users and most any other network or networked element.

The innovation is now described with reference to the
drawings, wherein like reference numerals are used to refer
to like elements throughout. In the following description, for
purposes of explanation, numerous specific details are set
forth in order to provide a thorough understanding of the
subject innovation. It may be evident, however, that the
innovation can be practiced without these specific details. In
other instances, well-known structures and devices are
shown in block diagram form in order to facilitate describing
the innovation.

While specific characteristics are described herein, it is to
be understood that the features, functions and benefits of the
innovation can employ characteristics that vary from those
described herein. These alternatives are to be included
within the scope of the innovation and claims appended
hereto.

While, for purposes of simplicity of explanation, the one
or more methodologies shown herein, e.g., in the form of a
flow chart, are shown and described as a series of acts, it is
to be understood and appreciated that the subject innovation
is not limited by the order of acts, as some acts may, in
accordance with the innovation, occur in a different order
and/or concurrently with other acts from that shown and
described herein. For example, those skilled in the art will
understand and appreciate that a methodology could alter-
natively be represented as a series of interrelated states or
events, such as in a state diagram. Moreover, not all illus-
trated acts may be required to implement a methodology in
accordance with the innovation.

As used in this application, the terms “component” and
“system” are intended to refer to a computer-related entity,
either hardware or a combination of hardware and software.
For example, a component can be, but is not limited to being,
a process running on a processor, a processor, an object, an
executable, a thread of execution, a program, and/or a
computer. By way of illustration, both an application run-
ning on a server and the server can be a component. One or
more components can reside within a process and/or thread
of execution, and a component can be localized on one
computer or one network and/or distributed between two or
more computers or networks.

Referring initially to the drawings, FIG. 1 illustrates a
system 100 that facilitates operational support for network
infrastructures according to one or more embodiments. As
will be described in greater detail below, aspects can dis-
cover devices connected to a network, consolidate, organize
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and process data related to the devices and the network,
thereby providing operational support for the network infra-
structure. The system 100 can include a discovery compo-
nent 102, a processing component 104, networks 106,
devices 108, storage component 110 and an output compo-
nent 112.

Discovery component 102 can discover new devices 108
and existing devices 108 connected to a network or networks
106. Discovery component 102 can be manually triggered to
discover devices 108. For example, a systems administrator
or other user can trigger discovery component 102 to scan
the network 106 on demand. In an embodiment, the discov-
ery component 102 can be configured to continuously scan
the network 106 for devices 108. In aspects, the discovery
component 102 can be configured to scan a network or
networks 106 at pre-determined time intervals to discover
and/or identify network devices 106. Network scans sched-
uled to automatically discover new devices added to the
network 106 can save valuable time by minimizing or
eliminating manual discovery and manual database entry
tasks.

In aspects, the discovery component 102 can be config-
ured to discover and/or identify devices 108 based on Layer
2 and/or Layer 3 protocols and technologies. In an embodi-
ment, an Address Resolution Protocol (ARP) Cache can be
queried utilizing Simple Network Management Protocol
(SNMP) to obtain information about devices 108 on the
network 106. An ARP scan can utilize information obtained
from SNMP enabled devices, e.g. routers, to identify devices
active on the network 106. In further embodiments, a ping
sweep discovery can scan a range of Internet Protocol (IP)
addresses and identify devices 108 that respond to Internet
Control Message Protocol (ICMP) or SNMP. Link-Layer
Discovery Protocol (LLDP) allows attached devices 108 in
the network 106 to advertise information about themselves
to listening devices. In aspects, devices 108 can continu-
ously broadcast and listen for LLDP messages, and can
discover when a device 108 is added or a device 108 is
removed from the network 106. LLDP information can be
stored in the device as a management information database
(MIB) and can be queried with the SNMP. In an embodi-
ment, the topology of an LLDP-enabled network can be
discovered by crawling the hosts and querying the MIB.

In others aspects, the discovery component 102 can be
configured to discover and/or identify devices 108 utilizing,
for example, Domain Name System (DNS) or Windows®
Management Instrumentation (WMI).

The discovery component 102 can communicate device
information to the storage component 110 and to the pro-
cessing component 104 for further processing. For example,
processing component 104 can receive input from discovery
component 102 and storage component 110. In aspects,
processing component 104 can use an IP address, media
access control (MAC) address and/or the calling-station-id
information received from discovery component 102, stor-
age component 110, and other components of system 100, to
filter and or sort data and information related to devices 108
and networks 106. In an embodiment, a device calling-
station-id comprises the IP address or the MAC address
associated with the device 108.

Processing component 104 can obtain or receive device
information from discovery component 102. Processing
component 104 can poll or query devices 108 discovered or
identified by the discovery component 102 and can
exchange device information with the other components of
the system 100. Information received or obtained by pro-
cessing component 104 can include device type, system
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name, system description, system capabilities, manufac-
turer, software and hardware versions, virtual local area
network (VLAN) name, physical location, serial number,
asset number, IP address, MAC address, alias name, DNS
name, switch name, port name, port description, port num-
ber, port speed, port status, power draw (e.g. for Power Over
Ethernet devices), link aggregation, authentication status,
configuration information and most any other device or
network related information.

Processing component 104 can obtain or receive infor-
mation related to the devices 108 and networks 106. In
aspects, processing component 104 can obtain authentica-
tion, authorization and accounting (AAA) logs, dynamic
host configuration protocol (DHCP) logs, SNMP log data,
Syslog messages, lightweight directory access protocol
(LDAP) information and most any other directory service
information. Processing component 104 can provide real-
time log monitoring useful for network infrastructure sup-
port, for example, identifying errors, network health moni-
toring, troubleshooting authentication failures and details of
other network or system activities.

In further aspects, processing component 104 can obtain
information from discovery component 102, devices 108
and networks 106 related to machines assessed and kept off
the network 106 by an assessor, assessor utilization, unique
authentications by type, authentication requests, error codes,
clientless network access, MAC addresses in MAB (MAC
authentication bypass), backed out ports, and guest portal
information.

Processing component 104 can obtain or receive infor-
mation useful for tracking the performance of servers on the
network 106 over time. The information can be used, for
example, to detect, diagnose and resolve network issues
minimizing the impact on users. Processing component 104
can track response time, availability and uptime of most any
device, for example, routers, switches and other SNMP
enabled devices.

In an embodiment, processing component 104 can obtain
or receive and process metrics useful for long term system
and network infrastructure planning. For example, process-
ing component 104 can identify and monitor under-utilized
and over-burdened network resources and track bandwidth
utilization. System 100 facilitates the historical analysis of
traffic patterns over a time period to determine where and
why bottlenecks in the network are occurring.

The information obtained or received by processing com-
ponent 104 related to the devices 108 and networks 106 can
be utilized, for example, to establish a baseline for network
performance, for short-term and long-term capacity plan-
ning, and to assess opportunities for cost savings through
network workload re-allocation. In aspects, system 100 can
be used to enhance infrastructure security and streamline 1T
network management support operations.

In other aspects, a user (e.g. a network administrator) can
be made aware when an unauthorized device accesses the
network 106. Unauthorized, or rogue, network devices can
include, for example, a rogue switch or wireless access
point. Discovery component 102 can include a scanning
feature that periodically searches the network 106 for unau-
thorized devices. The system 100 can provide details of the
device and the port through which the rogue device is
accessing the network. The system 100 can block the switch
port to which an authorized device is connected in order to
prevent access to the network 106.

System 100 can include network(s) 108, for example, a
local area network, campus area network, wide area net-
work, enterprise private network, intranet, extranet, the
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Internet or most any other network. The devices 108 and
components of system 100 can be connected to and com-
municate with one another via a network or networks 106.
Network 106 can provide access to the Internet, an intranet,
an extranet, other communication means using protocols
that at least, in part, are used for the transfer of data (e.g.,
hypertext transfer protocol, file transfer protocol, simple
mail transfer protocol, trivial file transfer protocol, simple
file transfer protocol, network news transfer protocol), and/
or combinations thereof. Network 106 can be available over
wired and/or wireless connections. In some embodiments,
network 106 can be a phone or cellular network, or a
proprietary network capable of accepting additional device
types. In other embodiments, network 106 can be or include
a contact-less data sharing or communication means other
than WiFi (e.g., infrared, BlueTooth®, other near-field com-
munication techniques) employing a suitable form of access
and traffic control management.

Devices 108 can include most any device, item or element
in an organization’s network 106, for example, router,
switch, server, wireless access point, wireless client, com-
puter, tablet computer, smart phone, thin client, applications,
services, resources, printer, fax machine, copier, scanner,
multi-function device, mobile device, and most any other
network element. In an embodiment, devices 108 include
devices running the Windows® operating system and
devices having non-Windows operating systems.

In aspects, system 100 is technology agnostic and is
operable among various operating systems and device types.
Enterprise networks often include multiple networking hard-
ware vendors. The diagnostic complexity in a multi-vendor
network is more difficult which has historically translated
into more time to diagnose and fix issues. Configuration
choices and menus across vendors are not standardized.
Technology agnostic system 100 can be deployed as a single
implementation that functions across most any platform, or
in a multiple vendor implementation that provides modified
information depending on the device. Technology agnostic
system 100 can be utilized for consolidating and processing
a diverse set of information and data related to a network
infrastructure.

In an embodiment, system 100 is useful for identifying
and resolving issues related to 802.1X network authentica-
tion. 802.1X is an IEEE standard for media-level access
control, offering the capability to permit or deny network
connectivity, control VLLAN access and apply traffic policy,
based on user or machine identity.

The IEEE 802.1X standard defines the port-based net-
work access control that is used, for example, to provide
authenticated WiFi access to corporate networks. This port-
based network access control uses the physical characteris-
tics of the 802.1X capable wireless access points infrastruc-
ture to authenticate devices attached to a LAN port. Access
to the port can be denied if the authentication process fails.

802.1X authentication involves a supplicant, an authen-
ticator, and an authentication server. The supplicant is a
client device requesting to access the network. The authen-
ticator is a network device, such as an Ethernet switch or
wireless access point and the authentication server is typi-
cally a host running software supporting an authentication
protocol, for example, an Authentication, Authorization and
Accounting (AAA) server. The typical 802.1X authentica-
tion progression is a multi-step process including initializa-
tion, initiation, Extensible Authentication Protocol (EAP)
negotiation and authentication.

Upon initialization, or detection of a new supplicant, the
port on the switch (authenticator) is enabled and set to the
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“unauthorized” state. In this state, only 802.1X traffic is
allowed and all other traffic, such as the Internet Protocol
(IP), is dropped.

If authentication is successful, the authenticator sets the
port to the authorized state and normal traffic is allowed. If
authentication is not successful, the port remains in the
unauthorized state. When the supplicant logs off, it sends an
EAPOL-logoff message to the authenticator and the authen-
ticator sets the port to the unauthorized state, once again
blocking all non-EAP traffic.

Troubleshooting 802.1X authentication issues can be a
challenging and time consuming task as there can be mul-
tiple points of failure in the 802.1X/EAP process. For
example, backend communications problems between the
access point and the authentication server can cause the
authentication process to fail. The authentication process
will fail if a secure sockets layer (SSL) tunnel has not been
established or if there is an EAP negotiation or credential
issue.

Additionally, problems with the supplicant can cause
authentication failures. For example, authentication failures
can be the result of a problem with certificate validation, a
wrong username/password, the username/password may not
exist in the LDAP database, an improperly configured
authentication type or an incorrectly configured VLAN.

Troubleshooting 802.1X authentication issues can
involve, for example, manually accessing logs and settings
on the authentication server, reviewing syslog records,
checking interface statistics and port status on the authen-
ticator, reviewing client side information, verifying settings
on the server, switch or access point, and a variety of other
network and 802.1X authentication troubleshooting tech-
niques.

Accessing and evaluating all of the types of information
involved in an 802.1X authentication chain can be burden-
some. The disclosed system and method can provide a
centralized repository by aggregating real-time authentica-
tion information from across the network. The data can be
searched, filtered and/or sorted to provide the user with
information useful for diagnosing and resolving issues. In an
embodiment, the system 100 can search, filter and sort
network data and provide an output, via out component 112,
based on the user’s role. For example, the user may any of
a system administrator, a network system administrator, a
help desk technician, a support specialist, a system analyst,
a security specialist, a network manager, a network engineer,
an infrastructure analyst, a business analyst or a business
executive.

Output component 112 can be configured to provide a
role-based view unique to the user’s role in the organization.
The priorities, responsibilities and privileges may be differ-
ent for each user of the system based on the user’s role in the
organization. For example, a network analyst may have
responsibilities, tasks, concerns and goals that are different
from those of a help desk technician. Output component 112
can be configured to provide a customized role-based view
that offers access to the information and functionality useful
to fulfilling the user’s objectives.

In an embodiment, the system 100 can be used to con-
figure network devices 108 and to resolve network connec-
tivity issues. For example, the system can temporarily
disable 802.1X port security to allow client access to the
network while an issue is being worked by the IT staff. In
other aspects, the system 100 can evaluate the configuration
of a device and identify a misconfigured device, for
example, by comparing the device configuration against a
standard device configuration. Standard device configura-
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tion files can be stored by storage component 110. In an
embodiment, the system can identify a misconfigured
device, access the appropriate stored standard configuration
file and automatically configure the misconfigured device.

In other aspects, system 100 can detect or identify unau-
thorized, or rogue, devices connected to the network 106. In
an embodiment, the system 100 can identify the physical and
network location of the unauthorized device and can elimi-
nate network access by terminating the network connection
between the unauthorized device and an authorized device.
In aspects, system 100 can suppress the communications
port for most any network device and can turn off the port
on a network switch through which an unauthorized device
is communicating.

Output component 112 is capable of receiving input from
any of the discovery component 102, processing component
104, network(s) 106, devices 108 and storage component
110. The output component 112 can be configured to log or
record data, events, operations, warnings, process messages,
device changes and system changes associated with the
network(s) 106, devices 108 of system 100. In accordance
with an embodiment, output component 112 is configured to
present a role-based view to a user of the system 100.

FIG. 2 illustrates a computer implemented method 200 for
operational support for network infrastructures in accor-
dance with aspects of the disclosure. Operational support for
network infrastructures can include device discovery,
receiving device data, determining whether a device is
authorized, terminating device network access, filtering
device data, determining whether a device configuration is
valid, configuring a device and providing an output useful
for useful for network infrastructure support, for example,
identifying network errors, network health monitoring,
troubleshooting authentication failures and monitoring the
details of other network or system activities

While, for purposes of simplicity of explanation, the one
or more methodologies shown herein, e.g., in the form of a
flow chart, are shown and described as a series of acts, it is
to be understood and appreciated that the disclosure is not
limited by the order of acts, as one or more acts may, in
accordance with the disclosure, occur in a different order
and/or concurrently with other acts from that shown and
described herein. For example, those skilled in the art will
understand and appreciate that a methodology could alter-
natively be represented as a series of interrelated states or
events, such as in a state diagram. One or more acts
described in connection with an embodiment may be com-
bined with acts described in connection with other embodi-
ments. Moreover, not all illustrated acts may be required to
implement a methodology in accordance with the disclosure.

Method 200 can begin at 202 by discovering a device 108
on the network 106. For example, a device 108 may be
connected to the network 106. In accordance with an
embodiment, the method 200 can automatically discover
202 devices 108 on the network 106 using, for example,
scheduled network scans, device discovery scripts or in
connection with processes associated with the dynamic host
configuration protocol (DHCP). A network scan can be
manually triggered to discover devices 108 connected to a
network or networks 106. In an embodiment, the network
106 can be scanned at pre-determined time intervals to
discover and/or identify network devices 108. The network
106 can be continuously scanned for devices 108.

At act 204, the method 200 receives data associated with
a discovered device or with the network or most any network
accessible device. The method 200 can poll devices to obtain
system logs and additional device and network information.
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The method 200 can obtain authentication, authorization and
accounting (AAA) logs, dynamic host configuration proto-
col (DHCP) logs, SNMP log data, Syslog messages, light-
weight directory access protocol (LDAP) information and
most any other directory service information. In aspects, the
method 200 can receive device data, for example, device
type, system name, system description, system capabilities,
manufacturer, software and hardware versions, VL AN infor-
mation, physical location, serial number, asset number, IP
address, MAC address, alias name, DNS name, switch
name, port name, port description, port number, port speed,
port status, authentication status, configuration information
and most any other device or network related information.

At act 206, the method 200 determines whether the device
108 discovered at act 202 is authorized to join the network
106. If the device 108 is a rogue device, e.g. not authorized,
(206 “NO”), the method 200 proceeds to act 208 where the
system terminates the unauthorized device’ access to the
network 106. If the method 200 determines that the device
is authorized (206 “YES”), then the method 200 proceeds to
act 210.

At act 210, information related to devices 108 and net-
works 106 can be filtered or sorted based on a calling-
station-id. In an embodiment, a device calling-station-id
comprises the IP address or the MAC address associated
with the device 108. Presenting the device information in a
filtered view can increase the efficiency and effectiveness of
troubleshooting efforts. For example, 802.1X network
authentication information for a particular device can be
aggregated from a number of network resources and pre-
sented to the user in a unified view. The aggregation of data
based on the calling-station-id of the device can increase the
efficiency of network infrastructure support efforts by avoid-
ing the need to manually access multiple devices in order to
obtain logs and other device-specific information related to,
for example, an authentication failure.

The method proceeds to act 212 where the device con-
figuration is validated. If the device configuration is not
valid, (212 “NO”), the method 200 proceeds to act 214
where the system can access, for example, a valid configu-
ration from storage component 110. The valid configuration
can be identified based on data received at step 204. For
example, the device type and vendor information. The stored
configuration can be used to automatically configure the
device 108. If the method 200 determines that the device
configuration is valid (212 “YES”), then the method 200
proceeds to act 216.

At act 216, the filtered and sorted device information can
be displayed to the user. For example, the user may be
presented with a role-based view of the device information.
In an embodiment, information can be displayed in a dash-
board format. The dashboard can be presented to the user
based on the user’s specific roles and responsibilities. A
particular view may include a number of business or tech-
nology metrics that can aid the user in determining the
status, availability or health of a particular network element.
In an embodiment, the user’s role can be any of a system
administrator, a network system administrator, a help desk
technician, a support specialist, a system analyst, a security
specialist, a network manager, a network engineer, an infra-
structure analyst, a business analyst or a business executive.

In aspects, method 200 can present a unified converged
view of network infrastructure information and data useful
for assessing network health and for troubleshooting net-
work issues. The unified, converged view saves time and
increases the efficiency of network infrastructure support
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efforts by avoiding the need to manually access multiple
devices in order to obtain logs and other device-specific
information.

FIG. 3 illustrates a system 300 that facilitates operational
support for network infrastructures according to one or more
embodiments. The present system is technology agnostic
and is useful for most any network infrastructure, network
information and devices. As will be described in greater
detail below, aspects can discover devices connected to a
network, consolidate, organize and process data related to
the devices and the network, thereby providing a unified,
converged system for operational support for network infra-
structures. The system 300 can include access to multiple
data feeds, for example, AAA logs, DHCP logs, SNMP log
data and LDAP information. The system 300 can provide
real-time log monitoring and trend analysis. The system 300
can be utilized to support and troubleshoot, for example,
802.1X (network authentication) related issues without
manually accessing backend authentication servers or other
network hardware.

In an embodiment, system 300 can obtain, for example,
AAA logs, Authentication Syslog information 302, LDAP
queries and MAB Authentication data 304 from an Access
Control Server (ACS) 306. DHCP Syslog 308 information
can be gathered from a DHCP server 310. Guest Portal
(HTTPS), DNS and HTTP proxy information 312 and Guest
VLAN User 314 information can be acquired. The system
300 can gather HTTP proxy (external requests) 316, related
to for example, a corporate proxy server 318 and HTTP
proxy requests (internal) 320 from a production VLLAN 322.

In aspects, information from the ACS 306, DHCP server
310, Guest VLAN User 314, corporate proxy server 318 and
production VLAN 322 may be collected at regional local
services servers 324 as part of the endpoint security 802.1X
backend 301. The regional local services servers 324 may
also collect Assessor results (HTTP) 326 for use by the
system 300.

Syslog information 328 can be shared between the
regional local services servers 324 and data services servers
330. Assessor information 326 and Guest Portal Proxy
(HTTPS) data 332 can be shared between the regional local
services servers 324 and global services servers 334. The
global services servers 334 can be configured to provide a
support and administration website and to function as a
Guest Portal Host. Relational database management system
(RDBMY) information 336 and LDAP information 338, can
be exchanged between the data services servers 330 and the
global services servers 334. Device and network information
related to most any of the components of system 300 can be
gathered for display at, for example, a Support Site (HTTP)
340 for use by the user 342.

System 300 can provide a Support Site (HT'TP) 340 for
real-time log monitoring useful for network infrastructure
support, for example, identifying errors, network health
monitoring, troubleshooting authentication failures and
details of other network or system activities.

System 300 can obtain or receive information useful for
tracking the real-time performance of, for example, the ACS
306, DHCP server 310, corporate proxy server 318, regional
local services servers 324, data services servers 330, global
services servers 3334. The information can be used, for
example, to detect, diagnose and resolve network issues
minimizing the impact on network users. System 300 can
track network resource response time, availability and
uptime.

The disclosed system and method for operational support
for network infrastructures are useful for network perfor-
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mance monitoring, alerting, diagnostics, 802.1 X network
authentication troubleshooting and reporting that are useful
for identifying deficiencies that may impact users and for
making informed decisions about future network upgrade
and expansion. In an embodiment, a streamlined web-based
dashboard can be used to quickly identify, troubleshoot and
resolve problems minimizing end-user impact. The dis-
closed system and method can also reduce downtime, user
wait, configuration errors, security threats and increase
productivity and user satisfaction.

The system and method provide improved network avail-
ability, increased productivity and efficiency and, reduced
mean time to resolution (as measured by the average elapsed
time from when a network incident is reported until the
incident is resolved).

Referring now to FIG. 4, there is illustrated a block
diagram of a computer operable to execute the disclosed
architecture. In order to provide additional context for
various aspects of the subject innovation, FIG. 4 and the
following discussion are intended to provide a brief, general
description of a suitable computing environment 400 in
which the various aspects of the innovation can be imple-
mented. While the innovation has been described above in
the general context of computer-executable instructions that
may run on one or more computers, those skilled in the art
will recognize that the innovation also can be implemented
in combination with other program modules or components
and/or as a combination of hardware and software.

Generally, program modules include routines, programs,
components, data structures, etc., that perform particular
tasks or implement particular abstract data types. Moreover,
the inventive methods can be practiced with other computer
system configurations, including single-processor or multi-
processor computer systems, minicomputers, mainframe
computers, as well as personal computers, hand-held com-
puting devices, microprocessor-based or programmable con-
sumer electronics, and the like, each of which can be
operatively coupled to one or more associated devices.

The illustrated aspects of the innovation may also be
practiced in distributed computing environments where cer-
tain tasks are performed by remote processing devices that
are linked through a communications network. In a distrib-
uted computing environment, program modules can be
located in both local and remote memory storage devices.

A computer typically includes a variety of computer-
readable media. Computer-readable media can be any avail-
able media that can be accessed by the computer and
includes both volatile and nonvolatile media, removable and
non-removable media. By way of example, and not limita-
tion, computer-readable media can comprise computer stor-
age media and communication media. Computer storage
media includes volatile and nonvolatile, removable and
non-removable media implemented in any method or tech-
nology for storage of information such as computer-readable
instructions, data structures, program modules or other data.
Computer storage media includes, but is not limited to,
RAM, ROM, EEPROM, flash memory or other memory
technology, CD-ROM, digital versatile disk (DVD) or other
optical disk storage, magnetic cassettes, magnetic tape,
magnetic disk storage or other magnetic storage devices, or
any other medium which can be used to store the desired
information and which can be accessed by the computer.

Communication media typically embodies computer-
readable instructions, data structures, program modules or
other data in a modulated data signal such as a carrier wave
or other transport mechanism, and includes any information
delivery media. The term “modulated data signal” means a
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signal that has one or more of its characteristics set or
changed in such a manner as to encode information in the
signal. By way of example, and not limitation, communi-
cation media includes wired media such as a wired network
or direct-wired connection, and wireless media such as
acoustic, RF, infrared and other wireless media. Combina-
tions of the any of the above should also be included within
the scope of computer-readable media.

With reference again to FIG. 4, the exemplary environ-
ment 400 for implementing various aspects of the innovation
includes a computer 402, the computer 402 including a
processing unit 404, a system memory 406 and a system bus
408. The system bus 408 couples system components
including, but not limited to, the system memory 406 to the
processing unit 404. The processing unit 404 can be any of
various commercially available processors. Dual micropro-
cessors and other multi-processor architectures may also be
employed as the processing unit 404.

The system bus 408 can be any of several types of bus
structure that may further interconnect to a memory bus
(with or without a memory controller), a peripheral bus, and
a local bus using any of a variety of commercially available
bus architectures. The system memory 406 includes read-
only memory (ROM) 410 and random access memory
(RAM) 412. A basic input/output system (BIOS) is stored in
a non-volatile memory 410 such as ROM, EPROM,
EEPROM, which BIOS contains the basic routines that help
to transfer information between elements within the com-
puter 402, such as during start-up. The RAM 412 can also
include a high-speed RAM such as static RAM for caching
data.

The computer 402 further includes an internal hard disk
drive (HDD) 414 (e.g., EIDE, SATA), which internal hard
disk drive 414 may also be configured for external use in a
suitable chassis (not shown), a magnetic floppy disk drive
(FDD) 416, (e.g., to read from or write to a removable
diskette 418) and an optical disk drive 420, (e.g., reading a
CD-ROM disk 422 or, to read from or write to other high
capacity optical media such as the DVD). The hard disk
drive 414, magnetic disk drive 416 and optical disk drive
420 can be connected to the system bus 408 by a hard disk
drive interface 424, a magnetic disk drive interface 426 and
an optical drive interface 428, respectively. The interface
424 for external drive implementations includes at least one
or both of Universal Serial Bus (USB) and IEEE 1394
interface technologies. Other external drive connection tech-
nologies are within contemplation of the subject innovation.

The drives and their associated computer-readable media
provide nonvolatile storage of data, data structures, com-
puter-executable instructions, and so forth. For the computer
402, the drives and media accommodate the storage of any
data in a suitable digital format. Although the description of
computer-readable media above refers to a HDD, a remov-
able magnetic diskette, and a removable optical media such
as a CD or DVD, other types of media which are readable
by a computer, such as zip drives, magnetic cassettes, flash
memory cards, cartridges, and the like, may also be used in
the exemplary operating environment, and further, that any
such media may contain computer-executable instructions
for performing the methods of the innovation.

A number of program modules can be stored in the drives
and RAM 412, including an operating system 430, one or
more application programs 432, other program modules 434
and program data 436. All or portions of the operating
system, applications, modules, and/or data can also be
cached in the RAM 412. The innovation can be implemented
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with various commercially available operating systems or
combinations of operating systems.

A user can enter commands and information into the
computer 402 through one or more wired/wireless input
devices, e.g., a keyboard 438 and a pointing device, such as
a mouse 440. Other input devices (not shown) may include
a microphone, an IR remote control, a joystick, a game pad,
a stylus pen, touch screen, or the like. These and other input
devices are often connected to the processing unit 404
through an input device interface 442 that is coupled to the
system bus 408, but can be connected by other interfaces,
such as a parallel port, an IEEE 1394 serial port, a game port,
a USB port, an IR interface, etc.

A monitor 444 or other type of display device is also
connected to the system bus 408 via an interface, such as a
video adapter 446. In addition to the monitor 444, a com-
puter typically includes other peripheral output devices (not
shown), such as speakers, printers, etc.

The computer 402 may operate in a networked environ-
ment using logical connections via wired and/or wireless
communications to one or more remote computers, such as
a remote computer(s) 448. The remote computer(s) 448 can
be a workstation, a server computer, a router, a personal
computer, portable computer, microprocessor-based enter-
tainment appliance, a peer device or other common network
node, and typically includes many or all of the elements
described relative to the computer 402, although, for pur-
poses of brevity, only a memory/storage device 450 is
illustrated. The logical connections depicted include wired/
wireless connectivity to a local area network (LAN) 452
and/or larger networks, e.g., a wide area network (WAN)
454. Such LAN and WAN networking environments are
commonplace in offices and companies, and facilitate enter-
prise-wide computer networks, such as intranets, all of
which may connect to a global communications network,
e.g., the Internet.

When used in a LAN networking environment, the com-
puter 402 is connected to the local network 452 through a
wired and/or wireless communication network interface or
adapter 456. The adapter 456 may facilitate wired or wire-
less communication to the LAN 452, which may also
include a wireless access point disposed thereon for com-
municating with the wireless adapter 456.

When used in a WAN networking environment, the com-
puter 402 can include a modem 458, or is connected to a
communications server on the WAN 454, or has other means
for establishing communications over the WAN 454, such as
by way of the Internet. The modem 458, which can be
internal or external and a wired or wireless device, is
connected to the system bus 408 via the serial port interface
442. In a networked environment, program modules or
components depicted relative to the computer 402, or por-
tions thereof, can be stored in the remote memory/storage
device 450. The network connections shown are exemplary
and other means of establishing a communications link
between the computers can be used.

The computer 402 is operable to communicate with any
wireless devices or entities operatively disposed in wireless
communication, e.g., a printer, scanner, desktop and/or
portable computer, portable data assistant, communications
satellite, any piece of equipment or location associated with
a wirelessly detectable tag (e.g., a kiosk, news stand, rest-
room), and telephone. This includes at least Wi-Fi and
Bluetooth™ wireless technologies. Thus, the communica-
tion can be a predefined structure as with a conventional
network or simply an ad hoc communication between at
least two devices.

10

15

20

25

30

35

40

45

50

55

60

65

14

Wi-Fi, or Wireless Fidelity, allows connection to the
Internet from a couch at home, a bed in a hotel room, or a
conference room at work, without wires. Wi-Fi is a wireless
technology similar to that used in a cell phone that enables
such devices, e.g., computers, to send and receive data
indoors and out; anywhere within the range of a base station.
Wi-Fi networks use radio technologies called IEEE 802.11
(a, b, g, n, etc.) to provide secure, reliable, fast wireless
connectivity. A Wi-Fi network can be used to connect
computers to each other, to the Internet, and to wired
networks (which use IEEE 802.3 or Ethernet). Wi-Fi net-
works operate in the unlicensed 2.4 and 5 GHz radio bands,
atan 11 Mbps (802.11a) or 54 Mbps (802.11b) data rate, for
example, or with products that contain both bands (dual
band), so the networks can provide real-world performance
similar to wired Ethernet networks used in many offices.

Referring now to FIG. 5, there is illustrated a schematic
block diagram of an exemplary computing environment 500
in accordance with the subject innovation. The system 500
includes one or more client(s) 502. The client(s) 502 can be
hardware and/or software (e.g., threads, processes, comput-
ing devices).

The system 500 also includes one or more server(s) 504.
The server(s) 504 can also be hardware and/or software
(e.g., threads, processes, computing devices). The servers
504 can house threads to perform transformations by
employing the innovation, for example. One possible com-
munication between a client 502 and a server 504 can be in
the form of a data packet adapted to be transmitted between
two or more computer processes. The system 500 includes
a communication framework 506 (e.g., a global communi-
cation network such as the Internet) that can be employed to
facilitate communications between the client(s) 502 and the
server(s) 504.

Communications can be facilitated via a wired (including
optical fiber) and/or wireless technology. The client(s) 502
are operatively connected to one or more client data store(s)
508 that can be employed to store information local to the
client(s) 502. Similarly, the server(s) 504 are operatively
connected to one or more server data store(s) 510 that can be
employed to store information local to the servers 504.

Turning now to FIG. 6, illustrated is an example system
for operational support for network infrastructures in accor-
dance with aspects of the disclosure. At 602, observed data
source provides input into the system. Details of 602 may be
as discussed in relation to FIG. 7. Inputs (and feedback) may
also generate from 604 comparison and validation sources.
It is to be appreciated that comparison and validation
sources may include but not be limited to an asset manage-
ment system of record.

Inputs collected at a network data explorer design 606
may provide for evolutionary creation of various data struc-
tures ingesting the data and possible associated metadata of
the various input data. Details of example types of data
structures may be as discussed in relation to FIG. 7. At 608,
Network Data Explorer (NDEX) Logic may be used to
assemble the observed views of environment. It is to be
appreciated that 608 may involve the data and meta data
evolving the data structure segments of 606 in an iterative or
ongoing manner. At 610, a logical end to end map of the
environment may be generated. It is to be appreciated that
the logical end to end map of the environment may be
generated in an iterative and ongoing manner.

At 612 reporting output may occur. Reporting output may
be provided from the logical end to end map of environment
610 or intermittently from network data explorer design 606.
610 may provide a known and unknown view of the logical
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environment of the system that provides an overall map of
where additional “data filling in” may be desired. 610 may
provide the physical and logical connections of system
elements. It is to be appreciated that reporting output 612
may be yielded in most any number of forms, from static
reports to interactive data and data flows, among other
things. For example, an interactive data flow is shown from
reporting output 612 to comparison and validation sources
604. Details of example types of reporting output 612 may
be as discussed in relation to FIG. 7.

Turning now to FIG. 7, illustrations of detailed portions of
FIG. 6 are disclosed. Observed Data source 602 may com-
prise one or more of several observed data sources and or
data types that provide data and metadata about system
components. It is to be appreciated that system components
may include system hardware, system software, system
processes, and users and roles in a system. For example,
networks logs 602A, authentication logs 602B, enrichment
sources 602C, vulnerability scan data 602D, security agent
data 602E and/or application layer granularity to security
control granularity are examples or observed source data. It
is to be appreciated that enrichment sources 602C may be
external to a company and may range from data to meta data
of other data, to standard look-up references. An example is
an [P address or MAC address tied to physical hardware via
character sets using an external IEEE to reach to and
generate additional data.

Details of Network Data Explorer Design 606 may be
associated with comparison and validation sources 604. As
disclosed in FIG. 7, this may be shown by way of example
as one or more of location information data structure 606 A,
network segment information data structure 606B, device
information data structure 606C, security control informa-
tion data structure 606D, application information data struc-
ture 606E and/or vulnerability information data structure
606N. It is to be appreciated that the various data structures
may evolve or morph in their creation and act to ingest the
inputs of the observed data and metadata of the observed
source data. It is to be also appreciated that observed source
data may be layered, such as various elements of applica-
tions being layered, or security controls being layered. It is
also to be appreciated that the evolution of Network Data
Explorer Design structures may interact between the various
structures.

Also disclosed in FIG. 7 are example details of Reporting
Output 612. Examples of Reporting Output 612 may include
reports on new devices 612A, rouge devices 612B, various
asset risk level 612C, and/or security control coverage
612D. Report output 612 may also or in addition provide
security control coverage density for example such as secu-
rity agent density (where security agents are deployed per
availability of deployment). Such may provide reports of
system attack surfaces for most any of the items in a system.
Reports from reporting output 612 may not only provide
feedback into comparison and validation sources, including
for example asset management systems of records, but may
provide flags on system element characteristics and velocity
of system element characteristic changes.

What has been described above includes examples of the
innovation. It is, of course, not possible to describe every
conceivable combination of components or methodologies
for purposes of describing the subject innovation, but one of
ordinary skill in the art may recognize that many further
combinations and permutations of the innovation are pos-
sible. Accordingly, the innovation is intended to embrace all
such alterations, modifications and variations that fall within
the spirit and scope of the appended claims. Furthermore, to
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the extent that the term “includes” is used in either the
detailed description or the claims, such term is intended to
be inclusive in a manner similar to the term “comprising” as
“comprising” is interpreted when employed as a transitional
word in a claim.
What is claimed is:
1. A system, comprising:
a processor coupled to a memory that stores instructions
that, when executed by the processor, cause the pro-
cessor to:
create one or more evolving data structures based on
stored data from input of observed source data,
wherein the observed source data is associated with
operation of a network;

generate one or more observed views of a network
environment based on the stored data from the one or
more evolving data structures;

produce a map of the network environment based on
the stored data from the one or more evolving data
structures;

wherein producing the map comprises producing at
least one of a security data structure map or a system
attack surface map, wherein the security data struc-
ture map indicates control density and coverage, and
the system attack surface map identifies asset risk;

reallocating a workload process based at least in part on
a system element characteristic and a velocity
change of the system element characteristic that are
based at least in part on one of the security data
structure map or the system attack surface map; and

convey, for display on a display device, the one or more
observed views and the map of the network envi-
ronment.

2. The system of claim 1, wherein the instructions further
cause the processor to generate and convey a recommenda-
tion for workload reallocation based on at least one of a
security control density and the system attack surface map.

3. The system of claim 1, wherein the instructions further
cause the processor to identify granularity of application
layer data and application layer metadata and build an
association between one or more functional aspects and one
or more physical aspects into the one or more evolving data
structures.

4. The system of claim 3, wherein the application layer
data and the application layer metadata include additional
data and additional metadata across a plurality of applica-
tions or across multiple instances of a single application.

5. The system of claim 1, wherein the instructions further
cause the processor to build granularity of security control
data and security control metadata into at least one of the one
or more evolving data structures.

6. The system of claim 5, wherein the security control data
and the security control metadata cross security control
applications or an instance of a single security control
application.

7. The system of claim 5, wherein the security control data
comprises a ranked risk elimination plan.

8. The system of claim 1, wherein the instructions further
cause the processor to map a comparison source to at least
one of the one or more evolving data structures;

determine one or more differences between the compari-
son source and the map of the network environment;
and

update the comparison source with the one or more
differences.

9. The system of claim 1, wherein the observed source

data comprises a network log, an authentication log, a
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vulnerability scan data, a security agent data and an enrich-
ment source that augment at least one missing map location
corresponding to a comparison source as captured in the
system attack surface map.
10. A method, comprising:
creating one or more evolving data structures based on
stored data from input of observed source data, wherein
the observed source data is associated with operation of
a network;

generating one or more observed views of a network
environment based on the stored data from the one or
more evolving data structures;

producing a map of the network environment based on the

stored data from the one or more evolving data struc-
tures;

wherein producing the map comprises producing at least

one of a security data structure map or a system attack
surface map, wherein the security data structure map
indicates control density and coverage, and the system
attack surface map identifies asset risk;

reallocating a workload process based at least in part on

a system element characteristic and a velocity change
of the system element characteristic that are based at
least in part on one of the security data structure map
or the system attack surface map; and

conveying, for display on a display device, the one or

more observed views and the map of the network
environment.

11. The method of claim 10, further comprising identify-
ing an update associated with the network environment and
reporting the update to a comparison source.

12. The method of claim 10, wherein creation of the one
or more evolving data structures captures a plurality of
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functional aspects to a plurality of physical aspects from at
least identification of granularity of application layer data
and application layer metadata determined based on at least
one of associated data and associated metadata across mul-
tiple applications or multiple instances of a single applica-
tion.

13. A method, comprising:

executing, on a processor, instructions that cause the
processor to perform operations comprising:

creating an evolving data structure based on stored data
and stored metadata from input of an observed
source data associated with operation of a network;

generating one or more observed views of a network
environment based on the stored data from the
evolving data structure;

producing a map of the network environment based on
at least one of the one or more observed views of the
network environment;

wherein producing the map comprises producing at
least one of a security data structure map or a system
attack surface map, wherein the security data struc-
ture map indicates control density and coverage, and
the system attack surface map identifies asset risk;

reallocating a workload process based at least in part on
a system element characteristic and a velocity
change of the system element characteristic that are
based at least in part on one of the security data
structure map or the system attack surface map; and

transmitting, for display on a display device, the map of
the network environment.
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