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Mobile devices have become indispensable across a multitude of industries, and 
organizations like yours have been struggling to find a balance between empowering 
mobile users while protecting sensitive information.
Trend Micro™ Mobile Security for Enterprise allows you to safeguard your organization 
with robust protection designed for on-premises environments. Whether you require 
on-premises data storage due to regulatory constraints or preference, easily protect 
and manage your data with Trend Micro Apex Central™.
For easier deployment, Mobile Security for Enterprise gives you direct access to our 
Trend Micro™ Cloud Communication Server. This optional cloud-based service enables 
your teams to automate communications and reduce deployment complexity. Give your 
IT team the tools to remotely enroll, provision, and de-provision devices with corporate 
network settings like VPN, Microsoft Exchange ActiveSync, and wi-fi.
Note: Advanced capabilities (XDR, ASRM, zero trust, and Trend Micro™ Mobile Device Director) are only available  
in Trend Vision One™ - Mobile Security.

Key Features

Key Benefits

•	 Security tailored for in-house settings

•	 Centralized management dashboard

•	 Streamlined remote device 
communication through automation

•	 Simplified deployment processes

•	 Remotely enroll, provision,  
and de-provision devices
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CENTRALIZED MANAGEMENT VIA TREND MICRO APEX CENTRAL CONSOLE

Mobile Application Reputation Service (MARS) •	 Identify and block apps that pose security, privacy, and vulnerability risks
•	 Correlate installed app data against the MARS database of known malicious applications  

Mobile device management (MDM) •	 Enable IT to remotely enroll, provision, and de-provision devices with corporate network 
settings such as wi-fi, VPN, and Microsoft Exchange ActiveSync

Operating system posture and support •	 Support for Android™, ChromeOS, iOS
•	 Out-of-date OS notifications
•	 OS vulnerability mapping

Advanced protection Defend remote devices against:

•	 Known threats
•	 Phishing attempts 
•	 Malware
•	 Wi-fi vulnerabilities
•	 Malicious apps and websites  

See why Trend customers are moving to Trend Vision One – Mobile Security
Take prioritized, proactive action to improve your cyber risk resilience with Trend Vision One™.  
Learn more at trendmicro.com/mobilesecurity
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