Appendix: Red Flags for Transactions Suspected to Involve Money Laundering or Terrorism Financing (Futures Trust Enterprises and Managed Futures Enterprises) 
I. Related to customer accounts
(I) The contents of the customer’s application documents are forged or falsified.
(II) The customer refuses to provide information requested for no legitimate reason, or refuses to comply with due diligence or continuous monitoring procedures.
(III) The applicant attempts to bribe or threaten personnel, intends to provide incomplete content on the application form, or attempts to coerce the enterprise’s personnel into accepting incomplete or erroneous information.
(IV) The applicant is a politically exposed person, but attempts to evade filling in the application form correctly and completely, or does not fully elucidate the legitimacy of his/her sources of funds or securities.
(V) Opens multiple accounts without justifiable reason, and the beneficial owner of the accounts is the same person.
(VI) The customer changes his/her personal information frequently, such as address, phone number, or occupation, but there is no clear evidence to prove that the changes are factual or with reason.
(VII) Identical contact information, such as address or phone number, is given for accounts of multiple different customers, but no obvious relationship between the customers can be seen based on the other information given (such as names, ages, places of residence, phone numbers).
(VIII) Multiple accounts are opened under the names of different companies, but the companies share an identical statutory representative or authorized signatory and the transactions are obviously unusual.
(IX) The customer is suspected of being a dummy account fraudulently used by others.
(X) The customer meets conditions specified in the "Model Guidelines for Futures Trust Enterprises and Managed Futures Enterprises Anti-Money Laundering and Countering Terrorism Financing Policies and Procedures" or other conditions in which customer identification procedures cannot be completed.
(XI) The customer engages in transactions that exceed specific amounts but verification of its identity is difficult or the documents provided for verification have expired (e.g. foreign nationals, tourists, customers who do not reside in the country, and minors).
(XII) The customer is from a country or region with high money laundering or terrorism financing risk, or a country or region with high tax avoidance risks or strict financial confidentiality, as advised by international AML organizations.
(XIII) The customer is introduced by an overseas bank, a company with which it has a relationship of control or subordination, or other investors, and the customer and the person who introduces the customer are both from jurisdictions of high risk countries or regions with inadequate AML/CFT regimes.
(XIV) It is discovered, based on the contents of customer information forms, that the customer’s financial status is obviously incommensurate with its identity and income or its sources of funds are unclear.
(XV) The legal entity customer subscribes to funds or submits discretionary assets for management that are clearly incommensurate with its capital, operating revenue, or liquid cash, or the company has been established for only an extremely short period of time.
(XVI) The customer engages in fund transactions or mandates for discretionary futures trading and fails to reasonably explain frequent changes to its designated bank account.
(XVII) A customer commissions a broker or authorizes a person acting on their behalf to subscribe to a fund or sign a mandate contract for discretionary futures trading and, upon reconfirmation at the time of or after account opening, still fails to provide reasonable basis or exhibits obvious irregularities.
(XVIII) Reports or other documents sent to the customer are returned and marked "Addressee not found" by the post office.
(XIX) There are doubts regarding the veracity or adequacy of previously obtained customer identification information, and repeated customer identity verification fails to generate a reasonable explanation or uncovers obvious irregularities.
(XX) The customer, persons acting on behalf of the customer, or the customer's beneficial owner is a terrorist or terrorist group as advised by the Financial Supervisory Commission based on information provided by foreign governments, or a terrorist organization identified or investigated by an international organization against money laundering; or there is suspicion or reasonable grounds to suspect that the funds for a transaction are linked with terrorist activity, terrorist organizations, or financing of terrorism.
II. Related to transactions
(I) Funds
1. The customer subscribes or redeems funds within a specific amount of time and the subscriptions or redemptions separately exceed specific amounts.
2. The customer, within a short period of time, rapidly subscribes to multiple funds exceeding a specific amount or a specific number of transactions, and then quickly redeems them.
3. New accounts or accounts that have been dormant for over a year are suddenly engaged in subscriptions that exceed a specific amount.
4. A third party is frequently authorized by the customer to make subscription/redemption requests.
5. When an individual implicated in a special or material case reported in the media such as television, newspapers, magazines, or the Internet engages in fund subscription and redemption transactions at the company and the transactions are obviously unusual.
6. The customer uses a fund account opened collectively by company employees or members of a specific group to engage in frequent transactions that exceed a specific amount.
7. Multiple accounts are assigned to the same person conducting discretionary transactions on behalf of others.
8. Multiple accounts of persons other than the customer, or persons acting on behalf of a customer, are used to disperse transactions that exceed a specific amount.
9. Any other obviously unusual behavior or suspicious circumstances that come to the attention of the enterprise’s personnel, regardless of transaction amounts or whether the transactions have been completed.
10. Other obvious irregular trading activity.
(II) Discretionary futures trading
1. The customer's discretionary assets exceed a specific amount.
2. The customer terminates a mandate contract for discretionary futures trading immediately after contract signing.
3. The customer increases or reduces discretionary assets that exceed a specific amount within a specific period of time.
4. When an individual implicated in a special or material case reported in the media such as television, newspapers, magazines, or the Internet signs a mandate contract for discretionary futures trading with the company and circumstances are clearly unusual.
5. Multiple accounts of persons other than the customer are used to disperse discretionary transactions that exceed a specific amount.
6. Any other obviously irregular behavior or suspicious circumstances that come to the attention of the enterprise's personnel, regardless of the discretionary assets amounts or whether the mandate contract for discretionary futures trading has been signed.
III. Related to payment/remittances
(I) The customer redeems a fund or reduces discretionary assets that exceed a specific amount within a specific period of time, and the customer's designated bank account is located in an area with frequent military and terrorist activities.
(II) The customer's designated account is at a bank established in a country or region with high money laundering or terrorism financing risks, as advised by international AML organizations.
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