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Abstract. A presentation of a group with two generators having unsolvable word problem and an
explicit countable presentation of Mihailova subgroup of Fy x Fy with finite number of generators are
given. Where Mihailova subgroup of Fy x F3 enjoys the unsolvable subgroup membership problem. One
then can use the presentation to create entities’ private keys in a public key cryptsystem.
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1 Introduction

In 1997, Shor published in [37] his distinguished quantum computational algorithms and he pointed
out in this paper that with his algorithms the factorization of an integer and the computation of discrete
logarithm are computable in a polynomial time. Therefore, the most used public key cryptsystems (such
as RSA, ECC, et cetera) are really in jeopardy since people believe that quantum computers or quantum
computation systems are in fact not far from the reality. Therefore, one of the most urgent task for the
cryptologists is to find new public key cryptsystems which are much more safe and free of the quantum
computational attack.

In the last decade, due to the works done by Anshel et al[1], and Ko et al[24], the decision problems
from combinatorial group theory (i.e. the conjugacy search problem, the decomposition problem, the root
extraction search problem, and the subgroup membership problem) have been intensively employed as the
core for the establishment of alleged secure and effective cryptographic primitives. In particular, due to
having very complicated structures, very nice geometrical interpretations, exponential growth, and unique
normal form for all words representing any fixed element, the non-commutative braid groups B,, have
been used as the platforms of setting up cryptographic schemes [2, 3, 25, 8, 13, 27, 38, 40, 41, 42, 44, 45|
with the hope that the corresponding protocols have high level security. Unfortunately, it was shown
that some of these primitives are feasible to the attackers, for examples see [9, 14, 15, 16, 17, 19, 21, 22,
23, 26, 28, 29, 30, 31, 34, 36].

Clearly, one of the resolutions is to find a group with word problem solvable in polynomial time and
with some decision problem very hard decidable. Followed then, taking the group as the platform one can
try to set up public key cryptographic primitives with safety guaranteed by the hard decision problem.

Collins [12] proved that there are subgroups of a braid group B,, with n > 6 which are isomorphic to
the group Fy X F5, where the group F3 is the free group of rank 2. Then, as Shpilrain and Ushakov have
pointed out in [39] that there are some Mihailova subgroups [32] in a braid group B,, with n > 6 such that
the subgroup membership problem of these subgroups is unsolvable. Therefore, one of the key points of
this undecidability is able to be applied to propose new cryptsystems is to give an explicit presentation
of Mihailova subgroups of B,,.

*Correspondence author.



2 Subgroups with unsolvable GWP

2.1 Some decision problems of groups

In this section, for the use in the sequel, we present some decision problems of groups.
A presentation of a group G is as the following

P = <5L‘1,1’2,$3,"'|R17R2,R37"'>

where the set X = {x1, 29,23, -} is called an alphabet and the R;’s are words on X U X! with
X1 = {:cl_l,xz_l, x;l, -+ }. The group presented by P denoted G(P) is the quotient group of the free
group on X by the normal closure of the set { Ry, Ry, R3, - - - } in the free group. Usually it is not necessary
to distinguish so carefully between a group and its presentation and we often write simply

G= <.Z'1,$2,£L'3,"' ‘R17R25R3a"'>

to mean the G is the group defined by the given presentation, and we call that the elements in X are
generators of G, the words R;’s are defining relators. When the sets X is finite we then say that G is
finitely generated, and when both sets X and {R;, Ro, R3,- -} are finite we then say that G is finitely
presented. Sometimes, one may uses so-called defining relations of the form R; = R, (which is equivalent
to being a relator of the form R;R, ') to replace relators in a presentation of a group G.

Suppose that G is a finitely presented group defined by a presentation as above. We present some
decision problems in G.

Word problem (WP):
Given any two words w and u on X U X!, decide if w = v in G.

Generalized word problem or subgroup membership problem (GWP):
Given a subgroup H of G generated by elements aq,as, - ,a;, and an element g of G, decide if g is
an element of H, or equivalently if g can be written as a word on the set

{alaa2a"' 7al}U{a;1’a51".' 701;1}

2.2 Presentation of groups with two generators having unsolvable WP

Novikov [35] and Boone [4] independently proved that there is a finitely presented group having un-
solvable word problem. In 1969, Borisov [6] gave an elegant simplification on Boone’s approach. Then
in 1986, applying to a Céjtin’s [7] semigroup presentation with Borisov’s method, Collins [11] set up a
simple finite group presentation having unsolvable word problem with 10 generators and 27 relations as
the following.

Presentation A
Generators:
¢, C2, C3, C4, C5, Cg, C7, C8, C9, C10
Relations:

—1 .10

—1_10 —-1.10
€] CpCl=C7,Cy Cq C3=C7,Cq Cq

10

—1 0
C3 = Cr, Cy Cy

—1.1
Cq = C7, C5 07 Cy; = Cv,
-1 10 —1 10 —1 10 -1 10 —1 10
Cl CcgC1 — CS 5 02 CgCy — CS N C3 CgC3 — CS 5 C4 CgCy — CS s C5 CgCr — C8 5
-1 . -1 o -1 _ -1 _ -1 _
Cg C1C9 = C1, Cg C2C9 = C2, Cg C3C9 = C3, Cg C4C9 = C4, Cg C5C9 = C5,
-1 -1 -1 -3 3 -3 3
Cig C7C10 = C7, C1g C8C10 = C8,Cq C1 C10C1C6 = €1 C10Cq
-1 —-1.2 2 2 2 —-1.3 3 3 3
Cg C7C1C3C8C9 = C7C3C1C8, Cg C7C1C4C-CY = C7CyC1Cg, Cg CrC2C3CeCY = C7C3C2Cg,
-1 4 4 4 4 —1.5 5 5 5 —16 6 6 6
Cqg C7C2C4CgC9 = C7C4C2Cg, Cg C7C3C5CgC9 = C7C5C3C1Cg, Cg C7C4C5C8C9 = C7C5C4C2C g,
-1.7 7. 7 7 —-18 38, 838 —19 39, _ 939
Cq C7C3C4C3CRCY9 = C7C3C4C3C5Cg, Cqg C7C3C1CRCY = C7C1Cg, Cg C7C4C1CCY = C7C1Cy

We denote C' the group defined by the above presentation. By a remarkable embedding theorem [20]
of G. Higman, B. H. Neumann and H. Neumann’s, one can embed C' in the group defined by the following



presentation.

Presentation B

(J,t; v = If_lut7 t~to ot = clu_lvu7 t~ o 2wt = 02u_2vu2, t~ o Buwdt = 03u_3vu3
t~ ottt = C4u_4vu4, t~ o Pt = C5’LL_5’U’LL57 t Lo Syl = CGU_GUUG, t o Tuw Tt = 07u_7vu7
t~ o Bundt = 08u_8vu8, t~ o 2wt = CQU_QUU97 =Ly 010 = clou_lovuw}

where J = C x (u,v) is the free product of the group C and the free group generated by letters u and v.
By Lemma 2.1 of [33] we then have the following.

Proposition 2.1 The word problem for the group defined by Presentation B is unsolvable.

Now we apply Tietze transformations [43] as pointed in [20] to replace all the occurrences of v by
t~tut and replace all occurrences of ¢; by

¢ =t W Tt Wttt T T T e, i =1,2, -+, 10

in the relations in Presentation B, and then eliminate all generators (by using Tieze transformations
agian) ¢;, i =1,2,--- ,10 and v to get a finite presentation with only two generators as follows.

Presentation C

Two generators: wu, t

27 relations:

Ry (72w Ttut = T30~ Tty ) 10 2y St a2 e tu T
=t 20 Yut ut?e e Y Yt 2 Tt W T T e T

Ro: (t72u Ttut =l t2u =t tu = ") 10 20 2wt 2 e 2 Ly T
=t 20 2tut P Pu 2t e Pt e Tt M TP T b 7

Rz (t72u Ttut luTt2u Tt tu ") 10 2y S tut Mt 3 Ly T3
=t 2 3 tut B 2u 3t e et 2 Tt e T2 T b e ”

Ry (72w Ttut =W 20t Yy ) 10 2y At~ et 2 A Ly Tt
=t 20 Hut utPe M e et 2 Tt W T e T b
Ry (t72u Ttut =l t2u =t e 7 10 20 S tut S e S Lu T

=t 20 P tut b tPu ot e St 2 Tt M TP T b
Rg:  t 20 8tut 1208ttt 2u Tt Mut2u i e M

=t~ 2y Ytut~ tut?u e T M (T 2u S tut LB e 8 b L ®) 10
Ryt 20 8tut~ w208 tu Mudt 20 2 tut e 2t tu M

=t 20 2tut =220 2t b e (0 2 St B2 u 8 b L ®) 10
Ry: =20 8 tut B tPu 8t tu Bt 2u S tut LA e 3t L

=t~ 2y 3 tut " 3t u 3t b 3 (2 St B2 8 Ly L ®) 10
Ry: 20 8 tut Bt 8t by St 2 Mt Tt 2 T et

=t~ 2y~ Hut ettt b et (2 B tut T B P B Ly T ®) 10
Rio:  t2u 8tut ' ult?u 8t tu Bt 20 Stut 1wt tPu 0t Ly M

=t 20 S tut P20 0t e M (20 S tut T B 2w 8 T by L 8) 10
Riq: t 20 %tut w0 Pu %t L 2t 2 Mt Tt e lu

=t 20 Mtut ut?u 1t e Mt 2 Yt 0 e Ot L e
Rio:  t 20 %ut w20 %t L Mt 2 e 2 tut L e 2 L

=t 24 2tut M2 2u 2t e M2t 2 Yt M2 e 0t tu Lt
Ris:  t 20 %tut 12 2u %t lu Mt 2 S tut~ Mt 2 e 3t b 3

=t 2y 3 tut LB Pu 3t e Mt 2 Yt M2 0ttt



R21:

720 %t 2P e %t e Mt 2 Mt L e M L

=1

2y Mtut " et e e et 2 et e e 0t L e

20 tut 0 2w % Y Mt 2 St TP e o L e
=t 24 S tut P tPu ot e Pt 2 Yt LR 0 b e

20 Ttut e TP e T e M T 2 0t L P02 0 Ly L 10

=1

T2 0t L1042 10— Ly 1 10 =20 Tt~ L T 2w T L T

720 8ttt u 8 L M8t 20 0t~ L 102 10 Ly L 10

=1

(

t

20 Ot~ L1042~ 104 = 1y = L 10 =24, =8t — B2 8¢t~ L T

t72u Mt~ a2 b ) T3 20 0t~ M 02 0 Ly T O (¢ 2 Yt Lt e b )

“20 St b2 8 by LS

=t~ 2y Otut TSPt~ S (¢ 2u Mt T Lt P e b ) T3 20 0t~ L P02y~ 10— Ly L 10

(

t2u Mut Lty b )3

20 Ttut T e T Y M T 2 Yt Lt e e b Yt 2 e St et e 3 e e

t
=1
t

20 8ttt Mt 20 Yttt w0 e 0t L e
20 %t 20 % te Mt 2 Tt T e T L M T 2 St e e 3 e e
20 Mt tut?u N e it 2 e 8t T B P 8 L

TR e Y e Y e Y 7 VL e A Vo V) A 11 eV A Ve Ve Vi 7t e Vi s Vi A Vit 7 Ve

(
=t
t

t 720 S tut B2 8 Ly ) 2 20 Ot~ Mt 20t e
20t 200t Y M (0 2 Tt T T b ) 2 2 St Yt P e et
2 Mt ut?u T by T (2 e S tut T LS P a8 L 8

(20 Ttut T2 u T e T )3 2 2t Pt 2 2 by et 2 3t Bt P 3 b

(
=t
t

t72u S tut B2 8 Ly )3 20 Ot~ Ot 20t b
20wt 200 Y M (2 Tt TR T b )3 2 St Y e 3 e e
20 2wt e A e M (0 2 St LS P 8 b L ®)3

(2w Ttut TP u T e T ) 2 2t 2t 2 2 by et 2t bt P b et

(
=t
t

t 720 S tut B2 8 Ly ®) 20 Ot~ 2 0t b
20ttt u 0 Y M (0 2 Tt T T b ) M 2 Yt Y P e e et
“2u 2 tut 2 2t e M (2 St B2 8 e e 8)t

(20~ Ttut T2 u T e T )t 2 Bt~ 23 by St 2 St~ LSt 20t by

(
=t
t

t72u S tut B2 8 Ly )5t 20 Otut ~ Mt 20t b
20wt 200 e M (0 2 Tt TP T b ) S 2 S tut P P L e
2y 3 tut 2 e 3t e Mt 2 Mt Lt e e e M (¢ 2 S tut B2 u 8t b )P

TR 7 Vb v Vi e Vit 7 VI R Al Vi 707 A Vg 2l Vi At VIt 7V At VIl 201 A Tl et Vil At Vi AV

(
=t
t

t2u S tut B2 8 Ly~ 1 ®) 0t 20 Ot ~ Ot 2 0t e
20wt 200 e M (0 2 Tt T T b ) S 2 S tut P P L e
BT Y e T e T 7 e Vs 7 A e A Ve A Vit Vi (e el 2V A Vit e Tt A TR AV

(20~ Ttut T2 u T e ) T 2 3t 3t 23 by St 2ttt a2 e et

t
=t
t
(

(
=t
(

203 tut L3P u 3 e M3 (¢ 2 St LB e 8 b ®) T 2 Yt L 2 2 0 L e
2y %tut 2% M (2 Tt Y T2 T b ) T 2t 3 a3 e
B Ve 217 Vi T Vi A VR 7V e A VA V1 Vel T A VA T A VRl 711 e T V] A T O
t2u S tut B2yt Ly )7

(t 20 Ttut T2 u T L )8 20 3t T 3t P 3 b Y (2 Mt Lt e e Lu )3

t72u S tut B2 u 8 Ly~ ®) B 20 Ot~ 2 Ot b
2y ut 2 a0t e e (2 Tt TP T e ) B (2 Yt Yt e Y )
t2u S tut B2y Sty )8

(2w Ttut T2 u T e ™)t 2 Mt bt P i b et (2 Mt Lt e e Lu )3

(
=t
(

t 20 8 tut B 208ty Hu®) 9t 2 Yt L0t L
20ttt u 0t e M (0 2 Tt T2 T b ) (4 2 Mt Lt 2 e e )3
t2u S tut B t2u 8t lu H®)?



By removing a number of inverse pairs on the relations in the above presentation we then have the
following presentation.

Presentation C’
Two generators: wu, t

27 relations:
Ry w Stut Yu et e T (7 2 Tt T2 T b ™) Ot 2 Yt a2 e b
= tut tutPum Yy ut 2u T Tt LT 2 T L S
D T VLl e Yl A A VIl (e VRl V) A Vb s Vil A T Z VI R A Vs 7V A Vil s A VA 3
= tut = 2t 02t b et 2 Tt Y e T b
Ry wttut w2 Tt b T (¢ 2u Tt Y T2 T b ™) 0t 2 bt L a3 b
= tut 3 tPu 3t b et 2 Tt T T b et
Ry uw3tut ' Pu T e T (2 u T Tt TP T b ™) 0t e T e P T e
= tut Py~ ettt 2 Tt T2 T b e
RL: w2 tut ™ e T e T (0 2 Tt T e T e ) 9 2 St LSt RS tu
= tut St u 5t b St 2 Tttt e T b
Ri: w™ Ttut ™ S t?u 8t e St 2 u Mt it 2u ety e
= tut ~tut?u" T (T 2 St T B P8 b ®) Ot 2 St LS P 8 T e
Ry w Stut~tuSt?u 8t~ 1St 2 a2 tut L a2 tu e
= tut e 2t Lt (2 St LS a8 L l®) Ot 2 St LBt 2 8 b He®
R T A A T T T A VI 7V A Vi e Vit A T
= tut e 3t b 3 (2 e S tut T LB P 8 L ) 0t 20 St~ B2 8 e
Ry uttut LuB2u 8 tum Mt 2wt bt A e
= tut~tuttPum b et (2 e S tut T LB P L ) 2t 2 St~ Bt 28 b et
PR Vi T A Vil Vs At Vi 4V et Vil 717 A VA et Vil At Vit
= tut L uPt2u 0t tu T S (2 St LB e 8 L ®) Ot 2 St LBt 2 8 b
1w Stut T Pt by et 2 it P e b
= tut~tut?u" 1t T a2 e Y tut T 22 u 0t Ly
or u Ttut 2yt by et 2 2t Pt P2 b
= tut~ 2y 2t by et 2 Ot e 0t b T
P T LA VAl Vi ey Vi F A et Ve V) A Tl et Vel At Vit
= tut = 3 tPu 3t b et 2 Vtut T O e Ot b S
AR Vi 7T A VAl Vit ey Vit Z VA et Vi 207 A Vg 2 Vg At Vit
= tut~tuttPum M b et 2 Yt O e 0t b
T T Tt Vil A Vi 2V e TR V) A Vi o T A T
= tut S t?u 0t St 2 Yt T 0t b
et tut Tt Pu T e e T 2 0t T e 02w T 10 Ly T 3
= w3 tut w0210y~ e 0 20 Tt~ T T b
1o tut S tPu 8 by B 20 0t~ b 042 10 Ly T T2
= u 2tut w02y~ 0t Ly 0 2 St~ LSt 8t T
e (T 2uMut Py by ) T2 i bt e e T e Y Ot 02 10 Ly L 10
(t2u Ytut ~tut?u e b ) 3 20 S tut b2 w0t by P
=t 2u St S S e Pt it 2u e e Pt e e Pt 2w e e Pt
L A V1 T e VRl 7 VRt A Vs 71 At VA Al Vil A T TR
(t72u~ Mut a2y b ) 2t 2 Mt L ut?u e tu
hot tut w2 e T T M T 2 St a2 e b Yt 2 3t L e 3 b
t2u B tut B2 8 Ly B 2w Ottt 20t Ly



= u” Htut 02w 0t Ly Mt 2 Tt T2 T b T 2 3t 3t 2 3 b T
t2u Mt Pt M T bt P St S8
bot tut Tt P u T by it T 2 Tt L T2 T e T 2 Mt Lt e e b
t2uMut Py by et (2 St LS e 8 b L t®) 2 2 Y tut L 2w 0t tu
= u Htut 2200t L i (2 Tt L TP T b ) 2 2 et Lt P e L
L T Y T T A T T e T A T (T A T T A T T A T
b tut T u e T b T (2 Trut T T2 T b ™) 2 2 2t Pt 2 2 b
t‘zu_3tut_1u3t2u_3t_1u_1tu3(t_zu_stut_1u8t2u_8t_1u_1tu8)3t_2u_9tut_1u9t2u_9t_1u_1tu
= u_2tut_1u9t2u_9t_1u_1tu9(t_Qu_7tut_1u7t2u_7t_1u_ltu7)3t_2u_3tut_1u3t2u_3t_1u_1tu3
t72u 2t 22 u 2 by i (2 Bt LS P 8 b ®) 2 2 e S tut LB P a8 L e
hot  tut ™ u e Tt T T (1 2 Trut T T2 T b T )3 20 2t Pt 2 2 b T
t2uMut Py L et (2 St LS e 8 b 8 A 2 Yt L 2w 0t tu
= u Htut 0200t e i (20 Tt Y TP T b ) e 2 et Lt P L e
t72u 2t 22 u 2 e e (2 Bt LS P 8 b ®) 3 2 S tut LB a8 L e
hat tut T T Pu T T T (0 2 Ttut T M TP e T e ) 2 S tut T a3 e 3 L 3
t72u P tut Pty 0t Ly i (¢ 2 St LS e 8t b t®) P 2 Ytut L 2w 0t tu
= u=Htut 2200t e T i (2 Tt L TP T b ) S 2 u S tut T P P u L
t72u 3 tut 32w 3t by M3t e Mt a2 e e
(t72u B tut B t2u =8t Ly~ u®) 2 St~ Bt 28
bat tut T u e T b T (2 Ttut T T2 T L ™) S 2 Mt~ a2 e et
t2u P tut Pt 2u 0t by i (2 St LS e 8 b L ®) S 2 u Y tut T L 2 2w 0t tu
= w2 tut 2w e (0 2 Tt T2 T b ) S 20 S bt T P a0 T
L T e T Y e VR 7 Vs el Vi 7 A Ve Al Vi Ay Vit 7
(t72u B tut B t2u =8t Ly~ )5t 20 S tut ~ Bt 28
bet tut ™ u e b T (2 Tt T 2 T L ™) S 2 3t~ 3t 2 3t b T
t~2u" Hut Lt 2y e Sttt 2 e Bt L P u 3 b e
(t72u B tut B t2u 8t Ly ) Tt 20 O tut et T
= u 2tut 200t Y M (0 2 Tt T 2 T b ) T 2 3t L e 3 b
t7 20 Mut Py Ly et T 2 3t 3t 23 b Y3t 2 St LS a5 b
-2, —84 4—1,8:2, —8;~1, —14,8\6,—2, —84 4+—1 8,2, —8,~1, —1
AT T A Tt Tt Al Vo TR R A VAl 2 V1 At Vol Al Tt At VA
bet  tut Tt Pu T b T (0 2 Ttut T T T b ) T 2 St e 3 L 3
(t72u~ Yut a2 b )3 (0 2 Bt T B2 8 Ly ) B 20 Ot~ Pt 20t
= u Htut 0200t e e (2 Tttt e T b )8 (0 2 T a2 e e )3
(t72u = Stut B t2u =8t Ly~ ) Tt 20 St~ B P8 T b
bot tut Tt 2 u T b T (0 2 Ttut T e T b ) B 2 T P A L Tt
(t72u Mut a2 e b )3 (0 2 Bt B2 8 Ly ) Ot 20 Ot~ Mt 20t e
= u A tut 0200t e e (0 2 Tt TP T b ) O (7 2 Yt a2 e e )3
(t72u S tut LB t2u =8t Ly~ 1) Bt 20 St~ B P8 b

We denote by H the group defined by Presentation C’. Since H is isomorphic to the group defined
by Presentation B [43], we have the following theorem.

Theorem 2.2 The word problem for the group H defined by Presentation C’ is unsolvable.

3 Presentations of Mihailova subgroups of F; x Fj

Let H be a group defined by a presentation P = (1,2, - ,zk|R1, Ra, - , Ryp) with integer k > 2,
and let Fj be the free group on {x1,xo, - ,zr}. Then, in her influent paper [32], Mihailova associated
to H the Mihailova subgroup M(H) of the direct product of Fj, X Fj, defined by

M(H) = {(wy,ws)|w; = wein H}

Mihailova then proved the following theorem.



Theorem 3.1 (Mihailova) The membership problem for M(H) in Fy, x F}, is solvable if and only if the
word problem for H is solvable.

Thus, taking H the group defined by Presentation C’ generated by two elements, the Mihailova
subgroup M (H) of F5 x F5 has a unsolvable membership problem, namely there is no algorithm to decide
if any element = of Fy x Fy written as a word on the generators of Fy x Fy is an element of M (H).

By a result of Grunewald’s [18], if H enjoys a unsolvable word problem then the Mihailova subgroup
M(H) can not be finitely presented. However, Bogopolski and Venturawe [5] have gaven an explicit
countable presentation with finite generators and countably infinite relators for Mihailova subgroup M (H)
of Fy, x Fy, (k > 2) provided that the group H can be defined by a finite, concise and Peiffer aspherical
presentation as the following theorem.

Theorem 3.2 (Bogopolski and Venturawe) Let Fy, be the free group on {x1,--- ,xr}, and let H =
(1, ,xp| R1,- -+, Rm) be a finite, concise and Peiffer aspherical presentation. Then Mihailova’s group
M(H) < Fy x Fy, admits the following presentation

<d1a"' 7dk7t1>"' ;tm| [t]7 d_lt;lridL [tia IOOt(ri)L 1 S 7’7] S m, de Dk?>

where Dy, is the free group with basis {dy,- - ,dy}, r; denotes the word in Dy, obtained from R; by replacing
each x; to d; (1 <1< k), root(r;) denotes the unique element s; € Dy such that r; is a positive power of
s; but s; itself is not a proper power, and the elements d; and t; correspond, respectively, to the elements
(5,2;) and (1, R;) of M(H) (1 <i <k, 1<j5<m).

To apply the above theorem on Presentation C’ we must show that Presentation C’ is concise and
Peiffer aspherical.

A group presentation P = (x1,xa, - ,zk|R1,Ra, -, Ry) is called concise if every relation R; is
non-trivial and reduced, and every two relators R;, R;,¢ # j, are not conjugate to each other, or to the
inverse of each other. A direct check shows that Presentation C’ is concise.

One can refer [5] for the definition of being Peiffer aspherical. Theorems 3.1 and 4.2, and Lemma
5.1 in [10] imply that respectively, the Peiffer asphericity is preserved under HNN-extensions, under free
products, and under Tietze transformations. Therefore, it is sufficient to show that Presentation C (as
well as Presentation C’) can be obtained from a free group by performing a number of HNN-extensions,
free products, and Tietze transformations.

First, Presentation A can be gained from a free group by three consecutive HNN-extensions as follows.

The first HNN-extension is performed by taking the free group A generated by c¢7, cg as the associated
subgroup, and ¢y, co, €3, ¢4, 5, c1¢ as the stable letters to get an HNN-extension J; defined by the following
presentation.

P1 = (A, c1, ¢, ¢3, 4, C5, C10]

1 1

—1_10 —-1.10 —1_10 —1 .10 —1 10 -1

Ci C7Cl =C7,Cy CyC2=Cr,Cq Cq C3=C7,Cy Cqy Cq=Cr,Cq Cqy C5=Cr, CinC7C10 = Cr,4
-1 10 —1 10 -1 10 -1 10 -1 10 -1

Cy CgC1 = Cg , Co €CgCx = Cg , C3 (C8C3 = Cg , C4 C8Cq4 = Cg , C5 C8C5 = Cg , C1g C8C10 = Cg>

Then, by taking the subgroup K; of J; generated by the the following subset

2 2 2 2 3 3 3 3 4 4 4 4 5 5
{01, C2, C3, C4, C5, C7C1C3C8, C7C3C1C8, C7C1C4Cq, C7C4C1Cg, C7C2C3Cg, C7C3C2Cg, C7C2C4Cg, C7C4C2Cg, C7C3C5Cg,

5 5 6 6 6 6 7 77 7 8. .38 838 9. .39 9309
C7C5C3C1CY, C7CAC5CY, C7C5CACCY, CTC3CACECY, CTC3CAC3C5 s, C7C3C Cy, CCTCy, C7CACICy, C7CICy}

as the associated subgroup and cg as the stable letter we have the HNN-extension .Jy defined by the
following presentation.
—1 —1 —1 —1 —1
Py = (J1,c9|cqg c1cg = c1, ¢y CaCg = Ca, € C3C9 = C3, Cg C4Cy = C4, Cq C5Cy = C5,
—1 -1.2 2 2 2 1.3 3 3 3
Cq C7C1C3C8C9 = C7C3C1C8, Cg C7C1C4CeC9 = C7C4C1Cg, Cg C7C2C3C3C9 = C7C3C2Cg,
—1.4 4 4 4 15 5 5 5 —~16 6 6 6
Cqg C7C2C4CgeC9 = C7C4C2Cg, Cg C7C3C5CgC9 = C7C5C3C1Cg, Cg C7C4C5C8C9 = C7C5C4C2Cy,

-1.7 7 7 7 —1.38 3.8 838 —19 3.9 9.3 .9
09 C7C3C40368C9 - C7C3C4C3C5CS, 09 6763016809 = 076108’ Cg C7C4616809 - 0761(}8>



The third one HNN-extension is then clearly performed by taking the subgroup K of J5 generated by
the the element cl_3cloc:f as the associated subgroup and cg the stable letter to obtain the HNN-extension
C defined by Presentation A.

Now, it is obvious that the group defined by Presentation B is also an HNN-extension by taking the
subgroup J as the associated subgroup and t as the stble letter, where J is the free product of group C
and the free group generated by two letters u and v.

Finally and clearly, we already have known that Presentation C (as well as Presentation C’) is obtained
by performing a number of Tietze transformations from Presentation B. Thus, by the results in [10] we
have the following theorem.

Theorem 3.3 Presentation C and Presentation C' are Peiffer aspherical, and Presentation C' is concise.

Since the group H defined by Presentation C’ is generated by two elements u, t, we now can apply
Theorem 3.2 to present an explicit countable presentation for Mihailova subgroup Mg, «x g, (H) of Fy X Fy
with Fy generated by {u,t}. To do so we need some notations as follows.

For each ¢ = 1,2,---,27, if a relation R} in Presentation C’ is of the form

R R (u,t) = B (u,1)
with both Rgl)(w t) and RET) (u,t) being words on {u,t,u~1, =1} then we denote
Si = (B (w.0) 7 R (u.1)
Clearly, one can check that root(S;) = S;, ¢ =1,2,---,27. Thus, we then have
ri = (R ((u,u), (6,6) LR (w,w), (1), i=1,2,---,27

where 7; is as defined as in the the presentation given in Theorem 3.2.
Finally, by Theorem 3.2 we then have an explicit countable presentation with 56 generators for Mi-
hailova subgroup Mg, « g, (H) of Fy x F5 as the following.

Presentation D

29 generators:

(uau)v (tvt)7 (1757)7 i = 1a23"' 727

Countable number of relators:

SO ) TS (6T S e te), S e S, ik =1,2,-,27

(2

where § € Fy x Fs.

Now, since the word problem of the group G defined by Presentation C is unsolvable, Mihailova’s
theorem (Theorem 3.1) implies the following conclusion.

Theorem 3.4 The membership problem for Mihailova subgroup Mp,«r,(H) of Fa x Fy is unsolvable.

Finally, for being used with applications, we give the descriptions of each S;’s in the generators (1, .5;),
i=1,2,---,27 in Presentation D as follows where for the simplicity we replace all occurrences of (u,u)
by d,, and all occurrences of (¢,t) by ;.

S1: (80,0, 16,020,107 10,716,040, 20, 70,0,0; 167626, 76,16 15,08) 1
6766:0,0, 10702676, 16,716,607 (6, 26,70,0,0; 16762676, 16, 16,07)°
6, 26,16:0,0, 18,026,166 16,

So: (80,0, 16262620, 16,716,026, 26, 70,0,0; 167626, 76,16 16,00) 1
600:0,0; 10702676, 16,16,07(8,26,76,0,0; 167626, 76,16, 16,07)°
85, 26,260,600, 162626726, 16,16,



Sa: (80,0, 163626730, 10716,036,20,70,0,0; 167626, 76, 1o 5,04) 1
6 40:0,0; 10702076, 16,16,07 (8,26,70,0,0; 167626, 76,16, 16,07)°
85, 26,36:0,0, 10362636, 1616,

Syt (60,0, 162620740, 16,716,046,26,76,0,0; 17626, 76, 16, 16,03) 1
630:0,0; 10702076, 16,716,607 (8, 26,70,0,0; 16762676, 16, 16,07)°
6, 26,46,0,0; 10462646, 1616,

Ss: (6:0,0; 10202026, 16, 16:056, 20, 76:0,0; 107020, 76, 16, 16,02) !
62010,0, 10702676, 16.,16,07 (8, 26,76,0,0; 167626, 76, 6,16,07)°
67 26,56,:0,0; 105626726, 1616,

Se: (810,07 10,020,167 16.10:0, (6,26, 80,0,0, 10862680, 16.716,65)°
0, 208646,0, 165626, 30, 16,1 6,07) 1
670100, 108626, 86, 16,16,080, 26, 16,0,0; 16,020, 16, 16,16,

Sy (6,020, 162020,26,716,10,02 (6, 26,86,0,0, 108626,80, 16.716,65)°
06;26,36,0,0, 10862686, 16.,16,00)"
6760:0,0, 10862086, 16,16,080, 26, 16,0,0; 16,020, 16,1616,

Sg: (6,036,7163620,36,716.,16,03(6;26,86,0,0, 108626,80,16.716,68)°
6, 20,86:0,0, 105626, 30,16,16,05) 1
600:0,0; 10362686, 16,716,080, 26, 16,0,0; 16,020, 16, 16,16,

So: (8,026, 16262046,716,10,0, (0, 26,86,0,0, 108626,80,26.716,68)°
0, 26.780,0,0; 108026,786, 10 10,04) 1
6 40:0,0; 108626,786, 16,716,080, 25, 16,040, 16,020, 16, 16,16,

Sio: (6,056, 105626,50,16716,0,(0;20,36,0,0; 165626,786, 15,7 16,65)°
0, 26,780,0,0; 108026,86, 16710,03) 71
63010,0;, 10362086, 16,716,080, 26, 16,0,0; 16,020, 16, 16,716,

Si1t (50,0, 16,6207 16;, 1 6:716,6,0; 20795,5,0, 169626796, 16716,68)
5786,6,07 10962695, 1 6716,690, 267 16,6,0; 16,6257 16, 1616,

Sio: (616,06, 102626,26, 167161020, 26, 96,0,0; 16262690, 16, 16,67) !
070,0,0; 109620796, 16,716,696,26,26,0,0; 10262626, 16,716,

Siz: (610,06, 10362036, 16,716,030, 20, 96,0,0; 16262696, 16,7 16,65)1
6,60:0,0; 109626796, 16,716,090, 265, 36,0,0; 16262036, 16,16,

Siaz (040,06, 10262640, 16,16,026,26,96,0,0; 102626.,90, 1 6,16,05) !
0750:0,0; 109626796, 16716,090,25,46,0,0; 162620746, 16,

Sis: (808,07 100626567 10, 16,056, 26, 95,0,0; 16262696, 16 15,04) 1
5746,6,0, 16962695, 1 6716,690, 26756,6,0; 105625700, 16716,

Sig: (6,36:0,0; 1610626106, 16715,6106, 26, 76,0,0, 161626, 76, 16, 16) T
010,0; 10T 676,76, 10,716,078, 26, 196,6,0, 1610626106, 15,71 5,03

Sir: (6726:6,0; 16106251067 16715,6106,726,786,6,0, 16862686, 16,7 16,) "
6100, 10862086, 16,716,080, 20, 106,6,0, 1610626106, 15.716,02

u

Sis: (0726766,6,0, 16062005, 1 6716,650, 1 6,6,0,0; 26, 16,67 16; 15,62

u

610,71 0,000,0; 20,160,010, 10,020, 16, 1 6,6,6,0; 20,716,016, 16,96,

507 101062510671 6-16,610 (6,261 6,:0,0; 16,026, 16, 16,16,6,)?

67 20,10,:0,0; 18,026, 16,616t

(6,726,710,0,0; 20,020,716, 10,710,0,) 20,107 16,60,0.,0; 26, 16,616, 16,96,
5,07 101062671057 16-165,610(6,26,716,6,0; 10,626, 16, 10,16,0,)°
6;726,90,6,0, 16862666, 16.16,0°

Sto: (5725:5,0; 169626796, 16716,695, 20, 76,0,0, 67626, 76; 616,07
57 20730,0,0, L03020 30,10 16,038, 2071 0,0,0; 16,020, 16,10 16,0.,



0;26,86,0,0; 10862686, 16,16,) !
5100, 10702078, 16161076, 20, 10,0,6; 10,026,167 15 1640,
O, 20,3646,0, 103026,30, 16,710,036, 20, 88:8,0, 105626,80, 16,716,068

5,26,96,6,0, 169520, °6, 16, 16,6,,

tYu
Soo: (6726:6,0; 102626796, 16,16,02(8,26,70,0,0; 16762676, 16,716,072
67 20,400,007 L0202640,16,10,040, 26, 1616u0; 10,020, 16,16, 16,0,
0, 20,86,0,0, 108020,86, 16,710,056, 26, 86:0,0, 165626,%6, 16, 16,) !
0100, L0T020, 70, 10,1 6,07 0,20, 76,:0,0, 101020, 76, 616,07
07 20,10,0,0; 10,020,106, 1610,0,0; 20, 46:0,0; 10262646, 16 16,6%
(6;726,86,0,0; 1080626.86,10,16,08)26,26,90,0,0; 1620626,96,16,10,0,,

Sor: (0526:6,0; 162020, 16,716,602 (6,726, 76,0,0, 10762676, 16,716,073
0, 20730,0,0; 103020736, 10,710,030, 26,20,0,0; 16262020, 16,716,602
(6;726,86,0,0; 108062686, 16,16,08)26,26,80,0,0; 168026,86,1015,) "
5100, 0T 020 T8, L6 16,07 (6,26, 70:0,0; 10T 620, 76,16 16,07)?

67 20,2010,0; 10202626, 16,710,020, 26,36:0,0; 10362636, 16,716,603
(8,26,780,0,0;, 108020,86, 16.710,08)36,26,796,0,8; 1620206, 96; 16.716,0,,

Soo: (6726:6,0; 102626796, 16,16,02(8,26,70,0,0; 16762676, 16 16,07)4
67 20,40,0,0; L0402646, 10,710,040, 26,26:0,0; 102626, 26, 16,716,602
(6,726,780,0,0;, 208026,86;, 26,16,68)36;, 20,80,0,0; 16862686, 16,16,) !
010,0; 0782670, 10.716,07 (6, 26, 76,:0,0; 107628, 76, 10, 16,67)3
07 20,26,0,0; 10262626, 16.710,020,2046:0,0; 102626746, 16 16,0%
(6;726,86,0,0; 1080626.786,10,16,08)26,26,90,0,0; 162026,96,16.,10,0,,

Sog: (0526:0,0; 162020, 16.16,02 (6,726, 76,0,0, 107626, 76, 16,7 16,67)°
0, 20756,0,0, 102026706, 10710,050,26,30,0,0; 16362030, 16,16,03
07 20,160,040, 10,020,106, 16.10,0,(8,20,86,0,0; 16802686, 10 16,08)4
6, 26,86,0,0, 108626, 86,16,16,) !
5100, 0T 62078, 1616107 (6,26, 76,:0,0; 16762676, 616,07 )
0, 26,730,0,0;, 103020,36, 16,710,030, 26,56,6,0; 16262650, 16,716,608
(8, 26,780,0,0, 108020,786, 16710,08)%8, 26.790,0,6; 162020,98; 16.710,0,,

Sogr (8726:6,0, 260026, 96, 16.,,10:00 (8,26, 70:0,0, 107 626,76, 16, 16,07)6
0, 26750,0,0; 10202006, 16,710,050, 26,40,6,0; 16262640, 16, 16,04
0, 20.720,0,0, 102020,26, 16,710,062 (6; 26,86,0,0;, 163020, 85, 16.716,08)°
0, 26,86,0,0, 10862686, 1616,)7!
0100, 0702078, 616,07 (6,26, 70,:0,0; 107626, 76,16 16,07)°
67 20,40:0,0; L0262640,16.710,040,26,°610,0; 10262626, 16,16,60
(6,720,780,0,6, 168020,86, 16.715,05)06,26.796,0,0, *62625,96, 16.716,0,,

Sos: (0726:0,0, 169626796, 16,16,09(8,26,70,6,0; 16762676, 16,716,077
67 20,36,10,0; 1030626736, 16.,10,020, 26, 46:0,0; 10262646, 16, 16,04
86, 20,30:0,0, 10362636, 16,710,020, 26,06:0,0; 102626, 26, 16, 16,6
(6,726,780,0,0;, 208026,786; 26,716,68)06;,26,80,6,0; 16862686, 16,16,) !
0:10,0; 10782670, 10716,07 (6, 20, 76:0,0; 107626, 76, 16,716,670
0720,36,0,0; 103626736, 16.716,030,26,46:0,0; 10262646, 16, 16,6%
67 20,30,10,0; 10362636, 16.710,020,26,56:0,0; 10262626, 16,16,6
(6;726,86,0,0; 1080626,86,16.,16,08)76,26,90,0,0; 162026,96,16.,10:0,,

Sog: (0726:6,0, 26202696, 16.,710,02(6,726,70,0,0, 10762676, 16,716,678
(6;726,16,0,0;, 102026, 16,16.,16,02)3(8,26,86:0,0; 1056206, 86, 16.716,68)7
67 26,860,007 10862686, 1616,) !
00,0, 0T 62676, 106,07 (6,726, 7616,0, 107676, 78, 16, 16077
0;26,730,0,0; 10302038, 16.716,03 (6,207, 16,0,0; 16,020, 16, 16:716,0,)3
(6, 20.780,0,0; 108020,786, 16.710,08)86,26.790,0,0; 162026,96, 16.716,0,,

Sor: (672616,0; 102626.°6,16,16,:02(8,26,70,0,0, 16762676, 16, 16,07)°
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(6;726,16,0,0;, 102626716, 16,16,62)3(6,26,86,0,0, 10562086, 16.716,68)8
0, 26, 56,6,0, 185020, 56, 16,16,) 7"
05:0,0, L7020, 78, 10 10,07 (8,20, 70:0, 0, 10T 62676, Fo 16,07 )8

57 26,46,6,0, 164620, 40, 16, 16,60 (5,20, 16,0,0; 10,620, 16, 107 16,6,)

tu tYu

(57 20785,6,0; 168626786, 16716,08)°8, 26796,6,07 18962676, 1 6716,6,,
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